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This Preface contains the following sections:

Purpose

Audience

Fathom Management with OpenEdge or Progress
Organization of this manual

Typographical conventions
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Purpose

Thismanual describes how to install and configure Progress® Fathom™ Management Standard
Edition on Windows and UNIX systems. The manual containsinstallation requirements, CPU
and memory requirements, a description of new features, information about upgrade
procedures, details about using secure communications, and a description of how to begin
configuring and working with Fathom.

Note: Theterm Fathom as used throughout this guide refersto Fathom Management Standard
Edition.

Audience

This manual isintended for users and administrators of the Fathom Management product.

Fathom Management with OpenEdge or Progress

This version of Fathom Management runs against the following:
. OpenEdge 10.0B.
*  ProgressVersion 9.1D and the 9.1D09 service pack.

For the sake of simplicity, the procedures and screen shots provided in this manual refer to
running Fathom against OpenEdge 10.0B. Unlessindicated otherwise, however, the procedures
are the same for both Progress Version 9.1D with the 9.1D09 service pack and OpenEdge
10.0B. For example, if aprocedure refers to an OpenEdge database, the procedure appliesto a
Progress database as well.

Organization of this manual
Chapter 1, “Before You Install Fathom Management Standard Edition”

Describes planning considerations, system requirements, and license requirements.
Chapter 2, “Installing Fathom Management Standard Edition on Windows’

Provides instructions for installing, upgrading, and uninstalling Fathom on Windows
systems.

Chapter 3, “Installing Fathom Management Standard Edition on UNIX”

Providesinstructionsfor installing, upgrading, and uninstalling Fathom on UNIX systems.
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Chapter 4, “Introducing Fathom Management Standard Edition”
Provides an introduction to the Fathom Management Standard Edition configuration.
Chapter 5, “ Setting Up Fathom for the First Time”
Describes how to select initial configuration options.
Chapter 6, “Configuring Remote Monitoring for Fathom”
Provides information about how to set up remote monitoring for Fathom.
Chapter 7, “ Administering Fathom”

Providesinformation about administering Fathom after the initial installation: continuing
with Fathom after an upgrade, reviewing product configuration, updating licensing
information, changing initial Fathom configuration options, setting up users as operators
or administrators, setting other preferences, and working with Fathom by using the
command-line interface.

Chapter 8, “ Setting up Secure Communications for Fathom Management”

Describes how to set up the HTTPS protocol for use with the Fathom Management Web
server and the FathomTrendDatabase (when trending to a remote database). The chapter
explains the process of creating a keystore; requesting, obtaining, and then importing a
signed certificate; and then adding the signed certificate to the keystore.

“Glossary”

Preface-3
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Typographical conventions

Preface—4

This manual uses the following typographical conventions:

Convention Description
Bold Bold typeface indicates commands or charactersthe user types, or
the names of user interface elements.
Italic Italic typeface indicates the title of a document, provides
emphasis, or signifies new terms.
SMALL,BOLD Small, bold capital lettersindicate OpenEdge™ key functionsand

CAPITAL LETTERS

generic keyboard keys;, for example, GET and CTRL.

KEY1-KEY2 A hyphen between key names indicates a simultaneous key
sequence: you pressand hold down thefirst key while pressing the
second key. For example, CTRL-X.

KEY1KEY2 A space between key names indicates a sequential key sequence:
you press and release the first key, then press another key. For
example, ESCAPE H.

Syntax:

Fixed width

A fixed-width font isused in syntax statements, code examples,
and for system output and filenames.

Fixed-width italics

Fixed-width italics indicate variables in syntax statements.

Fixed-width bold

Fixed-width bold indicates variables with special emphasis.

UPPERCASE
fixed width

Uppercase words are Progress® 4GL |anguage keywords.
Although these always are shown in uppercase, you can typethem
in either uppercase or lowercase in a procedure.

N>

Thisicon (three arrows) introduces a multi-step procedure.

Thisicon (one arrow) introduces a single-step procedure.




Before You Install Fathom Management
Standard Edition

This chapter describes the system regquirements you must consider and the tasks you must
perform before you install Fathom. The chapter also provides important details about Fathom
CPU, memory, and licensing requirements, as described in the following sections:

Fathom with OpenEdge 10.0B or Progress Version 9.1D
Planning your installation
System requirements

CPU and memory requirements
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Fathom with OpenEdge 10.0B or Progress Version 9.1D

Planning

1-2

This manual provides details about installing and configuring Fathom Management Standard
Edition. You can install Fathom against OpenEdge™ 10.0B or Progress® Version 9.1D (with
the appropriate service pack), and the specific requirements for each environment are provided
here.

For the sake of simplicity, the steps and screen samples shown throughout this manual reflect
the installation and configuration of Fathom Management in an OpenEdge 10.0B environment.

your installation

Fathom Management Standard Edition is a browser-based management tool that you can useto
monitor databases, files, networks, Progress® OpenEdge™ components, and system resources
in an OpenEdge environment. Fathom consists of agents that collect monitoring dataand a
database that stores this monitoring data.

Note: Theterm Fathom as used throughout this guide refersto Fathom Management Standard
Edition.

The way you plan the Fathom installation depends on whether you are:
. Installing Fathom for the first time.

. Upgrading an existing version of Fathom.

Installing Fathom for the first time

There are severa factors to consider before you install Fathom for the first time. For example,
you should analyze what you need to monitor before you begin the installation. Y ou also need
to decide where to install Fathom components.
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To preparetoinstall Fathom:

1

Determine the names and locations of the resources you need to monitor.

The resources can include local network-based services and the following local and
remote resources. database, CPU, memory, file system, disk, AppServer™, NameServer,
and WebSpeed® Transaction server.

Determine whether you are installing Fathom against an OpenEdgel10.0B or a Progress
Version 9.1D product.

If you areinstalling thelatest rel ease of Fathom with aProgressVersion 9.1D product, you
must also install a service pack before you install Fathom. See the “Progress Version
9.1D” section on page 1-5 for detals.

Determine whether to save monitoring information to the FathomTrendDatabase and, if
saving the monitoring information, where to locate the FathomTrendDatabase.

The FathomTrendDatabase stores the monitoring information that Fathom collects.
During configuration, you can choose whether to save monitoring information locally,
remotely, or not at all. Before installation, you should decide if you want to save this data
and where you want to save it.

Fathom automatically creates the FathomTrendDatabase if you have an OpenEdge™
Enterprise RDBMS, an OpenEdge™ Workgroup RDBMS, or an OpenEdge™ Personal
database installed on the same machine where you are installing Fathom.

If you decide to save monitoring information remotely, the remote machine must have
both a database (Enterprise, Workgroup, or Personal) and Fathom installed. In other
words, you cannot just copy atrending database to a remote machine. The local instance
of Fathom needs to communicate with aremote instance of Fathom to use the remote
trending database.
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4.  Determine how monitoring might affect system performance.

The more resources you monitor, the more system resources Fathom uses. If you plan to
monitor alarge number of database servers and network servicesin your configuration,
you might want to consider configuring additional Fathom instances, both locally and
remotely.

See the “ CPU and memory requirements’ section on page 1-13 for more information.
5. Determine where to install Fathom.

Based on the decisions you made in Steps 1 through 4, you can install Fathom locally on
the machine with the monitored resources or on a separate or standal one machine.

See the “ Product support” section on page 1-5 for more information.

Upgrading an earlier version of Fathom

If you are upgrading an earlier version of Fathom, be sureto make abackup copy of your current
Fathom install directory before beginning the upgrade.

If you are upgrading on aUNIX platform, also make a backup copy of the following threefiles:

. Fathom_env
. Fathomcp_env
. . fathom

Y ou can find the first two filesin the following directory:

<OpenEdge-install-dir>/bin

Y ou can find the . fathom file (which is hidden) in the following directory:

<OpenEdge-install-dir>
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System requirements

Most of the system requirements for Fathom are the same as those for OpenEdge 10.0B.

Any additional requirements for Fathom running against Progress Version 9.1D are outlined in
this section.

Progress Version 9.1D

You must install the latest Progress Version 9.1D service pack, which is currently 9.1D009,
beforeyou install Fathom. Y ou can find the service pack on the Progress VVersion 9.1D service
pack CD that accompanies the Fathom product.

Product support

To use al of Fathom’s features, you must install products that support the following
functionality:

e The AdminServer.
e A database, to alow trending of Fathom data.
e A client networking license, to alow Fathom to run standard jobs and reports.

The products must be either OpenEdge 10.0B or Progress Version 9.1D with the appropriate
service pack.

Although the requirements listed above seem simple enough, the licenses for many products
include components of other products. For example, the Progress Version 9.1D ProVision
product includes all three of the required components listed above; however, the WebSpeed
Workshop product includes the AdminServer and a networking license, but no database.

See Table 1-1 to determine the Fathom functionality that is available with an installation of
specific OpenEdge 10.0B products and also see where there might be limitations on Fathom
functionality based on licensing.
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Table 1-1: OpenEdge 10.0B products that support Fathom
Fathom
OpenEdge Admin | OpenEdge Client Fathom Fathom reports
product Server database networking runs trends and jobs
Client Networking No No Yes No No No
NameServer Yes No No Yes No No
Personal Database Yes Yes Yes Yes Yes Yes
Workgroup Yes Yes No Yes Yes No
Database
Enterprise Yes Yes No Yes Yes No
Database
OpenEdge™ Yes Yes Yes Yes Yes Yes
Studio
OpenEdge Yes Yes Yes Yes Yes Yes
Development
Server
OpenEdge Yes No Yes Yes No Yes
Application
Server Basic
OpenEdge Yes No Yes Yes No Yes
Application
Server Enterprise
4GL Development No Yes Yes No No No
Query/Results No No Yes No No No
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See Table 1-2 to determine the Fathom functionality that is available with an installation of
specific Progress Version 9.1D products and also see where there might be limitations on
Fathom functionality based on licensing.

Table 1-2: Progress Version 9.1D09 products that support Fathom (1of 2)

Progress Admin Progress Client Fathom Fathom Fathom
product Server database | networking runs trends reports

Client Networking No No Yes No No No

NameServer Yes No No Yes No No

Personal Database Yes Yes Yes Yes Yes Yes

Workgroup Yes Yes No Yes Yes No

Database

Enterprise Yes Yes No Yes Yes No

Database

ProVision Yes Yes Yes Yes Yes Yes

ProVision Yes No Yes Yes No Yes

Development

Server

ProVision Plus Yes Yes Yes Yes Yes Yes

ProVision Plus Yes No Yes Yes No Yes

Development

Server

Secure AppServer Yes No Yes Yes No Yes

SonicMQ Adapter Yes No No Yes No No

SQL Server Yes No No Yes No No

Enterprise

SQL Server Yes No No Yes No No

Personal
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Table 1-2: Progress Version 9.1D09 products that support Fathom (20f 2)
Progress Admin Progress Client Fathom Fathom Fathom
product Server database | networking runs trends reports

WebSpeed Yes No Yes Yes No Yes
Enterprise

Transaction

Server

WebSpeed Yes No Yes Yes No Yes
Workshop

4GL Development No Yes Yes No No No
Query/Results No No Yes No No No

Asshownin Table 1-2, there are three Progress Version 9.1D products that support al of
Fathom Management’ s functionality: Personal Database, ProVision, and ProVision Plus.To
achieve full functionality with any other Progress products, you must install two Progress
products; for example, install Enterprise Database and Client Networking together, or

Workgroup Database and any WebSpeed product.

Platform support

Fathom is designed to run on a subset of the platforms supported by OpenEdge 10.0B or
Progress Version 9.1D or later. Table 1-3 lists the supported platforms, minimum patch
requirements (if applicable), and notes or other minimum service pack requirements for

OpenEdge 10.0B.
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Table 1-3: Platforms that support Fathom against OpenEdge 10.0B
Notes and/or other
OpenEdge minimum service
Platform minimum requirements | pack requirements
e Windows XP 10.0B VM version 1.4
(Professional)
e Windows 2000 server
. Citrix Metaframe XP and
2K
e Windows Server 2003
Standard
HP-UX 11i (32-bit, 64-bit) 10.0B JVM version 1.4
IBM AIX 5L (32-bit, 64-bit) 10.0B VM version 1.4
SUN Solaris Sparc 9 10.0B JVM version 1.4
(32-hit, 64-hit)
HP Tru64 UNIX (64-bit) 5.1B 10.0B VM version 1.4
RedHat Linux Advanced Server | 10.0B JVM version 1.4
21
SuSE Enterprise Server 8 10.0B JVM version 1.4
Turbo Linux Server 8 10.0B JVM version 1.4
Linux (32-bit) INTEL 10.0B VM Version 1.4
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Table 14 liststhe supported platforms, minimum patch requirements (if applicable), and notes
or other minimum service pack requirements. for Progress Version 9.1D09.

Table 1-4: Platforms that support Fathom against Progress 9.1D09 (1 of 3)

Progress
Version 9.1D09 Notes and/or other
minimum patch minimum service
Platform requirements pack requirements

Windows NT 4.0 9.1D09 Service Pack 6a
(Server/Workstation)

Windows NT 4.0 Termina 9.1D09 Service Pack 4.
Server

Windows 2000 9.1D09 Service Pack 1.
(Server/Professional)

Windows X P Professiona 9.1D09 -

HP-UX 11.0, 11i (32-hit) 9.1D09 Requires patch
XSWGR1100 general
release patches, plus
PHSS 22543,

PHSS 22868,

PHSS 22478, or their
SUCCESSOr'S.

HP-UX 11.0, 11i (64-bit) 9.1D09 Requires patch
XSWGR1100 general
release patches, plus
PHSS 22543,

PHSS 22868,

PHSS 22478, or their
SUCCESSOrS.

IBM AlX 4.3.3 (32-hit) 9.1D09 1.3.01BM build
cal30-20020117.

Thiswas available as
patch PTF9 for the IBM
VM.
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Table 1-4:

Platforms that support Fathom against Progress 9.1D09 (2 of 3)

Platform

Progress
Version 9.1D09
minimum patch

requirements

Notes and/or other
minimum service
pack requirements

IBM AIX 5L (32-bit)

9.1D09

1.3.01BM build
cal30-20020117.

Thiswas available as
patch PTF9 for the |l BM
VM.

SUN Solaris Sparc 2.6, 2.7, 2.8
(32-bit)

9.1D09

Patches required by
SUN for Java 1.3.

Unixware 7.1.1

9.1D09

For monitoring of
remote databases on
Unixware only.

Y ou cannot and do not
need to install Fathom
on the Unixware
system; however, you
do need to install the
Progress core patch
indicated.

OpenUnix 8.0

9.1D09

For monitoring of
remote databases on
Unixware only.

Y ou cannot and do not
need to install Fathom
on the Unixware
system; however, you
do need to install the
Progress core patch
indicated.

Compaqg Tru64 UNIX (64-bit)
4.0F,5.0,5.0A,5.1

9.1D09

Linux RedHat 6.2 Intel

9.1D09

Kernel 2.2.16-22.

Linux RedHat 7.0

9.1D09

Linux RedHat 7.1, 7.2

9.1D09

Kernel 2.4.
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Table 1-4: Platforms that support Fathom against Progress 9.1D09 (3 of 3)

Progress
Version 9.1D09 Notes and/or other
minimum patch minimum service
Platform requirements pack requirements
Linux SUSE 7.2, 7.3 9.1D09 Kernel 2.4.
Linux Caldera3.1.1 9.1D09 Kernel 2.4.
Turbo Linux 9.1D09 -

Note: Sincethe Fathom Management consoleis browser-based, you might be able to accessit
on other platforms. However, you can install Fathom only on the platforms listed in
Table 1-4.

Browser support

A Web browser isrequired to run the Fathom Management console. Although you might find
other browsersthat you can use with Fathom, thefollowing browsers are supported on Windows
platforms:

. Netscape Communicator, 7.X.
. Internet Explorer, 5.x and higher.

On UNIX platforms, Netscape Communicator 7.X is supported, as well as Mozillafor Linux.
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CPU and memory requirements

Fathom consumes both CPU and memory on the system where it is running. The amount
consumed varies based on the number and types of resources being monitored, the frequency
with which they are polled, and the processing power of the host system.

CPU use

Fathom’'s CPU utilization should typically be in the range of 1-5% (with possible spikes as
noted below). Factors that might result in greater levels of CPU utilization include:

A very high number of monitored resourcesrelative to the processing power of the
host system — The number of resources you can monitor with Fathom before Fathom
introduces an unacceptable CPU load is very dependent upon the processing power of the
host system.

On most systems monitoring a moderate number of resources such as 10 databases, 20
system resource monitors, and 20 network resource monitors, the CPU load of Fathom
should be minimal. Host systems with greater processing power will be able to support
greater resource counts.

A very short polling interval on monitored resour ces — Each poll of aresource
requiresasmall measure of CPU utilization. Polling alarge number of resourceswith very
short polling intervalswill increase Fathom’ sload on the CPU. Using the default Fathom
polling interval should minimize this problem.

If Fathom’s CPU utilization becomes a problem, you can reduce it by increasing the
polling interval of monitored resources. For example, rather than polling databases every
5 minutes, you can set them to poll every 15 minutes.

A very high level of user interaction with Fathom thr ough the Fathom M anagement
console— Each page displayed in the Fathom Management consol e needsto be produced
by Fathom, and, therefore, requires a small measure of CPU utilization. A very high level
of user interaction with the Fathom Management console will increase Fathom’sload on
the CPU. Thisisespecially true of any page that displays graphical data. Onefeatureto be
particularly conscious of is Fathom’s Auto Refresh capability. This feature allows you to
configure the Fathom Management consol e such that the displayed pages are
automatically refreshed at a specified rate. Automatically refreshing pages with lots of
graphical data at a high frequency will increase Fathom’s load on the CPU.
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. Very high levels of report execution — Fathom uses an OpenEdge database for storing
trend information and the Progress 4GL for running reports. This combination makes
Fathom'’ s historical reports very efficient; however, running reports very frequently or
against alarge volume of historical datawill increase Fathom'’sload on the CPU.

Y ou should use Fathom’ s scheduling facility to schedule reportsto run at off-peak hours.
You can asoinstall acopy of Fathom on a nonproduction host and use it as the Fathom
trend database for the Fathom installs on your production hosts. Doing thiswill allow you
to offload the management of Fathom’s trend data and run Fathom'’ s historical reports
from your production host.

e Alargenumber of jobs— Like reports, jobs can put a heavy load on the CPU. The
scheduling agorithm of your operating system might give al available CPU time to
execute jobs or reports, which can cause aspike in CPU utilization while the job or report
isrunning. Y ou should schedule CPU-intensive jobs, such as database backups, to run at
off-peak hours to minimize the chances of introducing too much overhead during peak
system times. Offloading jobs to nonproduction systems is another option.

Memory use

Fathom’s memory utilization is directly related to the number and types of resources being
monitored. The AdminServer with Fathom loaded but no resources defined requires 25MB to
35MB of memory. Thisrequirement can vary based upon the platform and the number of other
OpenEdge products installed.

Asyou add resources to Fathom, the memory requirements increase. Each database requires
about 2MB of memory. Other monitored resourcetypesrequire much less, typically intherange
of 10KB to 100K B per resource.

Fathom Management now allows you to store the data being used for graphsfor alonger period
of time than was possible previously. Thisincreased storage can cause asignificant increasein
memory usage.
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Factors you can control to manage Fathom’s memory utilization include:

e« Thenumber of monitored resour ces— If Fathom isconsuming an unacceptable amount
of memory, you can reduce the number of monitored resources. Y ou can also choose to
install aninstance of Fathom on anonproduction host and use that host to monitor network
and log file resources. This would remove thisload from your production hosts, leaving
on them only the monitoring of local system resources and databases.

. Use of the Fathom remote database monitoring agent — Using an instance of Fathom
on anonproduction host in conjunction with the Fathom remote database monitoring agent
will allow you to minimize greatly the overhead of Fathom on your production systems.
Inthisconfiguration, the majority of Fathom activity isoff-loaded to anonproduction host.
Only the overhead of the remote database agent will be incurred on your production
systems. This overhead is very minimal.

. Adding remote monitoring on the Fathom machine — The addition of remote
monitoring will substantially increase memory use.
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Installing Fathom Management Standard
Edition on Windows

Thischapter providesinformation related to installing Fathom on Windows systems, as outlined
in the following sections:

. Preinstallation tasks on Windows systems

. Installing Fathom Management on Windows

. Installing Fathom for the first time

. Optionally configuring the FathomTrendDatabase

. Using Fathom for the first time

. Upgrading an earlier version of Fathom

. Using Fathom after an upgrade

. Installing additional Fathom-related products after installing Fathom
. Installing additional products after installing Fathom
»  Accessing documentation

. Using the InstallShield silent (batch mode) utility

. Uninstalling Fathom on Windows
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Preinstallation tasks on Windows systems

2-2

Y ou caninstall Fathom provided you haveinstalled either OpenEdge 10.0B or ProgressVersion
9.1D (and the required service pack). See the “ System requirements’ section on page 1-5 for
details.

Note: For the purposes of this guide, the figures shown throughout depict an installation of
Fathom with OpenEdge 10.0B.

Reading Fathom documentation before installing

It is very important that you read the following two Fathom documents before you begin to
install Fathom:

. Chapter 1, “Before You Install Fathom Management Standard Edition,” for information
on installation planning details, system requirements, and upgrade considerations.

. Progress Fathom Management Standard Edition Rel ease Notes, which might contain
supplemental or corrected installation information.

Theinformation provided in this guide is current as of its publication date; however,
reguirements can change. To make sure that you have the most up-to-date information,
please be sure to refer to the release notes.
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Other preliminary tasks

There are severa other tasks you must perform before you install Fathom.

Topreparetoinstall Fathom:

1

Make sure that you have avalid product (OpenEdge 10.0B or Progress Version 9.1D)
installed.

If you areinstalling Fathom against Progress Version 9.1D (and the required service pack)
and you intend to use Fathom’ s remote monitoring feature, you cannot include spacesin

either the Fathom or Progressinstall directory name (on either the Fathom machine or the
remote machine). If there are spacesin any of the names, the AdminServer will not start

and you will not be able to perform remote monitoring.

If you have already installed Progressin a directory whose name has spaces and you do
want to use Fathom'’ s remote monitoring feature, you must uninstall and reinstall itin a
directory whose name does not contain spaces.

If you have Progress Version 9.1D installed, install the latest service pack. See the
“Progress Version 9.1D” section on page 1-5 for details.

Note that you must install the service pack before you install Fathom.

Obtain the serial number and control numbers for your installation of Fathom and the
SNMP Adapter (if you have purchased the SNMP Adapter license). Thisinformation is
shipped with the Fathom installation media.

Obtain administrative privileges on the machine on which you areinstalling Fathom. Y ou
cannot install unless you are logged in as administrator or have administrative privileges
associated with your account. For moreinformation, see your Windows documentation or
consult with your system administrator.

2-3



Installation and Configuration Guide

Installing Fathom Management on Windows

Theinstallation procedure for Fathom is dightly different depending on whether you are
installing for the first time or upgrading from an earlier Fathom version.

See the “Installing Fathom for the first time” section on page 2—4 if you are installing Fathom
for thefirst time.

See the “Upgrading an earlier version of Fathom” section on page 2—-15 if you are upgrading
from an earlier version of Fathom.

Installing Fathom for the first time

Besureto havethe serial and control numbersfor Fathom and the SNM P Adapter (if applicable)
handy before you begin the installation. These numbers are included in your Fathom mediakit.
Toinstall Fathom for thefirst time:

1. Stopthe AdminServer. If you do not stop the AdminServer, theinstall will detect that the
AdminServer isrunning and will discontinue the installation process.

2. Inserttheinstallation CD into your CD-ROM drive. If the CD does not run automatically,
double-click setup.exe inthe root directory of the CD.

The following message appears:

I vou plan ko monitor remote resources, there cannot be spaces in
the install paths of Fathom and its associated wersion of Progress.

Are you planning ko monitar remaote resources?
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3. Do one of the following:
. Click Yesif you intend to monitor remote resources.

If you are installing Fathom against Progress Version 9.1D (and the appropriate
service pack) and the Progress installation is in adirectory whose name has spaces,
the following message appears:

Progress Paths Contain Spaces ll

All available versions of Progress have spaces in their install path. Please
re-install Progress in a path without spaces and then re-run this Fathon install,

Click OK ko abort this installation.

Click OK toendtheinstalation. Then uninstall ProgressVersion 9.1D, reinstall itin
adirectory name without spaces, and begin the Fathom installation.

. Click No if you do not intend to monitor remote resources. The I nstallation Mode
Option dialog box appears.

4. Fromthelnstallation M ode Option dialog box, select whether you areinstalling either a
new instance of Fathom or an additional product. If no existing Fathom installation is
detected, the only installation mode option presented is New | nstall:

Installation Mode Option x|

Select an installation mode and click nest to continue.

SOFTWARE

< Back I Mest » I Cancel
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If you already have either an OpenEdge 10.0B or aProgressVersion 9.1D installation that
is associated with an existing Fathom installation, the Additional Product I nstall option
isalso available:

Installation Mode Dption

Select an installation mode and click next to continue.

= Additional Product Install

IristallShield

< Back I Mest » I Cancel |

Y ou can use the Additional Product Install option to install, for example, the SNMP
Adapter for an aready existing Fathom installation. See the “Installing additional
Fathom-related products after installing Fathom” section on page 2—20 for details.

5. Choose New Install, and click Next. The Welcome dialog box appears:

Welcome

Click Cancel to quit Setup and then close any pragraris you have running.
Click Next to continue with the Setup program.

It iz strongly recommended that vou exit all Windows programs
before running this Setup program.

WARMIMNG: This program iz protected by copyright law and
international treaties. Unauthorized reproduction or distibution of
this oroaram. or anw oortion of it. mav result in severe civil and
criminal penalties, and will be prosecuted to the maximum extent
pozsible under law.

FPROGRESS

Cancel |
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The Welcome dialog box reminds you to close other running Windows programs.

Click Next to continue. A dialog box appears with the list of OpenEdge or Progress
products that you can associate with your installation of Fathom:

Supported Yersions of Progress Installed F

Check one of the available Progress versions and click next to aszociate it with thiz installation

? j ke

of Fathom.

IristallShield

< Back | Mest » I Cancel I

It isimportant to realize that each Fathom installation is associated with one particular
OpenEdge or Progress product. If you have multiple versions of OpenEdge or Progress,
you must have an individual Fathom installation for each version.

If you upgrade or install another OpenEdge or Progress product, you must install Fathom
again for the upgrade and for the additional product. Because of the association between
Fathom and OpenEdge or Fathom and Progress, you should always uninstall Fathom
befor e uninstalling the OpenEdge or Progress product. See the “Uninstalling Fathom on
Windows" section on page 2—31 for more information.

If there are no OpenEdge or Progress products that are compatible with Fathom, or no
available products to associate with thisinstallation of Fathom, you see an error message
and the Fathom install cannot continue. Click OK to end the installation.
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7.

If you do have one or more OpenEdge or Progress products you can associate with the
installation of Fathom, select oneand click Next to continue. In some cases, you might see
awarning like this:

Progress Database Not Detected

The Progres= installation does not contain a databasze product.
Therefore. this Fathom installation will not support any of the built-in database utilities.

The message indicates that you have a valid OpenEdge or Progress product, but the
product does not have database support. The Fathom installation will complete after you
click OK. However, your installation will not support any database utilities and you will
not be able to save trend (historical) data.

The appearance of the message does not mean that the installation will stop at this point.
After the Fathom installation completes, you can do one of the following:

. Ignore the message. Y ou might be deploying Fathom just to monitor TCP/IP ports,
for example, and have no need to store trending data.

. Configure Fathom to save trending data on aremote machine. The remote machine
must have Fathom installed along with an Enterprise, a Workgroup, or a Personal
database.

. Install an Enterprise, a Workgroup, or a Personal database on the local machine.

See the “ Product support” section on page 1-5 for more information about OpenEdge or
Progress products.

In addition, you might see awarning like this:

Progress Client Mot Detected

The Progress installation does not contain a Progress Client.
Therefore, thiz Fathom installation will not run any of the trend reparts.
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10.

The warning indicates that you have a valid OpenEdge or Progress product, but the
product does not contain an OpenEdge or a Progress client. The Fathom installation will
complete after you click OK . However, your installation will not support trend (historical)
reports.

Y ou can do one of the following after the Fathom installation compl etes:

. Ignore the message. Y ou might be deploying Fathom just to monitor TCP/IP ports,
for example, and have no need to generate reports.

. Install an OpenEdge product or Progress Version 9.1D (and applicable service pack)
product that contains a client.

Click OK. The Serial Number and Control Codes dialog box appears:

Serial Number and Control Codes

Enter the zerial number and control codes for each product, then click
Accept. Click Newt to continue the installation.

. U )

ﬁ Serial Wumnber  Contral Numbers

Product(s] to be installed

PROGRESS

< Back | Mest = I Cancel I

Enter the serial number and control numbers for Fathom in the Serial Number and
Control Numbersfields; then click Accept. The Product(s) to beinstalled list updates
to include Fathom Management Standard Edition.

If applicable, enter the serial number and control numbers for the SNMP Adapter in the
Serial Number and Control Number sfields; then click Accept. The Product(s) to be
installed list updates to include the SNMP Adapter.
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Click Next. The Choose Destination And Wor king Path Dir ectoriesdialog box appears
and identifies where the Fathom installation will create these directories:

Choose Destination And Working Path Directories

Setup will install the FATHOM product{z] in the listed Destination and
‘wiorking directories.

— Destination Directary

C:\PragressFatham Braowse... |

—working Directory

CAFATHOMMWORK Browse... |

FROGRESS

Cancel |

11. Specify the destination and working directories. Do not include spaces in either directory
name. Y ou can change the defaults by choosing the Browse buttons.

Note: If you areinstalling multiple instances of Fathom on a system that has multiple
versions of OpenEdge or Progress installed, make sure that each instance of
Fathom has a unique Destination Directory and a unique Working Directory.
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12. Click Next. The Select Program Folder dialog box appears and allows you to accept the
default folder FATHOM, specify another folder, or select an existing folder:

Select Program Folder

Group List

Setup will add program icons to the Program Falder listed below. 'You may
type a new folder name, or select ane fram the existing folders list.

Program Folder:
FATHOM

Ezisting Folders:

ACCEssones
Administrative Tools
Adobe

Cizco Syztems WPN Client
Citrixt 1C& Cliert
CorporateTime

CRT 4.0

eHoom B

=l

PROGRESS

< Back

Cancel I

13. Specify the Program Folder for Fathom in the Program Foldersfield, and click Next.

Note: If you areinstalling multiple instances of Fathom on a system that has multiple

versions of OpenEdge or Progress installed, make sure that each instance of
Fathom has a unique Program Folder name.
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The Summary dialog box lists the choices you made in the previous dialog boxes:

Summary
Summary of the options you have zelected.

Space Required: 156708 K

Space Available: 2929124 K
Destination Path:  C:\Progress\Fathom
“working Directory:  C:AFATHOMW/ORE
Falder Marme: FATHOM

FROGRESS

Cancel

14. Review the summary information for thisinstallation.

15. Click Back if you need to make any changes, or click Next to continue if the options are
correct. The installation proceeds and displays messages that indicate the status of the
install.

The following question appears:

i =

16. Click Yesto add the Management Console shortcut; otherwise, click No.
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The Complete Setup Done dialog box appears:

Complete Setup Done

The Setup program has installed the components and subcomponents
selected for the complete installation,

Once you have rebooted your system, you can configure Fathom by
going to the Start menu and selecting:

Frograms -> Fathom -> Management Conzole

Thiz will launch pour default web broweser with the LURL

http: ##localhost: 9090

‘when prompted for a username and pazsword, enter "admin' for
both.

Refer ta the Fathom Management Standard Edition Installation and
Configuration Guide for assistance.

FROGRESS

17. Click Finish. A subsequent dial og box appears and allowsyou to decide whether you want
to reboot now or later. (Note that you will need to reboot your machine before starting
Fathom.)

18. Restart the AdminServer.
Change to the OpenEdge or Progress install directory

When you install Fathom, thefile addons isadded to the OpenEdge or Progressinstall directory
on Windows platforms.
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Optionally configuring the FathomTrendDatabase

After you install Fathom and before you begin the configuration in the Fathom Management
consol e (asdescribed in Chapter 5, “ Setting Up Fathom for the First Time”), you can preallocate
file system space in the FathomTrendDatabase. This preallocation step is optional ; however, it
will make the FathomTrendDatabase run more efficiently if you create fixed length extents
before the FathomTrendDatabase is created.

To preallocate file system space:

1. Copy the FathomTrendDatabase structure file (fathom. st) that existsin the
<fathom-install-dir>\db to the directory where the database will reside. The default
directory is<fathom-install-dir>\db.

2. Edit thefile, and add fixed length data extentsto area 7.

3. Continue with the configuration as described in Chapter 5, “ Setting Up Fathom for the
First Time.” When the FathomTrendDatabase is created, the database will pick up and use
the structure file that existsin the directory where the database is being created.

For more information about editing . st files, see OpenEdge Data Management: Database
Administration.

Using Fathom for the first time

2-14

When you first start the Fathom Management consol e, you must enter the default user name and
password (admin for both) in order to begin the configuration process. During the
configuration, you will be required to change the default password.

See the “Logging on to Fathom™ section on page 54 for details.
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Upgrading an earlier version of Fathom

Y ou can upgrade an earlier version of Fathom. Notethat the upgradeinstalls Fathom in the same
directory as the existing Fathom, so you are not able to specify the installation directory.

Besureto havethe seria and control numbersfor Fathom and the SNM P Adapter (if applicable)
handy before you begin the upgrade. These numbers are included in your Fathom mediakit.

Caution: Beforeyou begin to upgrade your Fathom installation, be sure to back up your entire
Fathom install directory.

To upgrade Fathom:

1. Stopthe AdminServer. If you do not stop the AdminServer, theinstall will detect that the
AdminServer isrunning and will discontinue the installation process.

2. Inserttheinstalation CD into your CD-ROM drive. (If the CD doesnot run automatically,
double-click setup.exe intheroot directory of the CD.)

The Installation M ode Option dialog box appears:

Installation Mode Option F

Select an installation mode and click next bo continue.

’ [ lx

|hiztall5 higld

< Back I Mest > I Cancel
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3. Choose the Upgrade I nstall option, and click Next. The Upgrade Versions dialog box
appears:

Upgrade Yersions

Check one of the installed Fathom versions and click nest to continue.

IristallShield

< Back | Mest > | Cancel |

4. Select one of the installed versions of Fathom to upgrade, and click Next. The Welcome
dialog box appears:

Welcome

Click Cancel to quit Setup and then cloze any pragrans you have running.
Click Mest to continue with the Setup program.

It iz strongly recommended that vou exit all \Windows programs
befare running this Setup program.

WARNING: Thiz program iz protected by copyright law and
international kreaties. Unauthorized reproduction or distribution of
this oroaram. or anw oortion of it. maw result in severe civil and
criminal penalties, and will be prosecuted to the maximum extent
possible under law.

FROGRESS

Cancel |

The Welcome dialog box reminds you to close other running Windows programs.
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Click Next. The Serial Number and Control Codes dialog box appears:

Serial Mumber and Control Codes
Enter the zerial number and control codes for each product, then click
Accept. Click Mewt to continue the installation.

Serial Number  Control Numbers

Product(z] to be installed

FROGRESS

< Back | Mest » I Cancel I

Enter the serial number and control numbers for Fathom in the Serial Number and
Control Numbersfields; then click Accept. The Product(s) to beinstalled list updates
to include Fathom Management.

If applicable, enter the serial number and control numbers for the SNMP Adapter in the
Serial Number and Control Number sfields; then click Accept. The Product(s) to be
installed list updates to include the SNMP Adapter.
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8. Click Next. The Summary dialog box appears:

Summary
Summary of the options you have zelected.

Space Required: 156708 K

Space Available: 2929124 K
Destination Path:  C:\Progress\Fathom
“working Directory:  C:AFATHOMW/ORE
Falder Marme: FATHOM

FROGRESS

Cancel

9. Review the summary.

10. Click Back if you need to make any changes, or click Next to continue if the options are
correct. The upgrade proceeds and displays messages that indicate the status of the
upgrade.

The following question appears:
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11. Click Yesto add the M anagement Console shortcut; otherwise, click No.

The Complete Setup Done dialog box appears:

Complete Setup Done

The Setup program has installed the components and subcomponents
selected for the complete inztallation,

T

Once you have rebooted your system, you can configure Fathom by
going to the Start menu and selecting:

Pragramsz -» Fathom -> Management Console

T hig will launch pour default web browser with the URL

hittp: //localhost: 5090

‘When prompted for a username and pazsword, enter "admin' for
both.

Fiefer to the Fathom kanagement Standard Edition Installation and
Configuration Guide for assistance.

FROGRESS

12. Click Finish.

13. Restart the AdminServer.

Using Fathom after an upgrade

When you start the Fathom Management console in a browser after the upgrade, you will see
some additional upgrade activities being performed. Note that the upgradeis not complete until
these activities are done.

Once the upgrade activities complete, you can immediately begin using the updated Fathom.
See the “Working with Fathom after an upgrade” section on page 73 for more information.

Fathom migration logs
Asthe Fathom upgrade is proceeding, several log files are created. Y ou can review these log

filesto either confirm that the Fathom upgrade has completed successfully or determine why
the upgrade did not complete, should that be the case.

Y ou can find these logsin the <Fathom-install-dir>\migration folder.
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Installing additional Fathom-related products after
installing Fathom

2-20

Y ou can add another Fathom-rel ated product, such asthe SNM P Adapter, to an existing Fathom
installation.

To add a Fathom-related product to an existing Fathom installation:

1.

Stop the AdminServer. If you do not stop the AdminServer, the install will detect that the
AdminServer isrunning and will discontinue the installation process.

Insert the installation CD into your CD-ROM drive.

If the CD does not run automatically, double-click setup.exe inthe root directory of the
CD.

The Installation M ode Option dialog box appears:

Inztallation Mode Option 'y ; ]
e

Select an installation mode and click next to continue.

1

 Additional Product Install

InstallShisld

< Back I Mext » I Cancel |

If you have multiple instances of OpenEdge, Progress, or Fathom installed, the dialog box
might offer you another option, whichisNew I nstall. If thisisthe case, seethe“Installing
Fathom for the first time” section on page 24 for details.

Toinstall an additiona product only, click Additional Product I nstall, and then continue
with Step 3.
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Click Next. The Welcome to Fathom Installation Utility dialog box appears.
Click Next. The Serial Number and Control Codes dialog box appears.

Enter the serial number and control numbers for the additional product in the Serial
Number and Control Number sfields; then click Accept. The Product(s) to beinstalled
list updates to include the additional product.

Click Next. The Choose Destination And Wor king Path Dir ectoriesdialog box appears
and identifies where the Fathom installation will install the additional product:

Choose Destination And Working Path Directories

Setup will ingtall the FATHOM product(z] in the listed Destination and
Wwiorking directories.

r~ Destination Directony

C:\ProgressFathom Browse... |
—'whorking Directony

CAFATHOMYWORE Browse... |

FROGRESS

Cancel I

The additional product is automatically installed in the existing Fathom install directory.
If you want, you can specify adifferent Working Directory.
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7.  Click Next. The Select Program Folder dialog box appears and alows you to accept the

default folder FATHOM, specify another folder, or select an existing folder:

Select Program Folder

Group List

Setup will add program icons to the Program Folder listed below. You may
type a new folder name, or select ane from the existing folders list.

PFrogram Folder:
|FTHOM

Ezisting Folders:

Accessones
Administrative Tools
Adobe

Cizco Syztems WPN Client
Citrizt IC& Client
CorporateTime

CRT 4.0

eRoom B LI

FPROGRESS

< Back

Cancel |

8.  Specify the Program Folder for Fathom in the Program Foldersfield, and click Next.

The Summary dialog box lists the choices you made in the previous dialog boxes:

Summary
Summary of the options you have selected.

Space Required: 156708 K
Space Available: 2929124 K.
Destination Path:  C:A\Progress“Fathom
“wiorking Directory: CAFATHOMYWORE.
Falder Marme: FATHOM
FROGRESS
< Back

Cancel

9. Review the summary information for this installation.
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10. Click Back if you need to make any changes, or click Next to continue if the options are
correct. The installation proceeds and displays messages that indicate the status of the
install.

The Complete Setup Done dialog box appears.

11. Click Finish. A subsequent dialog box appears and allowsyou to decide whether you want
to reboot now or later. (Note that you do not need to reboot your machine before restarting
Fathom.)

12. Restart the AdminServer.

Installing additional products after installing Fathom

Installing a Progress Version 9.1D (or later) product after Fathom isinstalled and configured
might cause two registry problems on Windows platforms. The registry keysfor FATHOMCP and
JVMARGS might be overwritten with ablank valueif youinstall aProgressVersion 9.1D (or later)
product after installing Fathom.

Therefore, you must reset the FATHOMCP and JVMARGS values after installing the ProgressVersion
9.1D (or later) product.

FATHOMCP

The following Progress Version 9.1D registry key for FATHOMCP might be overwritten with a
blank value:

HKEY_LOCAL_MACHINE\SOFTWARE\PSC\PROGRESS\9.1D\JAVA\FATHOMCP

To reset the FATHOMCP registry key, enter the following value for the key:

FATHOMCP=<fathom-install-dir>\jars\javax.servlet.jar;
<fathom-install-dir>\jars\org.apache.jasper.jar;
<fathom-install-dir>\jars\fathom.jar

where <fathom-install-dir>iSthe folder where you installed Fathom.
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JVMARGS

The following Progress Version 9.1D registry key for JvMARGS might be overwritten with a
blank value:

HKEY_LOCAL_MACHINE\SOFTWARE\PSC\PROGRESS\9.1D\JAVA\ JVMARGS

To reset the JVMARGS registry key, enter the following value for the key:

-mx256m “-Xbootclasspath/a:C:\<fathom-install-dir>\jars\pja.jar"

where fathom-install-diristhe folder where you installed Fathom.

Accessing documentation

2-24

The Fathom manuals are available in PDF format from both the Fathom menu and the Fathom
documentation CD . The CD is readable on both Windows and UNIX systems.

For best results when using the PDF files, install the Acrobat Reader. Y ou can download the
Reader from the following location on the Adobe Web site:

http://www.adobe.com/products/acrobat/readstep2.html

If you want full search capability, choose to install the expanded version of the reader. Fulll
search capability alows you to search across the Fathom Management documentation set on
either the documentation CD or alocad file system.

Begin by reading start.pdf, which should open automatically (if you have autorun enabled)
when you insert the Fathom documentation CD into the CD-ROM drive. If you do not have
autorun enabled, find the file on the CD and double-click it.


http://www.adobe.com/products/acrobat/readstep2.html
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The start.pdf file describes how to do the following:
e  View the PDF files from the CD.

. Copy the PDF files from the CD to your machine.
e Search acrossthe PDFfiles.

. Print the PDF contents.

The names of the Fathom manuals and their corresponding PDF versions appear in Table 2-1.

Table 2-1: Fathom manuals and corresponding PDF files
Directory PDF
Fathom manual name filename

Welcome to Progress Fathom Management Sandard \wfm wfm. pdf
Edition
Installation and Configuration Guide \fin fin.pdf
Resource Monitoring Guide \rmg rmg . pdf
FathomTrendDatabase Guide and Reference \ftd ftd.pdf
Alerts Guide and Reference \far far.pdf
Database Management Guide \fdg fdg.pdf
OpenEdge Server Management Guide \foe foe.pdf
Reporting Guide \frg frg.pdf
OpenEdge Revealed: Achieving Server Control with \asc asc.pdf
Fathom Management
OpenEdge Revealed: Mastering the OpenEdge Database | \mpf mpf. pdf
with Fathom Management
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Using the InstallShield silent (batch mode) utility

2-26

The standard, interactive installation or upgrade receives necessary information by prompting
you and recording your input from dialog boxes. By contrast, asilent or batch mode installation
or upgrade does not prompt you for input. Instead, Install Shield Silent (1SS) reads input
information from afile called aresponse file. Y ou must create the response file either
automatically or manually before running a silent or batch installation or upgrade.

Creating a response file automatically

The preferred method for creating aresponse file isto create it automatically.

To create aresponse file automatically, run Fathom’s setup. exe with the -r option. Note the
following syntax:

setup.exe -r [-f1lC:\pathname\ResponseFile]

By default, theresponsefileiscreated in your Windowsdirectory andisnamed setup.iss. You
can use the -f1 option to specify an alternate directory and filename for the response file.

Note: Be surethat there is no space between -f1 and C: \pathname\ResponseFile.

Whenyourun setup . exe withthe -r option, Install Shield runstheinstall ation interactively and
creates the response file, which contains all of your installation or upgrade choices.
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Creating the response file manually

Y ou can create and edit aresponse file in any text editor by adding necessary sectionsin a
predefined order.

To create aresponse file manually:

1

2.

Create anew text file using any text editor.

Enter response file required sectionsin the following order, noting that section names are
contained in brackets:

a. Silent Header Section [InstallShield Silent].
b. Application Header Section [Application].
c. Diadog Data Sections, for example [Welcome Dialog-0].

Edit the necessary data within each section name. Data entries consist of name=value
pairs, such as D1g0=We1come-0.

Save and close the response file.
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The following sample shows what a response file looks like.

Sample response file (1of2)

[Instal1Shield Silent]

Version=v7.00

File=Response File

[File Transfer]

OverwrittenReadOnTy=NoToAl1l
[{49E1150F-908E-42BB-B26B-15B38B1E5931}-D1g0rder]
D1g0={49E1150F-908E-42BB-B26B-15B38B1E5931}-AskYesNo-0

Count=10

D1g1={49E1150F-908E-42BB-B26B-15B38B1E5931}-SdAskOptions-0
D1g2={49E1150F-908E-42BB-B26B-15B38B1E5931}-SdwWe1come-0
D193={49E1150F-908E-42BB-B26B-15B38B1E5931}-SdAskOptionsList-0
D1g4={49E1150F-908E-42BB-B26B-15B38B1E5931}-SerialControlNumber Dialog-0
D1g5={49E1150F-908E-42BB-B26B-15B38B1E5931}-TargetDirectory Dialog-0
D1g6={49E1150F-908E-42BB-B26B-15B38B1E5931}-UserInstallationType Dialog-0
D1g7={49E1150F-908E-42BB-B26B-15B38B1E5931}-SdSelectFolder-0
D19g8={49E1150F-908E-42BB-B26B-15B38B1E5931}-SdShowInfolList-0
D1910={49E1150F-908E-42BB-B26B-15B38B1E5931}-AskYesNo-1
[{49E1150F-908E-42BB-B26B-15B38B1E5931}-AskYesNo-0]

Result=0

[{49E1150F-908E-42BB-B26B-15B38B1E5931}-SdAskOptions-0]
Component-type=string

Component-count=1

Component-0=New Install

Result=1

[AppTlication]

Name=FATHOM

Version=0

Company=PSC

Lang=0009

[{49E1150F-908E-42BB-B26B-15B38B1E5931}-SdWelcome-0]

Result=1

[{49E1150F-908E-42BB-B26B-15B38B1E5931}-SdAskOptionsList-0]
Component-type=string

Component-count=1

Component-0=9.1D

Result=1

[{49E1150F-908E-42BB-B26B-15B38B1E5931}-SerialControlNumber Dialog-0]
nvCount=2
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Sample response file (2 0f 2)

svSerialNumber-0=111222333

svControlNumber_1-0=XXXXX

svControlNumber_2-0=XXXXX

svControlNumber_3-0=XXXXX

svSerialNumber-1=444555666

svControlNumber_1-1=XXXXX

svControlNumber_2-1=XXXXX

svControlNumber_3-1=XXXXX

_bInstallingDB=0

_bMessengerInstalled=0

_bProgressExplorerLocalOption=1

_nDbProdnumBitmask=0

_bInstallingColorEditor=0

_bInstallingFathom=1

_szUseSourceEditor=NULL

_nWebServicesProducts=0

_bInstallingOpenEdgeStudio=0

_bInstallingWSA=0

_bInstallingSonicEsbAdapter=0
_bInstallingSonicMgAdapter=0

_bInstallingWebspeed=0

_bSonicEsbProductNumberEntered=0

Result=1
[{49E1150F-908E-42BB-B26B-15B38B1E5931}-TargetDirectory Dialog-0]
szDirDest=C:\Progress\Fathom

szD1i rWrk=C:\FATHOM\WORK

Result=1
[{49E1150F-908E-42BB-B26B-15B38B1E5931}-UserInstallationType Dialog-0]
_bQuickInstallRadioButton=1

_bCustomInstallRadioButton=0
_bTypicalInstallRadioButton=0

Result=1
[{49E1150F-908E-42BB-B26B-15B38B1E5931}-SdSelectFolder-0]
szFolder=FATHOM

Result=1
[{49E1150F-908E-42BB-B26B-15B38B1E5931}-SdShowInfolList-0]
Result=1
[{49E1150F-908E-42BB-B26B-15B38B1E5931}-AskYesNo-1]
Result=0
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Running the InstallShield Silent Utility

Asan alternative to the standard interactive installation, you can install Fathom without being
prompted for input.

Torun thelnstallShield Silent utility:

1.

Create aresponse file.

See either the “ Creating a response file automatically” section on page 2—26 or the
“Creating the response file manually” section on page 2—27 for information about creating
aresponsefile.

Run Fathom’s setup.exe using the -s option.

Note the following syntax:

setup.exe -s [-flC:\pathname\ResponseFile] [-f2C:\pathname\SetupLog]

By default, Install Shield looks for aresponse file named setup.iss in your Windows
directory. During theinstallation, alog file named setup. Tog is created in your Windows
directory. Use the -f1 option to specify an alternate directory and filename for the
responsefile. Usethe -f2 option to specify an alternate directory and filename for the log
file

Note: Be surethat there is no space between -f1 or -f2 and the pathnames that follow.
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Uninstalling Fathom on Windows

Always uninstall Fathom before you uninstall the OpenEdge or Progress product that it is
associated with.

Caution: If you want to save trending data, be sure to back up the <fathom-install-dir>\db

before removing the Fathom installation.

Note that reports and logs are stored in the Fathom Work directory and will not be removed
when you uninstall Fathom.

Touninstall Fathom:

1

Stop the FathomTrendDatabase.

Y ou can use either Progress Explorer or the following command:

dbman -stop FathomTrendDatabase

The AdminServer must be running in order to stop the FathomTrendDatabase.

If you receive awarning during the uninstall that the fathom.db isin use, the
FathomTrendDatabase has not been stopped.

Stop the AdminServer.

If you receive awarning during the uninstall that either pphelper.d11 or osmetrics.d11
isin use, the AdminServer has not been stopped.

If you have WebSpeed installed, stop the Web servers.

If you receive awarning during the uninstall that wsmsgp.d11 isin use, the Web servers
have not been stopped.

Choose Fathom - Uninstall.
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Installing Fathom Management Standard
Edition on UNIX

This chapter providesinformation related to installing Fathom on UNIX systems, as described
in the following sections:

. Preinstallation tasks on UNIX systems

. Installing Fathom Management on UNIX

. Installing Fathom for the first time

. Optionally configuring the FathomTrendDatabase

. Using Fathom for the first time

. Upgrading an earlier version of Fathom

. Installing additional products after installing Fathom
e Accessing documentation

*  Running theinstallation utility in batch mode

. Uninstalling Fathom on UNIX
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Preinstallation tasks on UNIX systems

3-2

Y ou can install Fathom provided you have installed OpenEdge Version 10.0B or Progress
Version 9.1D or later. See the “ System requirements’ section on page 1-5 for details.

Note: For the purposes of this guide, the figures depict an installation of Fathom with

OpenEdge Version 10.0B.

Reading Fathom documentation before installing

It isvery important that you read the following two Fathom documents before you begin to
install Fathom:

Chapter 1, “Before You Install Fathom Management Standard Edition,” for information
on installation planning details, system requirements, and upgrade considerations.

Progress Fathom Management Standard Edition Release Notes, which might contain
supplemental or corrected installation information.

Theinformation provided in this chapter is current as of the publication date of this
manual; however, requirements can change. To make sure that you have the most
up-to-date information, please be sure to refer to the release notes.

Other preliminary tasks

There are severa other tasks you must perform before you install Fathom.

Topreparetoinstall Fathom:

1.

Make sure that you have avalid OpenEdge 10.0B, or Progress Version 9.1D (or later)
product installed.

If you have Progress Version 9.1D installed, install the latest service pack. Seethe
“Progress Version 9.1D” section on page 1-5 for details.

Note that you must install the service pack before you install Fathom.
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Obtain the serial number and control numbers for your installation of Fathom and the
SNMP Adapter (if you have purchased the SNMP Adapter license). Thisinformation is
shipped with the Fathom installation media.

Obtain the root password for the machine on which you are installing Fathom. Y ou must
belogged in asroot in order to perform an install (or an uninstall). For more information,
see your system administrator.

Installing Fathom Management on UNIX

Theinstallation procedure for Fathom is dightly different depending on whether you are
upgrading from an earlier Fathom version or installing for the first time.

See the “Installing Fathom for the first time” section on page 3-3 if you are installing Fathom
for thefirst time.

See the “Upgrading an earlier version of Fathom” section on page 3-12 if you are upgrading
your version of Fathom.

Installing Fathom for the first time

Besureto havethe serial and control numbersfor Fathom and the SNM P Adapter (if applicable)
handy before you begin the installation. These numbers are included in your Fathom mediakit.

Toinstall Fathom on a UNI X system:

1

2.

Stop the AdminServer.

Loginasrootinaterminal window. If you do not know the root password for your system,
consult with your system administrator.

Insert the Fathom installation CD into the CD-ROM drive.
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4.  Enter your platform-specific mount command.

Table 31 lists the mount commands for each supported platform (where device-name is
the device you are using for the installation and mount-point isthe mount-point

directory).

Note: On severa platforms, there is an automount daemon that mounts the CD within
approximately five seconds. If, however, the automount does not occur on your
machine, use the mount command provided in Table 3-1.

Table 3—-1: Mount commands

Operating system

Mount command

HP Tru64 UNIX

mount -t cdfs -o noversion device-name mount-point

For example:
mount -t cdfs -o noversion /dev/rz3c /cdrom

HP-UX 11, 11i

mount -F cdfs -r -o cdcase device-name mount-point

For example:
mount -F cdfs -r -o cdcase /dev/dsk/c0t2d0 /cdrom

IBM AIX 5L

mount -v cdrfs -r device-name mount-point
For example:

mount -v cdrfs -r /dev/cd0 /cdrom

Linux

mount -t 1509660 device-name mount-point

For example:
mount -t 1509660 /dev/cdrom /cdrom

SUN Solaris 64-bit

mount -F hsfs -o ro,nrr -r device-name mount-point

For example:
mount -F hsfs -o ro,nrr -r /dev/dsk/c0t4d0sO /cdrom

Sun Solaris SPARC

mount -F hsfs -o ro,nrr -r device-name mount-point

For example:
mount -F hsfs -o ro,nrr -r /dev/dsk/c0t4d0s0 /cdrom
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Enter the following install command:

mount-point/proinst

Note: You cannot run proinst if you are in the mount-point directory.

After you enter the install command, the W elcome screen appears:

WELCOME TO THE FATHOM
INSTALLATTION UTILITY

Copyright () 1984-2004
Progress boftware Corp,
811 Rights Reserved, il

[Enter=0K]

Press ENTER. The OpenEdge Path screen appears:

| ']ease enter the full path to the supported Upe

Enter Path: Nl

[Enter=0K] [CTRL-N=Cancel]

Enter thefull path to asupported OpenEdge product. If you enter thewrong path or specify
an unsupported OpenEdge product, awarning like this appears:

The degtination path you have entered does not contain a walid Openfdge
Installation,

Would you like to select another path?ll
[Y=YES] [M=NO]

TypeY to enter adifferent path, or type N to terminate the installation.
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8.

10.

In some cases, you might see awarning that indicates that you have a valid OpenEdge
product, but the product does not have database or client support.

The Fathom installation will end after you press ENTER.

An OpenEdge database is required for Fathom to install and run successfully. Without

client support, you will not be able to run reports. See the “ Product support” section on
page 1-5 for information about OpenEdge and Progress products and their support for

Fathom.

Note: Remember that each instance of Fathom is associated with one particular
OpenEdge product upon installation. If you later install a different instance of
OpenEdge, you can use the reg1ue command to change the Fathom-to-OpenEdge
product association. Such a need might occur, for example, if you have Progress
Version 9.1D associated with an instance of Fathom, and then you install
OpenEdge. Y ou can use the reglue command to reassociate the Fathom instance
to the OpenEdge product without having to uninstall and then reinstall Fathom. See
the “Uninstalling Fathom on UNIX” section on page 3-23 for more information.

Enter a company name (which can be any character string), the serial number, and the
control numbers for Fathom in the Product Configuration Data screen:

[Enter=Additional ]

Compary Mame: 1 [Ctr1-E=Tlone]

Serial Humber: _____ [CTRL-T=0uit]

Control Humber i [CTRL-N=Releaze MWotes]
[CTRL-V=\iew]

[TRB=Mext Field]

Then pressENTER.

Enter the serial number and the control numbers for Fathom Management. Then press
ENTER.

If applicable, enter the serial number and the control numbers for the SNMP Adapter.
Then pressENTER.
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11. When you are done with this screen, press CTRL-E. The Done Configuration Data

Confirmation screen appears:

| Done Confizuration Data Confirmation

fre you sure that you are done entering all the control numbers for the
Openkdge products that will be installed?ll

[Y=YE3] [M=NO]

12. TypeY to continue to the Type, Device and Destination screen. The Type, Device and

13.

Destination screen appears.

Tupe. Device and Destination

Select Westination Pathname

Continue with Installation
Bicw Relesse Hotes

Bancel

Niit Installation

+————— + —

MMupe: Complete Install Device Mameisi:

IDestination pathname: AusrAfathon
g Dir pathname: Ausriurk

The defaultsfor the type of install, the destination directory for the Fathom install, and the
working directory for Fathom are listed at the bottom of the screen.

Type D if you want to change either the destination or work directory paths. The Select
Destination Pathname screen appears.

|
| Enter Destination Path: Ausr/fathomll

|

|
| |
| Enter Work Directory Path: Ausrdurk

|

|

|
|[Enter=0k] [Ctrl-E=Default Dest] [Ctrl-G=Default Work] [CTRL-M=Cancell
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14.

15.

16.

17.

Enter thefull pathnamesin thefieldsthat require achange. The Destination Path iswhere
Fathom will be installed. The Work Directory isthe area where Fathom puts working
files.

Note: If you areinstalling multiple instances of Fathom (to monitor separate OpenEdge
products, for example), make sure that each instance of Fathom has a unique
Destination Path and Work Directory Path.

Press ENTER. The Type, Device, and Destination screen reappears.

On the bottom of the screen you can review the type of installation, the destination
pathname, and the working directory.

Select Continue with Installation. The Complete I nstallation screen appears:

| Lonplete Installation |

The following products will be Installed:
*Fathom Mzt, SE

Disk Space Required for Products: 169, (53,312 bytes

Disk Space Required for Installation: 159, 901,696 bytes
Disk Space Remaining 4fter Installation: 83 663 360 bytes
selected Destination Path: fusers/doc/aspauldi/fathomman3ia
Do you want to install the above ldisted product(s)7R

[Y=YEZ] [M=N0]

Pressy to install Fathom Management. (Press N to terminate the installation and return to
the command line of the terminal window.)

After you have completed this step, the actua installation begins. An indicator showing
the progress of the installation appears. Then a message appears to inform you that the
installation program is tailoring the installed files.
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When tailoring iscomplete, an informational message appears. The messagetellsyou how
you can start Fathom and begin the configuration process:

Once the Admin Server has been restarted, wou can confisurs Fathom
by starting a web browser and entering http //localhost 9090

When prompted for a user name and password, enter "admin” for both,
Refer to the Fathom Management Standard Editlon Installation and
Conflgmration Guide for assistance, il

[Enter=0K]

18. PressENTER. The following screen appears:

|Installat10n of selected Openfidge products is complete,
Refer to the installation notes for more information,

knd the Openfdgze Tnstallation

Biew Belease Notes

19. Restart the AdminServer using the proadsv utility with the following syntax:

proadsv -start

For more information on proadsv, see OpenEdge Data Management: Database
Administration.

Note: Be surethat you are not root when you restart the AdminServer. If you start the
AdminServer asroot, root has exclusive ownership and accessto the filesthat you
create when running Fathom. Y ou will be unableto access those files when logged
in as a user without root permissions.
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Changes to the OpenEdge 10.0B or Progress Version
9.1D install directory

When you install Fathom against OpenEdge 10.0B or Progress Version 9.1D (and the
appropriate service pack), there are several changesthat also occur in the OpenEdge or Progress
install directory.

OpenEdge 10.0B changes

The following changes occur in the OpenEdge 10.0B install directory:

. .fathom iscreated in $DLC.

. $DLC/addons is updated.

. $DLC/properties/AdminServerPlugins.properties is updated.

. $DLC/properties/JavaTools.properties isupdated.

Progress Version 9.1D changes

The following changes occur in the Progress Version 9.1D install directory:

. .fathom iscreated in $DLC.

. fathom_env and fathomcp_env are copied from the Fathom install directory to $DLC/bin.

. $DLC/addons is updated.



Installing Fathom Management Standard Edition on UNIX

Optionally configuring the FathomTrendDatabase

After you install Fathom and before you begin the configuration in the Fathom Management
console (asdescribed in Chapter 5, “ Setting Up Fathom for the First Time™), you can preallocate
file system space in the FathomTrendDatabase. This preallocation step is optional; however, it
will make the FathomTrendDatabase run more efficiently if you create fixed length extents
before the FathomTrendDatabase is created.

To preallocate file system space:

1. Copy the FathomTrendDatabase structure file (fathom. st) that existsin the
<fathom-install-dir>/db to the directory where the database will reside. The default
directory is<fathom-install-dir>/db.

2. Edit thefile, and add fixed length data extentsto area 7.

3. Continue with the configuration as described in Chapter 5, “ Setting Up Fathom for the
First Time.” When the FathomTrendDatabase is created, the database will pick up and use
the structure file that existsin the directory where the database is being created.

For more information about editing . st files, see OpenEdge Data Management: Database
Administration.

Using Fathom for the first time

When you first start using Fathom, you must type the default user name and password (admin
for both) in order to begin the configuration process. During the configuration, you will be
required to change the default password.

See the “Logging on to Fathom” section on page 54 for details.
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Upgrading an earlier version of Fathom

Y ou can upgrade an earlier version of Fathom. Notethat the upgradeinstalls Fathom inthe same
directory asthe existing Fathom, so you are not able to specify adifferent installation directory.

Besureto havethe seria and control numbersfor Fathom and the SNM P Adapter (if applicable)
handy before you begin the upgrade. These numbers are included in your Fathom mediakit.

Caution: Beforeyou begin to upgrade your Fathom installation, be sureto back up your entire
Fathominstall directory. Also, be sureto back up the Fathomcp_env and Fathom_env
files, which are located in the following directory: <OpenEdge-install-dir>/bin.
Also back up the . fathom file (which is a hidden file), which you can find in the
following directory: <OpenEdge-install-dir>.

To upgrade Fathom:

1. Stop the AdminServer and any other running OpenEdge processes, using the proadsv
utility with the following syntax:

proadsv -stop

2. Insert theinstallation CD into your CD-ROM drive. The Welcome screen appears:

WELCOME TO THE FATHOM
INSTALLATION UTILITY

Copyright (c) 1984-2004
Progress Software Corp,
811 Rights Reserved, il

[Enter=0K]
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3. PresseNTER. The OpenEdge Path screen appears:

| ']ease enter the full path to the supported Upenfdge installation,

Enter Path: Nl
[Enter=0K] [CTRL-N=Cancel]

4. Enter the full path to the existing OpenEdge installation, then press ENTER.

Theinstallation detects the earlier version of Fathom, and you are asked if you want to
upgrade:

| 4
i |

. .

The same version of Fathom has been detected, .
Would you like to add products to this Fathom installation?ll

+| [y=VEs] [N=N0)

5. Pressy. Thefollowing information screen appears:

Please ensure that the OperEdge &dmin Serwer is shut down before contimuing
this upgrade, I

[Enter=0K]

6. PresseNTER. The Product Configuration Data screen appears.

| ‘roduct Configuration Datal

| [Enter=Additional ]

| Company Mames W [Ctr1-E=Tlone]

| Serial Mumber: _________ [CTRL-T=0uit]

| Control Mumber: [CTRL-N=Releaze Motes1l
| |
| |
| |
| |

[CTRL-Y=Yiew]
[TAB=Mext Fieldl

3-13



Installation and Configuration Guide

7.  Enter acompany name, the serial number, and the control numbers for Fathom. (The
company name can be any character string.) Then press ENTER.

8. If applicable, enter the serial number and the control numbers for the SNMP Adapter.
Then press ENTER.

9.  When you are done with this screen, press CTRL-E. The Done Configuration Data
Confirmation screen appears.

| lone Conflguration Data Confirmation

Ore you sure that you are done entering all the comtrol mmbers for the
OpenEdge products that will be installed?ll

[¥=YES] [N=HO]

10. Pressy. The Complete Installation screen appears:

| Complete Installation

The fo]_lowmg products will be installed:
*Fathom Mgt.,

Disk Space Required for Products: 159, (53,312 bytes

Disk Space Required for Installation: 159,901,696 bytes
Disk Space Remaining &fter Installation: 88 663 360 bytes
Selected Destination Path: fusers/doc/aspauldi/fathomman30a
Do wou want to Install the above listed product (=) 7l

[¥=YES] [N=HO]

The upgrade installation begins. An indicator showing the progress of the installation
appears, followed by amessage informing you that the installation programistailoring the
installed files.
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11

12.

13.

When tailoring is complete, an informational message appears telling you how you can
start Fathom and begin the configuration process:

| 0 Configure Fathom

Once the Admin Server has been restarted, you can configure Fathom
by starting a web browser and entering http://localhogtz9090,
Refer to the Fathom Management Standard Edition Installation and
Configuration Guide for assistance,

[Enter=0K]

Press ENTER. The following informational message appears:

‘Installation of selected Openfidge products is complete, ‘
Refer to the Installation notes for more information,

Choose End the Progress I nstallation or View Release Notes, and press ENTER.

Restart the AdminServer using the proadsv utility with the following syntax:

proadsv -start

For moreinformation on proadsv, see OpenEdge Data Management: Database
Administration.

Note: Be surethat you are not root when you restart the AdminServer. If you start the
AdminServer asroot, root has exclusive ownership and accessto the files that you
create when running Fathom. Y ou will be unable to accessthose fileswhen logged
in as a user without root permissions.
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Fathom migration logs

Asthe Fathom upgradeis proceeding, several log files are created. Y ou can review these log
files to either confirm that the Fathom upgrade has compl eted successfully or determine why
the upgrade did not complete, should that be the case.

You can find these logsin the <Fathom-install-dir>/migration directory.

Installing additional products after installing Fathom

3-16

Y ou can add another Fathom-rel ated product, such asthe SNM P Adapter, to an existing Fathom
installation.

To add another Fathom-related product to an existing Fathom installation:

1.

Loginasroot inaterminal window. If you do not know the root password for your system,
consult with your system administrator.

Insert the Fathom installation CD into the CD-ROM drive.
Enter your platform-specific mount command.

Table 31 lists the mount commands for each supported platform (where device-name is
the device you are using for the installation and mount-point isthe mount-point
directory).

Note: On severa platforms, there is an automount daemon that mounts the CD within
approximately five seconds. If, however, the automount does not occur on your
machine, use the mount command provided in Table 3-1.

Enter the following install command:

mount-point/proinst

Note: You cannot run proinst if you are in the mount-point directory.




Installing Fathom Management Standard Edition on UNIX

After you enter the install command, the Welcome screen appears.

WELCOME TO THE FATHOM
INSTALLATION UTILITY

Copyright (c) 1984-2004
Progress Software Corp,
811 Rishts Reserved,

(Enter=0K]

5. PressENTER. The OpenEdge Path screen appears:

| ) ]e ter the full path to the supported Openfdze Installation.

Enter Path: il

[Enter=0K] [CTRL-N=Cancel]

6. Enter thefull path to a supported OpenEdge product. The following question appears:

The game vergion of Fathom hag been detected, .
Would you like to add products to this Fathom installation?ll

[¥=YES] [N=H0]

If you have multipleinstances of OpenEdge and/or Fathom installed, you might be offered
the option of doing a new installation of Fathom. If thisis the case, seethe “Installing

Fathom for the first time” section on page 3—-3 for details.

Toinstall an additional product only, continue with Step 7.
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7.

8.

10.

11.

12.

Press v to continue to install the additional product. The following reminder appears:

Please ensure that the OpenBdge &dmin Server is shut down before continuing
thiz upgrade, il

[Enter=0K]

PresseNTER. The Product Configuration Data screen appears.

[Enter=Additional 1
Company Hame: |l [Ctr1-E=Tlone]
Serial MWumbery _________ [CTRL-T=0uit]

|
|
|
Control MWumbery _____ _____ _____ [CTRL-N=Release HotesIl
|
|
|
|

[CTRL-Y=Yiew]
[TAB=Mext Field]

Enter a company name (which can be any character string), the serial number, and the
control numbers for the additional product, and then press ENTER.

Press CcTRL-E when you finish adding the additional products. The Done Configuration
Data Confirmation screen appears, asking if you are sure you are done.

Press Y. The Type, Device and Destination screen appears.

Select Continuewith Installation. The Complete I nstallation screen appears, as shown
in the following example for the SNMP Adapter:

| Conplete Installatlon

The following products will be installed:
TSNP Adapter’

Disk Space Required for Products: 1,536 bytes

Disk Bpace Required for Installation; 849,920 bytes

Disk Space Remaining After Installation: 77, 282,816 bytes
Selected Destination Path: /users/doc/aspauldi/fathommans(a
Do wou want to install the above listed product(s) 7l

[¥=YE3] [N=HO)D
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13.

14.

15.

16.

Pressy to complete the installation. (Press N to terminate the installation and return to the
command line of the terminal window:.)

After you have completed this step, the installation of the new product begins. An
indicator showing the progress of the installation appears. Then a message appearsto
inform you that the installation program is tailoring the installed files.

When tailoring is complete, the following message appears:

0 Confilzure Fathom |

by starting a web browser and entering http fflocalhost 2090.
When prompted for a user name and password, enter "admin® for both,
Refer to the Fathom Management Standard Edition Installation and

|
Once the 4dmin Server has been restarted, you can configure Fathom
Configuration Guide for assistance. il

[Enter=0K]

Press ENTER. The following screen appears:

‘Installatlon of selected OpenBdge products is complete,
Refer to the installation notes for more information,

|
End the Upenfidee Lnetallation

Choose End the OpenEdge I nstallation or View Release Notes, and press ENTER.

Restart the AdminServer, using the proadsv utility with the following syntax:

proadsv -start

For more information on proadsv, see OpenEdge Database Management: Database
Administration.

Note: Be surethat you are not root when you restart the AdminServer. If you start the
AdminServer asroot, root has exclusive ownership and accessto the filesthat you
create when running Fathom. Y ou will be unable to accessthose fileswhen logged
in as a user without root permissions.

3-19



Installation and Configuration Guide

Accessing documentation

3-20

The Fathom manuals are available in PDF format on the Fathom documentation CD.The CD is
readable on both Windows and UNIX systems.

For best results when using the PDF files, install the Acrobat Reader. Y ou can download the

Reader from the following location on the Adobe Web site:

http://www.adobe.com/products/acrobat/readstep2.html

If you want full search capability, choose to install the expanded version of the reader. Full
search capability allows you to search across the Fathom Management documentation set on
either the documentation CD or alocal file system.

Begin by reading start. pdf, which should open automatically if you have autorun enabled,
when you insert the Fathom documentation CD into the CD-ROM drive. If you do not have

autorun enabled, find the file on the CD and double-click it.

The start.pdf file describes how to do the following:

View the PDF files from the CD.

Copy the PDF files from the CD to your machine.

Search across the PDF files.

Print the PDF contents.

The names of the Fathom manuals and their corresponding PDF versions appear in Table 3-2.

Table 3-2: Fathom manuals and corresponding PDF files (1of2)
Directory PDF
Fathom manual name filename
Welcome to Progress Fathom Management Sandard \wfm wfm. pdf
Edition
Installation and Configuration Guide \fin fin.pdf
Resource Monitoring Guide \rmg rmg . pdf



http://www.adobe.com/products/acrobat/readstep2.html
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Table 3-2: Fathom manuals and corresponding PDF files (2 0f 2)
Directory PDF
Fathom manual name filename
FathomTrendDatabase Guide and Reference \ftd ftd.pdf
Alerts Guide and Reference \far far.pdf
Database Management Guide \fdg fdg.pdf
OpenEdge Server Management Guide \foe foe.pdf
Reporting Guide \frg frg.pdf
OpenEdge Revealed: Achieving Server Control with \asc asc.pdf
Fathom Management
OpenEdge Revealed: Mastering the OpenEdge Database | \mpf mpf.pdf
with Fathom Management

Running the installation utility in batch mode

This section describes running the Fathom installation utility in batch mode.

Installation initialization file

Running the Fathom installation utility in batch mode requires an initialization file in addition

to the other Fathom installation support files.

Y ou can create an installation initialization file by using any text editor. Typically, you would

save theinitidization filewith a .ini extension.
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The following sample shows the format of an installation initialization file:

Sample installation initialization file

[Configuration Count]
NumberofConfigurations=1

[OpenEdge Core Install Data]
install1Dir=/0OpenEdge_install_dir
performUpgrade=n

[Product Configuration 1]
name=your_company_name
serial=nnnnnnnnn
version=3.0A
control=nnnnn nnnnn nnnnn
prodname=Fathom Mng SE

[Type and Destination]
type=COMPLETE
path=/fathom_install_dir
workpath=/fathom_wrk

The performUpgrade valueis either 1 for an upgrade or 0 for no upgrade.

Running a batch installation

The syntax for running the Fathom installation utility in batch mode follows:

fathom-mount-point/proinst -b pathname/filename.ini
-1 pathname/filename.log

In the syntax above, fathom-mount-point referstothedirectory where the Fathom installation
utility, the installation support files, and the archive files can be found.

For example, atypica batch installation command might be:

proinst -b /test/install.ini -1 /log/test.log
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If noingtalation.ini fileis specified as the argument to the -b option, the Fathom installation
utility searchesthe current directory for the default file, install.ini. If noinstall.ini fileis
found, the batch installation fails.

All error messages are redirected to alog file. Y ou can specify alog filename as an argument
tothe -1 option. If no filename is specified for the log file, errors are redirected to the default
log filename install.log. If no directory is specified for the log file, the installation utility
checksthe TMP, TEMP, and TMPDIR environment variables. Theinstallation utility writesthe
log file to the first valid directory that it finds defined in those variables.

Uninstalling Fathom on UNIX

Because Fathom is associated with (or “glued to”) an installed OpenEdge product, uninstalling
Fathom is atwo-step process. First, you disassociate (“unglue”) Fathom from OpenEdge, then
you remove the Fathom files.

If you want only to change the associ ation between Fathom and a particular OpenEdge product,
it isnot necessary for you to uninstall Fathom. Instead, you can unglue Fathom from one
OpenEdge installation and reglue it to another installation of the same product. For example,
you might have Fathom installed with Progress Version 9.1D. If you then install OpenEdge
10.0B, you can simply unglue Fathom from Version 9.1D and reglue to Open Edge 10.0B. See
the “Using the Reglue command to change the Fathom association” section on page 3-26 for
details.

When you run unglue, the FathomTrendDatabase entry is removed from the
conmgr.properties file.

Caution: If you want to save trending data, be sure to back up the <fathom-install-dir>/db
before removing the Fathom installation.

Note that reports and logs are stored in the Fathom Work directory and will not be removed
when you uninstall Fathom.
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To uninstall Fathom (unglue and remove the Fathom files):

1.

2.

Stop any databases associated with Fathom.
Loginasroot in aterminal window.

If you do not know the root password for your system, consult with your system
administrator.

Run the Fathom Management unglue command in atermina window.

The syntax for the command is:

/<fathom-install-dir>/bin/unglue

where fathom-install-diristhecomplete pathname of thedirectory whereyouinstalled
Fathom. The following prompt appears:

WARNTNG WARNING WARNING WARNING WARNING WARNING WARNING WARNING WARNING

The unglue script will dis-associate Fathom from the Progress product.

Removes Fathom settings from the property files:
DLC/properties/ddninderverPluging, properties
DLC/properties/JavaTools, properties .

Removes the files fathom env and . fathom from $DLC/bin,

Removes the fathom w3, 04 entry fron $DLC/addons and removes the

FathonTrendDatabase definition from $DLC/properties/conmgr. properties,

Where $DLC = fusers/doc/aspauldi/100b/100b,

WARNING, the Progress Adminderver must be shutdown before continuing,
Ch0051ng to do so will result in Fathom not being able to run on this
machine, do you wish to continue? [y | nl

Press Y and then press ENTER to complete the unglue.
Remove the directory where you installed Fathom.

For example:

rm -r fathom
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If you have configured remote monitoring, remove the vpd. properties file:

rm $HOME/vpd.properties

Caution: If you want to uninstall Fathom and not associate it with adifferent OpenEdge
installation, be sure to uninstall Fathom before you uninstall the OpenEdge
product that it is associated with.

Always run unglue before removing the Fathom directory. If you remove the Fathom
directory before running unglue, the associated OpenEdge product will be partially
disabled. You will not be ableto run it correctly.

However, you can recover from afailureto run unglue asfollows:

a. Deetethefollowing files:

$DLC/. fathom

$DLC/bin/fathom_env

$DLC/bin/fathomcp_env
$DLC/properties/AdminServerPlugins.properties/PluginsPolicy.Fathom
$DLC/properties/AdminServerPlugins.properties/Plugin.Fathom

inwhich $DLC represents the complete pathname of the OpenEdge installation
directory.

b. Openthe $DLC/addons file, and remove the fathom_v3.0A line.

c. Savetheaddons file.
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Using the Reglue command to change the Fathom
association

Each Fathom installation is associated with one particular OpenEdge product. If you have
multiple versions of OpenEdge, you must have an individual Fathom installation for each
version.

The Fathom reglue command, available only onthe UNIX platform, allows you to change the
association between a Fathom installation and an OpenEdge installation without necessarily
having to uninstall and then reinstall Fathom.

When you run reglue, the FathomTrendDatabase entry is removed from the
conmgr.properties file. The next time you open Fathom in a browser, you see the Fathom
M anagement Configuration page and can choose initial configuration options.

Note: You can also run the reglue command without having run unglue; in this case, the
command performs both the unglue and the reglue.

Ungluing and then regluing Fathom to a different OpenEdge installation

Y ou can change the association between Fathom and a particular OpenEdge installation.

To unglue Fathom from one OpenEdge installation and reglue to another installation:
1. Loginasroot.
2. Runthe Fathom Management unglue command in aterminal window.

The syntax for the command is:

/<fathom-install-dir>/bin/unglue

where fathom-install-diristhecomplete pathname of the directory whereyouinstalled
Fathom.
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The following prompt appears:

WARNING WARNING WARNING WARNING WARNING WARNING WARNING WARNING WARNING

The wnglue script will dis-assoclate Fathom from the Progress product.

Removes Fathom settings from the property files:
%DLC/propertlesfﬂdmlnServerPluglns properties
DLC/properties/Javalools, properties

Removes the files fathom env and . fathom from $0LC/bin,

Removes the fathom w3, 08 entry from $DLC/addons and removes the

FathomTrendDatabase definition from $DLC/properties/conmer, properties,

Where $DLC = fusers/doc/aspauldi/100b/100b,

WARNING, the Progregs Adminderver must be shutdown before contimming,
Ch0051ng to do so will result in Fathom not being able to run on this
machine, do you wish to contime? [y | n

Press Y to complete the unglue.
Run the Fathom Management reglue command in atermina window.

The syntax for the command is:

/<fathom-install-dir>/bin/reglue

where fathom-1install-diristhecomplete pathname of the directory whereyouinstalled

Fathom.

The following warning appears:

WARNING
The reglue script allows you to re-associate Fathom with a
different installation of Progress.

The Progress SdminServer must be shutdown before continuing,
Do wyou wish to continus? [v | n]

Press v to continue with the reglue. The following message appears.

Please enter the new directory path for the Progress installation
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6. Typethe path to the OpenEdge installation you want to glue Fathom to.

7. PressENTER. The following message appears:

WARNTNG WARNING WARNING WARNING WARNING WARNING WARNING WARNING WARNING

The reglue script adds Fathom settings to:
%DLCXpropertlesﬁﬁdenServerPluglns propertiss
DLC/properties/Javalools, properties

The reglue script will copy the files

fathom_env and . fathom into $DLC/bin,

and add a fathom w3, (41B” entry to $DLC/addons and update

fathom, Init, params to point to the new installation of Progress.

Where $DLC = fusers/doc/aspauldi/100b/100b,

Do you wish to contime? [v | nl

8. Pressy and then press ENTER. The following reglue confirmation appears:

Rggluing Fathom In fusers/doc/aspauldi/fathomman3la to fusers/doc/aspauldi/100b/

OpenkEdze Release 10, B1P az of Fri fpr 30 23:02:45 EDT 2004
OpenEdee Release 10, 0B1P as of Fri &pr 30 23:02:46 EDT 2004

Examine /users/dog/aspanldi/fathonman30a/fathon, init, parans to see if you are
ﬁtlll satisfied with the working directory settings,
one

9. Closethetermina window.
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Standard Edition

Fathom Management Standard Edition isatool that monitors the availability and performance
of databases; system, network, and file resources; and OpenEdge server components. The
following sections provide information about Fathom:

. Understanding the system architecture
. Deploying Fathom Management
. Monitoring remote Fathom resources

. Choosing a deployment strategy
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Understanding the system architecture

Fathom Management consists of four components:

A Web-bhased management console, which provides a central location for viewing and
configuring resources that are monitored by Fathom.

. Components to monitor database, system, network, file, and OpenEdge server resources.

» A database called the FathomTrendDatabase that storesall data collected by agentsfor use
in reporting.

*  TheFathom process running as athread in the AdminServer.

Deploying Fathom Management

Y ou can deploy Fathom by installing it:
. On asingle host.

e Onmultiple hosts.

Deploying Fathom on a single host

The simplest way to deploy Fathomistoinstall it on asingle host where only local resources
are to be monitored. A local resource is a system, network, file, or OpenEdge server resource
that exists on the same host as Fathom.

A database resource that exists on the same host as Fathom is not considered local. Instead, a
database on the same host as Fathom is a managed database, provided that the database is
recognized by the AdminServer also running Fathom.

Fathom can also monitor scripted databases, which are not under AdminServer control, on the
same host as Fathom or on other machines.
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In the scenario shown in Figure 4-1, all components of Fathom exist on the same host,

Machine A.

Web
browser

Machine B

dbagent

D

/

AdminServer

Fathom

Fathom
Trend
Database

Machine A

Database
\. Resources /)

OpenEdge

\.. Resources ))
System & Other

\ Resources )’

Figure 4-1; Single-host Fathom installation

Fathom is running inside the AdminServer on Machine A; the FathomTrendDatabase and all

monitored resources are also on Machine A.

On Machine B are a dbagent and a scripted database, which is running outside of the

AdminServer on Machine A.
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Deploying Fathom on multiple hosts

A dlightly more complex way to deploy Fathom isto install it on each host where resources are
to be monitored. In this scenario, eachinstall of Fathom will monitor only those resourceslocal
to the host on which it isinstalled. Each install of Fathom uses its own FathomTrendDatabase,
asillustrated in Figure 4-2.

Web
Browser
( A|
Z N

— — —
Machine| Machine| Maching

A B C
Fathom Fathom Fathom
or o oo oTa

Fathom Fathom Fathom

Trend Trend
Database Database

Trend
Database

Figure 4-2: Multiple-host Fathom installation

Figure 42 illustrates three separate installs of Fathom, one each on Machine A, B, and C. Each
install usesits own FathomTrendDatabase, and each install is monitoring only local resources.

A possible negative aspect of the deployment shown in Figure 4-2 is that you have multiple
FathomTrendDatabases.
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As an alternative, you could configure each install of Fathom to use a shared
FathomTrendDatabase, as shown in Figure 4-3.

Web
Browser
[ T
S
— = —
Machine Machine Machine
A B C
Fathom Fathom Fathom
N oo
Fathom
Trend
Database
Figure 4-3: Multiple-host installation with shared FathomTrendDatabase

Figure 4-3illustratesthree separate installs of Fathom, one each on Machine A, B, and C. Each
install is sharing a single FathomTrendDatabase on Machine B, and each install is monitoring
only local resources.

In the deployments shown in Figure 4-2 and Figure 4-3, thereisaseparate install of Fathomon

each host where resources are to be monitored. Neither takes advantage of Fathom's remote
resource monitoring.
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Monitoring remote Fathom resources

Fathom allows you to monitor resources on a remote machine where Fathom is not installed.
Thisprovides numerous benefits, the greatest of which isthe ability to view the status of al your
resources and aerts through a single Fathom console. Remote resource monitoring also
simplifies deployment because Fathom need not be installed on each host where resources are
to be monitored.

For monitoring resources remotely, Fathom usesthe SonicMQ, whichisavery fast and reliable
messaging system.

Fathom requires that you have an AdminServer running on the remote host where resources are
to be monitored. Additionally, both Fathom on the local host and the AdminServer on the
remote host must be configured using the Fathom Remote Configuration Utility (fmconfig), as
described in Chapter 6, “ Configuring Remote Monitoring for Fathom.”

Monitoring database, OpenEdge, and system resources
on aremote machine

Y ou can deploy Fathom to monitor the following remote resources:

. Databases — Progress Version 9.1D or OpenEdge 10.0B. Fathom uses the dbagent to
monitor all database resources.

. OpenEdge servers— AppServer, WebSpeed, and NameServer.

. System resources— CPU, memory, disk, and file system.
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A deployment inwhich Fathom ismonitoring database, OpenEdge server, and system resources
on aremote machine is shown in Figure 4-4.

Web
Browser
1
S
Scripted and
— —J managed
databases
Machine Machine
A B { OpenEdge
i servers
Fathom Admin
Server
oo System
resources
Fathom
Trend
Database
Figure 4—4: Remote monitoring of resources on one machine

Theillustration shown in Figure 4—4 presents a single installation of Fathom on Machine A,
which is monitoring the following resources on Machine B:

. Scripted and managed databases— A scripted database is a database that is not
currently listed among the database resources that the AdminServer manages. A managed

database is a database that the Progress Explorer and the AdminServer recognize and
manage.

Y ou cannot set up aresource for a scripted database, or its associated file systems and
disks, until the database is recognized as a managed database. For details, see the
“Understanding managed and scripted databases’ section on page 5-15.
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OpenEdge servers— An OpenEdge server can be an AppServer, a NameServer, or a
WebSpeed Transaction Server.

System resour ces — System resources are CPU, disk, memory, and file system.

Y ou can extend this deployment model to multiple hosts, as shown in Figure 4-5.

Web Scripted and
Browser P managed
— databases
————— Machi
a(é ine OpenEdge
servers
Admin
— Server
System
Machine e resources
A
Fathom
Scripted and
— managed
— databases
Machine
c OpenEdge
servers
Admin
Fathom Server
Trend System
Database e resources
Figure 4-5:

Remote monitoring of resources on two machines

Theillustration shown in Figure 4-5 presents asingle install of Fathom on Machine A, which

is monitoring database (scripted and managed), OpenEdge server, and system resources on
Machine B and Machine C.
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The number of remote hosts you monitor from the Fathom install on Machine A islimited only
by the power of Machine A, the number of remote resources monitored, and the frequency with
which they are polled.

This deployment model is very effective in that it allows you to install Fathom on a
non-production machine — that is, a machine other than one where your OpenEdge or other
critical application resources run. The benefit of this deployment model isthat it minimizesthe
impact of using Fathom to monitor your production machines.

More about monitoring scripted and managed databases

Y ou can configure Fathom to monitor both scripted and managed databases. Using the dbagent,
Fathom can monitor adatabase that is running on the same host as Fathom or on adifferent host,
regardless of whether the database is managed (recognized by the AdminServer and Progress
Explorer) or scripted (not under AdminServer control).

Currently Fathom can monitor:
e A scripted database that is running through a remote-enabled AdminServer.

. A managed database (that Fathom has autodiscovered) running under a remote-enabled
AdminServer.

. A scripted database that is running outside of the AdminServer in which Fathom
Management is running. In this case, the AdminServer is not remote-enabled.

Monitoring a scripted database through a remote-enabled AdminServer

When Fathom monitors a scripted database that is running through a remote-enabled
AdminServer, the scripted database communicates directly with that remote-enabled
AdminServer, which then uses the Sonic infrastructure to communicate with Fathom. The
advantage to setting up monitoring in this way is that the scripted database can connect right
into an AdminServer that isremote-enabled for all resources; it is not necessary for the dbagent
to open a separate port into Fathom.

Y ou configure Fathom and the remote-enabled AdminServer by using the Fathom Remote
Monitoring Configuration Utility. For details, see Chapter 6, “ Configuring Remote Monitoring
for Fathom.”
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Note that if you upgrade from Version 2.1A and then use the remote-enabled AdminServer
method of database monitoring in Version 3.0A, thereisachance that you might see a database
twicein thetreein the Fathom Management console: once under the remote container and once
under the local Fathom container as a scripted database. In such a situation, the database that is
the first one up and running (or recognized by Fathom or by the AdminServer) is the one that
Fathom monitors.

Monitoring a managed database through a remote-enabled AdminServer

Fathom can monitor a managed database that has been autodiscovered running under a
remote-enabled AdminServer.

Monitoring scripted databases outside the AdminServer running Fathom

Aswas possiblein Fathom Management Version 2.1A, Fathom can monitor scripted databases
that are running outside of the AdminServer in which Fathom Management isrunning. In order
to monitor a database that is scripted, you must create a remote database resource.
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To monitor ascripted database once you migrateit, Fathom usesthe dbagent installed with your
OpenEdge database. This deployment is shown in Figure 4-6.

Web
Browser
T
( ) ( N
— —
Scripted
db t [—
Machine Machine agen Database
A
A B
< —
Fathom T
\_{/
o O o1 dbagent Scripted
Database
\ B
¥_’-/
Fathom
Trend
Database
Figure 4-6: Monitoring scripted databases on another machine

If you are using the AdminServer on Machine B to manage your databases, you can use Progress
Explorer to configure those databases for monitoring by Fathom. If you are not using the
AdminServer on Machine B, you will need to modify the startup parameters of each database
to start the dbagent when the databaseis started. See the Database Management Guide for more
information.
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The best strategy for deploying Fathom depends on your requirements. Thereisno one strategy
that works bests for all environments. Y ou may find that a combination of approaches works
best for your needs. Some factors to consider when deciding upon a deployment strategy
include:

. Do you want to minimize the impact of Fathom on your production machines? If so, you
should consider installing Fathom on a machine dedicated to running Fathom and use
Fathom remote monitoring capabilities.

. Do you want to view the status of all your resources from a single Fathom console? If so,
you should consider using Fathom's remote resource monitoring capabilities.

. Do you need to monitor file or log file resources on multiple machines? If so, you'll need
to install Fathom on each machine. Fathom currently does not provide the ability to
monitor file or log file resources remotely.

Note: If you have NFS-mounted disks, you may be able to monitor these resources
locally, even if the disks are on aremote machine.

. Do you need to monitor network (TCP, UDP, HTTP, or ICMP) resources on multiple
machines? If so, you'll need to install Fathom on each machine. Fathom currently does not
provide the ability to monitor these resources on aremote machine. Note that, under most
circumstances, it is sufficient to have Fathom monitor these resources from the local
machine, as that will test the availability of the resources.

. Do you need to run jobs on remote machines? If so, you'll need to install Fathom on each
machine where jobs are to be run. Fathom currently does not provide the ability to start a
job on aremote machine.

*  Will you be monitoring resources outside of your network firewall? If so, you'll need to
perform the appropriate tunneling to allow Fathom through the firewall.

The default port for monitoring remote OpenEdge and system resources is 6835, and the
default port for monitoring remote databasesis 7835.



Setting Up Fathom for the First Time

This chapter introduces the components of Fathom and describes how to set up Fathom, as
outlined in the following sections:

. Using the Fathom Management console

. Preparing to configure Fathom

. Completing theinitial configuration process
. Logging on to Fathom

. Choosing initial configuration options

. Setting up the Getting Started page
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Using the Fathom Management console

Theinformation presented in this chapter describes how to establish initial configuration
settingsfor Fathom. Asyou make decisions about how you would liketo set up Fathominitialy,
keep in mind that you can change the configuration options as you become more familiar with
all that Fathom has to offer. For details about changing options, see Chapter 7, “ Administering
Fathom.”

For a complete description of the Fathom Management console, see the Resource Monitoring
Guide, which covers the console’ s features and functionality in detail.

Preparing to configure Fathom

5-2

To ensure that you have the necessary information to perform your configuration, consider the
following information before you proceed:

. Review the installation and deployment decisions made when Fathom was installed at
your site. See Chapter 1, “Before Y ou Install Fathom Management Standard Edition,” for
installation considerations.

. Note that Fathom runs as a managed service in the AdminServer; your databases can be
administered by the AdminServer and the Progress Explorer. Therefore, you should be
familiar with the AdminServer and Progress Explorer functionality.

. If you intend to monitor remote resources, be sure that you have installed Fathom and
either OpenEdge 10.0B or Progress Version 9.1D in directories whose names do not
contain spaces.
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. Notethat familiarity with the Fathom command-line options (which can be launched from
Start — Programs- Fathom - fathomenv) is also useful when you are upgrading and
you have preconfigured Fathom not to autostart. Y ou can stop and start Fathom manually,
asfollows:

fathom -start
fathom -stop

Y ou can also:
—  Start or stop Fathom Management from the Fathom menu.

—  Open Fathomin abrowser from the M anagement Console shortcut on your desktop
(if you chose to install the shortcut during Fathom installation).

For details about using command-line options with Fathom, see the “Using the
command-line interface” section on page 7-26.

If you have just upgraded Fathom
If you have just upgraded from an earlier version of Fathom, you do not need to redefine the
configuration settings you had in place. See the “Working with Fathom after an upgrade”

section on page 7-3 for details about the few steps you need to perform to compl ete the upgrade
in the Fathom Management console.
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Completing the initial configuration process

The Fathom configuration process involves making choices on these Fathom Management
console pages.

. Fathom Management Configuration
. Getting Started

Y ou are prompted to make initial configuration choices the first time you start Fathom after
installing it, when the Fathom M anagement Configur ation page automatically appears. Once
youfill inall thefieldsand click Submit, Fathomispartialy initialized and the Getting Started
page appears. The Getting Started page allows you to define monitors for files, disks, and
scripted databases.

After you make your initial configuration choices, you can access and change certain
configuration options at any time. See the “Working with Fathom after an upgrade” section on
page 7-3 for more information.

Logging on to Fathom

Each time you open Fathom in a browser, the logon window shown in Figure 5-1 appears,
requiring you to enter your user name and password.

Connect to localhosk
=
2

A

21x

Fathom Realm

Lser name: I 5] j

Password: |

™ Remember my password

O I Cancel |
Figure 5-1: Logon window
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To display the user name and password logon window shown in Figure 5-1, do one of the
following:

. From aWeb browser, enter the URL http://host:port inthe address or location field.
The host isthe name of amachinewhere Fathomisinstalled, and port isthe Fathom Web
server port (by default, this port is 9090). The logon window appears.

. From the Windows Desktop on your local host, select Start — Programs— Fathom -
Management Console. Y our default browser appears, displaying the logon window.

. Click the Management Console shortcut on your Windows Desktop (if you chose to add
the shortcut during Fathom installation on a Windows platform). Y our default browser
appears, displaying the logon window.

Note that the specific appearance of this window depends on the browser you are using.

Entering the default User Name and Password

The first time you log on to Fathom, you must use the default user name, which isadmin, and
the default password, which is admin.

To enter the default user name and password:

1. Typeadmin in both the User Name and the Password fields.

2. Click OK. The Fathom Management Configuration page opensin the Fathom console,
alowing you to set up your initial configuration options.

Note the following details related to the default password admin:

e You usethe default password admin only once—thefirst time you log on to Fathom. The
Fathom Management Configuration page that opens upon initial login requires you to
changethe default password before you can submit your initial configuration selections or
use Fathom.

. The new password you provide on the Fathom M anagement Configuration page does
not take effect until you stop and restart Fathom, by either shutting down and restarting the
host machine or using the appropriate command-line interface (CL1) commands. See the
“Using the command-line interface” section on page 7-26 for more information.

5-5



Installation and Configuration Guide

Choosing initial configuration options
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Use the Fathom Management Configuration page that appears when you log on to Fathom
for the first time to make initial choices about the following:

The Administrator password.

Whether you want Fathom to start automatically when the AdminServer starts.
The location of the FathomTrendDatabase.

The port number for the Fathom Web server.

The e-mail server host and port, and the default e-mail recipient for Fathom alerts. Alerts
are messages from Fathom regarding potential irregularitiesin the resources you are
monitoring.

SNMP Adapter settings (if you have installed the SNMP Adapter).

Remember that you can subsequently change these initial configuration decisions you make.

HTTPS Secure Sockets Layer support

Fathom supports the implementation of the Secure Sockets Layer (SSL) protocol for HTTP.

Once you completetheinitial configuration of Fathom, you can further modify your settings by
choosing SSL support in either or both of the following two areas:

When trending to a remote FathomTrendDatabase.

When setting up the Fathom Management Web server. Y ou have the option of setting up
either the HTTP or the HTTPS protocol; you a so have the option of setting up both
protocols.

See Chapter 8, “ Setting up Secure Communications for Fathom Management,” for more
information.
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Required and optional fields

Asyou use the Fathom Management console to establish your configuration, notice that
required fields appear in red. Configuration does not proceed if you leave arequired field blank.

Specifying the Admin Password

Fathom initializes with a default user name and password for the administrator. The default
value for both the user name and the password isadmin.

Y ou must change the password on the Fathom M anagement Configur ation page after you log
in for the first time, and you should change it a frequent intervals thereafter. To change the
password at any time other than during initial configuration, do so from the Authorized Users
page. Seethe “Adding Fathom users as administrators or operators’ section on page 7-8 for
more information.

The new password you provide on the Fathom Management Configuration page does not
take effect until you stop and restart Fathom, by either shutting down and restarting the host
machine or using the appropriate command-lineinterface (CL1) commands. See the “ Using the
command-line interface” section on page 7-26 for more information.

To change the administrator password:

1.  Enter your new administrator password in the Admin password section’ s Passwor d field:

Admin password
Change the administrator account password by entering 2 new password in both fields Help |
below. The new password will take effect the next ime Fathom iz started.

Password: |

Confirm password: |

2. Confirm the new password by typing it in the Confirm password field. When you stop
and then restart Fathom, remember to use the new password.

Note that the default user name of admin remains valid.

3.  Continue to the next section on the Fathom M anagement Configuration page to
determine if you want to start Fathom automatically when the AdminServer starts.

(You should delay clicking Submit until after reviewing and/or selecting all options on
the Fathom M anagement Configuration page.)
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Specifying the AutoStart Fathom option

If you select the Autostart Fathom option, Fathom will start automatically when the
AdminServer starts. The Autostart Fathom check box is selected by default, as shown in
Figure 5-2.

Autostart

Checking the following box causes Fathom to autostan when the AdminSencer is started. Help |
Leaving the box unchecked essentially puts Fathom in the manual startup mode (see the
fathormn command line tool).

¥ Autostart Fathom

Figure 5-2: Autostart Fathom option

If you clear thisbox, you must use the Fathom command-lineinterface to start Fathom. Seethe
“Using the command-line interface” section on page 7—26 for details.

Specifying the location of the FathomTrendDatabase
Fathom allows you to store trend data, which is the monitoring information Fathom maintains,

in either alocal or remote FathomTrendDatabase. These options appear inthe Trend database
location section, shown in Figure 5-3.

Trend database location
Fathom stores data used for reporting in either a losal or a remote database Help

& Store trend data in a local Fathom database

Trend database location: CAFathom\dbiathom. db
Trend database port: 1234

" Store trend data in a remote Fathom database

Remote Fathom database hostname:
Remote Fathom web server port

Figure 5-3: Trend database location

If you choose to send trend datato alocal database (which isthe default), you must specify the
trend database location and the port used to connect to that database. If you choose to use a
remote database, you must specify the host name and Web server port of the remote Fathom
Web server. The trend database must be locally configured at the remote location. All values
you enter for either option are validated.
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If you are trending to a remote database and want to establish secure transmission of data, you
can choose to use the HTTPS protocol. See Chapter 8, “ Setting up Secure Communications for
Fathom Management,” for more information.

Note: The configuration option you select for this step must match the installation decisions

you implemented during the Fathom installation process. For example, you can elect to
storetrend datain aremote FathomTrend Database only if you installed Fathom on both
the local machine and the remote machine. For more information, see Chapter 2,
“Installing Fathom Management Standard Edition on Windows™ or Chapter 3,
“Installing Fathom Management Standard Edition on UNIX.”

To specify the location of your FathomTrendDatabase:

1

Scroll to the Fathom M anagement Configuration page's Trend database location
section, as shown in Figure 5-3.

To store trend data locally, follow these steps:

a.

b.

Select the Storetrend data in alocal Fathom database option.

Specify the Trend database location. Y ou can either confirm the explicit path that
matches the database location specified during the Fathom installation process, or
you can provide a different path to the FathomTrendDatabase.

If you enter a path location for the FathomTrendDatabase that is different from the
one you specified during installation, you must also copy the FathomTrendDatabase
from its previously installed location to its new location. Y ou must use either the
procopy Of prodb command to preserve the schemaintegrity.

For more information about either command, see OpenEdge Data Management:
Database Administration.

The configuration name of the trending database is FathomTrendDatabase. The
name of the physical database must be fathom.

Enter the port number in the Trend database port field.
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3. To store trend data remotely, follow these steps:
a. Selectthe Storetrend datain aremote Fathom database option.

b. Enter the host name of the machine in the Remote Fathom database hostname
field. Thisisthe host name where the remote database isinstalled. The name can be
either avalid IP address or a name; it does not have to be fully qualified.

c. Enter the HTTP port number in the Remote Fathom web server port field. Thisis
the port number that the Fathom Web server uses to connect to the remote Fathom
system.

When you choose to store trend data on a remote Fathom database, the assumption
isthat you have already configured the FathomTrendDatabase on the remote system.
Fathom displays awarning message if it cannot verify that the remote database is
properly configured.

Specifying the Fathom Web server port

Fathom contains a Web server that allows you to connect to Fathom through the Web-based
management console. By default, Fathom uses port 9090 for this Web server. If port 9090 is
already in use on your system, or if you prefer to use another port, you can change the port used
by Fathom.

Note: If you changethe port number, the Web server immediately stopsand restarts on the new
port. Y ou must reconnect the console to Fathom on the new port.

Once you set up the Web server port during the initial configuration, you can further modify its
settings by choosing to use either the HTTP or the HTTPS protocol; you al so have the option of
setting up both protocols. See Chapter 8, “ Setting up Secure Communications for Fathom
Management,” for more information.
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To changethe port used by the Fathom Web server:

1. Scroll tothe Web server port section of the Fathom Management Configuration page:

Web server port

By default the Fathom wek server starts on port 3080, If wou are going to run multiple Help |
versions of Fathom on one system you will need to redefine this port. Nate, Jf you change
the port, you will need to reconnect to Fathom using the new port.

Fathom web server port: {9050

2. Accept the default port number 9090, or enter a different port number. Once you finish
making configuration choices on this page and click Submit, the port number is
referenced.

If you change the Web server port, you will see the following message once you submit
both the Fathom M anagement Configuration and the Getting Started pages:

Microsoft Internet Explorer o x|

@ ‘ou have updated the web server port, ‘Would vou like to restart the web server now?

Cancel |

3. Click OK to restart the Web server. Y ou must then reconnect to Fathom, using the new
port number in the browser’s URL, and refresh the page.

Specifying the e-mail server and default operator

Fathom uses e-mail to send alerts to appropriate personnel. Alerts are messages from Fathom
regarding potential irregularities in the resources you are monitoring.

If your organization has access to a paging service that reports on text-based messages that are
sent by e-mail, your organization can use the e-mail action feature to initiate this message. Y ou
can determine whether the e-mail alert message is to be sent to an e-mail address or to a pager
as atext message. To use aerts, you must specify the Simple Mail Transfer Protocol (SMTP)
host and port that Fathom will use to send e-mail messages.

Y ou should also identify a default user to receive aerts. This user’s name will appear asthe
default recipient of each new alert that you define. Y ou should choose auser who ismost likely
to receive mogt, if not all, generated alerts. However, remember that when you set up your
monitors with Fathom, you can choose to override the default user.
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To specify the e-mail server and the default operator you want to receive these alerts:

1. Scroll tothe Default alert recipient section of the Fathom M anagement Configuration
page:

Default alert recipient

One of the ways Fathom can notify you of error conditions in your Progress environment Help |
is by sending e-mail. Define the SMTP host and pott to use for sending e-mail and the
default e-rnail recipient to send alerts to.

Mail server (SMTP) host: |

Mail server (SMTP) port: |25

Default e-mail recipient: |

2. Enterthe SMTP host nameinthe Mail server (SMTP) host field. Check with your e-mail
administrator if you do not know the e-mail host name.

3. Enter the port used by the SMTP host in the Mail server (SMTP) port field. On most
systems, thisis port 25.

4. Enter the email address of the user you want to be listed as the default recipient of alerts
in the Default e-mail recipient field.

When the default alert recipient information is submitted, Fathom automatically sets up a
Transmission Control Protocol (TCP) network resource monitor, SMTP_MAIL, for the host
and port specified using default monitoring values. The SMTP protocol is used for sending
e-mail messages between servers.

Alerts generated for this resource monitor are based on host and port performance only. For
more information about network resource monitors, see the Resource Monitoring Guide.
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Choosing SNMP Adapter settings

The Simple Network Management Protocol (SNMP) Adapter alows you to run the Fathom
SNMP agent and configure it to throw traps to an SNM P management console. Traps are
Fathom-resource-related event notifications sent to your SNM P management console. (For
more information about the SNMP Trap Action, see the Resource Monitoring Guide.)

The SNMP agent is responsible for handling SNMP requests. All Fathom-specific SNMP
variables are contained in the Management Information Base (MIB); the MIB is named
PSC-FM-MIB. txt and islocated in the <Fathom-install-dir>\config directory.

If you installed the SNM P Adapter, you see default adapter settings, as shown in Figure 54, as
you perform your initial Fathom configuration.

SHNMP Adapter settings

Cne of the ways Fathormn can notify you of error conditions in your Progress environment is by sending SNMP Help |
traps. Define the port to use for the SNMP Agent, the default port for SMMP traps, and the default community

strings.

SNMP agent port: |B001
Default SNMP trap port: [z002
Default SNMP read community: [public
Default write community: |private
Autostart SNMP?: I

Figure 5-4; SNMP Adapter settings
Y ou can change these SNMP Adapter settings, which are defined as follows:

. SNM P agent port — The port number of the host machine on which the SNMP
management agent resides. The SNMP agent transl ates the requests from the SNMP
management console and interprets MIB variables. The default port number is 8001.

e Default SNM P trap port — The port number to which traps are sent. The default number
is8002.

e Default SNMP read community — The community that specifies who has permissions
to read which variables.

. Default write community — The community that specifieswho has permissionsto write
which variables. (In the case of the Fathom MIB, the values are read-only.)

e Autostart SNMP — The option to autostart the SNM P agent.
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Submitting the Fathom Management Configuration page

Once you make your initial configuration choices, you must save them.

To saveyour initial configuration options:
1. Click Submit at the bottom of the Fathom M anagement Configuration page.
If you have entered all required values and the values are validated, then:
. Fathom isinitialized.
e Thecreation of SMTP_MAIL is acknowledged.
* A reminder appears about using the new password when restarting Fathom.
2. Click OK, and the Getting Started page automatically appears.

If al theinitial configuration values cannot be validated, warning messages appear. For
example, if you have not updated the default password, you receive the following
message:

Microsoft Internet Exploref; |

& You must change the admin passwaord,

a. Click OK to erase the message, and, in thisinstance, change the admin password.

b. Click Submit. The Getting Started page, which you will complete to finish the
initial configuration, appears.
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Setting up the Getting Started page

When the Getting Started page opens, areminder about when to use the new admin password
appears, as shown in Figure 5-5.

Microsoft Internet Explorer , x|

& The new admin password will take effect after Fathom is reskarted,

Figure 5-5: Admin Password reminder
To close the message, click OK.

The choices you make on the Getting Started page alow you to migrate scripted databases to
managed databases recognized by the AdminServer and Fathom, and define monitoring and
trending options for file systems and disks.

Once you establish these initial resource-monitoring options, you can set more specific
monitoring criteriafor individual resources. Similarly, you can also manually initiate resource
discovery of TCP- and UDP-based applications. See the Resource Monitoring Guide for more
details.

Understanding managed and scripted databases

Y ou can set up adatabase resource monitor in Fathom for adatabase that the Progress Explorer,
the AdminServer, and Fathom commonly recognize, as follows:

A managed database is a database that the Progress Explorer and the AdminServer
recognize and manage. Y ou can set up resourcesfor file systems and disks associated with
managed databases.

At Fathom startup, all databases currently managed by Progress Explorer and the
AdminServer are automatically discovered (recognized) by Fathom.

If you add adatabase to Progress Explorer after you haveinitially configured Fathom, you
must add that database to Fathom as well. See the “ Adding a managed database” section
on page 5-17 for more information.
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. A scripted database is a database that is not currently listed among the database resources
that the AdminServer manages. Y ou cannot set up aresource for a scripted database, or its
associated file systems and disks, until the database is recognized as a managed database.

To change a scripted database to a managed database, use Fathom'’ s Database Migration
Utility and migrate the database’ s configuration, or define a remote database monitor for
each scripted database. See the “Defining monitors for previously scripted databases’
section on page 5-16 for more information.

Defining monitors for previously scripted databases

By using the Fathom Database Migration Utility, you can add a previously scripted OpenEdge
database as a resource to Fathom. These databases are typically managed outside the
AdminServer using parameter files (. pf) and operating system-dependent scripts.

With the Database Migration Utility, you can identify the database as manageable through the
Progress Explorer and the AdminServer. After the configuration migration occurs:

. Fathom creates aresource if one does not aready exist.

. Y ou can define trend and monitoring options.

Note: Before you perform the database migration process, you should shut down the database
you intend to migrate. This shutdown activity enablesthe AdminServer to recognize the
database as managed when the database is restarted through Fathom, and to create and
enable the database monitor.
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Figure 5-6 shows the Define monitorsfor external Progress databases section.

Define monitors for external Progress databases

In addition to menitoring Progress databases administered by your Progress AdminSenver, Help |
Fathom provides the ability to monitor Progress databases you start and manage outside

the Progress AdminSenver. If you have any such Progress databases whish you want to

monitor with Fathom, click on the Add Database button below to add them.

Add Database |

Figure 5-6: Defining monitors for external databases

Note: When you add a managed database using the values you enter on the Database
Migration Utility page and then submit the Getting Started page, a database
configuration is created in the conmgr.properties file, and a database resource is
created in the Fathom configuration data store.

Adding a managed database
For Fathom to monitor a database fully, the database must be managed.

Click Add Database. The Database Migration Utility page appears and is comprised of two
areas.

. AnInstructions area at the top of the page, describing how to add a managed database.

« A Databaseinformation area at the bottom of the page, where you enter the database
values. Note that any field namein red requires avalue; al other fields are optional.
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Figure 5-7 shows the I nstructions area.

Database Migration Utility
Ariding & Manaced Database

This page allows you to use a parameter file { pf) to define a database that can be managed by the
Progress AdminServer. Mandatory figlds are red; all other fields on the page are optional.

The mandatery fields on the page are:

o Database Display Mame to specify the database display name argurnent.
o [Database Path and Filename, to specify the database path and filename argument.

You can use either the Parameter File Name field or the Other Database Braoker Arguments field if
ol want to specify the database port number using the -5 argument.  Specifying the port number is
optional; if you do not provide a port nurnber, the default of zero is used

NOTE: If a port is not specified, then the database cannot be managed on windows platiorms
because it will not be networked.

In addition to the traditional argument settings allowed by the parameter file specification, you may
want to configure your managed database further with the following options:

Specify additional argurnents to be used in database broker startup
Autostart the database broker at AdminServer startup time.

Start an after image process (AIVY).

Stant a befors image process (BIVW),

MNurnber of asynchronous page writers to be started

Start a watch dog process (WDGE)

Gk o

Figure 5-7: Adding a managed database—instructions

Figure 5-8 shows the Database infor mation area.

Database information

Database Display Name: Database-1
Datal Path and Fil
Parameter File Name:

Help

Database Broker Type: CA4GL © 50L& Both
Other Database Broker Arguments: l—
Autostart Database Broker: r

Watch Dog Process (WDOG): 2

Enterprise Database Features

After Image Process [AIW): r
Before Image Process (BIV): r

Asynchronous Page Writers (APW): 1
Submit | Cancel |

Figure 5-8: Adding a managed database—information
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To add the managed database:

1

2.

Enter the database display name in the Database Display Name field.

Enter the database path and filename associated with the physical database in the
Database Path and Filenamefield.

Optionally provide values to add database arguments, using either or both of these
methods:

. In the Parameter File Name field, enter the name of the parameter file (. pf) that
contains database argument values if you have overriding arguments defined for
database brokers.

. Enter the database argument values explicitly in the Other Database Broker
Argumentsfield. If you want to specify a port for the database, type -S and then the
port number.

If the port specified for the database is 0, the database is considered non-networked
and will not be monitored by Fathom.

Notethat you can enter any miscellaneous, non-AdminServer-recognized argumentsusing
either of the previous methods.

Values set using the parameter file method can be overridden by the values specified in
the Other Database Broker Argumentsfield. Processing difficulties related to these
values are handled as follows:

. If an argument defined in the . pf fileis not recognized, it isignored. Any ignored
arguments will be displayed in an alert box when you submit the Getting Started

page.

. If an error occurs either when the database configuration is created or when the
database resource is created, the configuration is not added to the
conmgr.properties file, and the resource is not created.

Select one of the Database Broker Type options to indicate the type of client that is
allowed to connect to the broker: 4GL brokers allow only 4GL client connections and
SQL brokers allow SQLExplorer or other SQL client connections. The default option,
Both, alows 4GL and SQL clients.

Remember that the client type choice you make here is honored only when you have
installed the proper licenses for that client.
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5. Select AutoStart Database Broker to start the database broker automatically when the
AdminServer is started.

6. Select Watch Dog Process (WDOG) to start awatchdog process for the database.

The following are Enterprise-only options that are automatically started only if the database
broker is also automatically started:

. Select After Image Process (AIW) to start an after-image writer for the database.
. Select Befor e I mage Process (BIW) to start a before-image writer for the database.

. Enter anumeric valuein the AsynchronousPage Writers(APW) field to definethe
number of asynchronous page writersto start. The default valueis 1. Y ou can change
this default value by specifying aport in either anamed . pf file or the Other
Database Broker Argumentsfield.

If you are running the Workgroup database, the default value for each of thewritersiszero,
and you cannot changeit.

Making changes to a managed database configuration

Y ou can view, modify, or delete a managed database configuration by using the Progress
Explorer. If the Progress Explorer is connected to the AdminServer, the new database nodeis
automatically added to the Progress Explorer database tree node, and the new node displays
once you refresh the database tree.

Note: From within the Fathom product, you can use the Control page to start and stop a
database configuration. For more information about starting and stopping the database
in Fathom, see the Database Management Guide.

If you use the Progress Explorer to delete a database that Fathom also recognizes, Fathom asks
if you want to delete the resource. It is possible to enable this database again at alater time if
you choose to add the database again by using the Progress Explorer or the Database Migration
Utility. You can optionally choose to delete the database from Fathom using the Database
Resour ce page.
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Defining monitoring and trending options for file systems
and disks

Fathom can create resource monitor and trending options for all file systems and disks on a
system where Fathom Management is installed.

Asshown in Figure 5-9, you can specify whether you want Fathom to monitor only thosefile
systems and disks used by OpenEdge databases, or al file systems and disks. Y ou can also
choose whether or not Fathom should collect and store trend data on the file systems and disks.
If you prefer, you can opt not to set up monitors for file systems and disks at all.

Define monitors for file systems and disks
Fathom can monitor the file systems and disks on this systemn. Although you might not want to monitor them all, yrou will likely Help

want to menitor those used by Progress databases. Please select from the options below.

& Do net define any file system or disk menitors.

© Define moniters for file systems and disks used by Progress databases.

 Define monitors for file systems and disks used by Progress databases and collect and store trend data.

" Define monitors for all file systems and disks.

" Define monitors for all file systems and disks and collect and store trend data.

Figure 5-9: Defining monitors for file systems and disks

These file system and disk resource monitors are created with default settings, helping you to
expedite the resource monitoring setup activities.

Monitoring and trending considerations

Consider the following before you add monitors for file systems and disks for your OpenEdge
databases:

. If afile system monitor or resource does not aready exist, anew file system resource or
monitor is configured. The monitor or trend processis enabled for each file system that is
accessed by a managed database or any of its extents.

. If adisk monitor or resource does not exist, anew disk resource or monitor is added. The
monitor or trend processis enabled for each disk on the system that is accessed by a
managed database or any of its extents.

5-21



Installation and Configuration Guide

5-22

Choose one of the following options to define monitors for file systems and disks:

Select Do not define any file system or disk monitor s to bypass any monitoring and
trending options.

Select Define monitorsfor file systems and disks used by Progr ess databases to add
only monitorsfor file systems and disks.

Select Define monitorsfor file systems and disks used by Progr ess databases and
collect and storetrend data to add monitoring and trending activitiesfor file systemsand
disks used by your OpenEdge databases.

Select Define monitorsfor all file systems and disks to define monitors for al file
systems and disks, not just those used by OpenEdge databases.

Select Define monitorsfor all file systemsand disks and collect and storetrend data
to add monitoring and trending activitiesfor all file systems and disks, not just those used
by your OpenEdge databases.

Submitting the Getting Started page

When you finish making your selections on the Getting Started page, click Submit. Fathom
starts the monitoring database agent for each managed database for which you selected the
monitoring option. CPU and memory resources are created as well.

The Fathom Management console appears with a confirmation that Fathom is ready to use, as
shown in Figure 5-10.

?\% Fathom Management Successfully Configured

Your Fathemn Management system is now ready for use. Begin by exploting the navigation menu above
to see the initial monitor definitions. To see any outstanding alerts, select Alerts. Once Fathom has been
running for at least one day, you may beqin using the Fathom repors by selecting Reports.

We hope wou find Fathern Management 2 valuable asset in managing your Progress envirehment. If you
have guestions please censult the onling help accessible wia the Help buttens provided on mest pages of
the Help option in the navigation menu above. You can also contast Progress technical support at

M, DEOOIEess. comisu QEOI’t

Figure 5-10: Fathom Management Configuration success



Configuring Remote Monitoring for
Fathom

In addition to monitoring local databases, disks, file systems, network components, and file
resources, you can also monitor certain remote resources. These remote resources include
databases, disks, CPU, memory, file systems, and OpenEdge server components, such as
WebSpeed, AppServer, and NameServer resources.

This chapter describes how to set up Fathom to use the remote monitoring functionality;
specifically, the chapter describes:

. Remote monitoring requirements

. Setting up remote monitoring

. Additional remote monitoring configuration utility command-line options
. Disabling remote monitoring

*  Uningtalling Fathom Management if remote monitoring is configured
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Remote monitoring requirements

In order to monitor resources remotely, you must have the following environment in place:

One machine on which both of the following are installed:
—  OpenEdge 10.0B.
—  Fathom Version 3.0A.

Another machine with an installation of OpenEdge 10.0B. (There should be no Fathom
installation on this machine.)

Root permissions on each machine.

Neither the Fathom installation nor the OpenEdge installation (on either machine) can be
located in a directory whose name has spaces. If you install in adirectory with spacesin the
name, the AdminServer will not start once remote monitoring has been enabled.

Note: For the sake of simplicity, the descriptions and procedures provided hererefer to setting

up remote monitoring when Fathom is running against OpenEdge 10.0B. However, the
same procedures apply when you are running Fathom against ProgressVersion 9.1D and
the latest service pack, instead of against OpenEdge 10.0B.

Setting up remote monitoring

6-2

Remote monitoring requires that you have, at a minimum, two different machines:

One with OpenEdge 10.0B and Fathom.

One with only OpenEdge 10.0B. Y ou are not limited to monitoring only one remote
machine at atime; you can monitor more than one, provided you have set up each machine

properly.

The order in which you set up these machines isimportant: Y ou must have the machine with
the Fathom installation up and running with remote monitoring in place befor e you set up the
required configuration on any other machine to be monitored remotely.
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Setting up the first machine

Y ou must first set up resource monitoring on the machine that has both Fathom and OpenEdge
installed before setting up a second machine.

To set up thefirst machine;

1

2.

Install OpenEdge 10.0B.
Install Fathom Version 3.0A.

When theinstallation compl etes, start Fathom. The Fathom M anagement Configuration
page opens.

Fill in the configuration settings, and then click Submit. The Getting Started page
appears.

Fill in the Getting Started page settings, and then click Submit. The Fathom
Management console opens and displays the My Fathom Home page.

From the Windows Start menu, choose Programs— OpenEdge - Proenv. The Proenv
window opens.

Run the following command in the Pr oenv window:

fmconfig -enable
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8. Stepsinthe setup process are listed (asthey occur) in the Proenv window, until the setup
iscomplete:

C:~OpenEdgework

OpenEdge Release 1B8.BB1P as of Thu Apr 22 B8:28:35 EDT 268084
proenv*fmconf ig —enable
OpenEdge Release 1B8.BB1P as of Thu Apr 22 BB:28:35 EDT 268084

Files already present. skipping unpack.

Invoking 2nd phase of setup.

Determining configuration type ... Fathom detected.

RBunning remote monitoring configuration for Fathom adminserver.

Enabling support in Fathom for remote monitoring
SonicM already installed. skipping install.

Begin tailoring SonicMQ for Fathom.

to C: \OpenEdge\Jle\11h\ext\3aa“ Jar.

complete .

directory: MFConfigurationElements.xsd C:“0penEdgework:
Remote monitoring in Fathom iz now ENABLED.

Settings take effect the next time the adminserver iz started.

roeny >

Asnoted in the Proenv window, the jaas.jar file iscopiedto the
<OpenEdge-install-dir>\<JRE-home-dir>\Tib\ext directory.

Additionally, anew directory isinstalled: <fathom-install-dir>\SonicMQ.

9. Toverify that remote monitoring has been set up properly, run the following command in
the Proenv window:

fmconfig -query

The Fathom remote monitoring properties appear:

"'E Proeny

proenv>fmconf ig —query
OpenEdge Release 18.8B1P as of Thu Apr 22 B@:28:35 EDT 2084

Fathom

Enabled
Fathoml
: Fathomfidminserverl
NEASPAULDIKP
6835
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10. Restart the AdminServer. The following actions occur:

. The Fathoml.FathomAdminServerl.log fileis created in the same directory as the
AdminServer log file (admserv.log).

e Thelast line of the Fathoml.FathomAdminServerl.log fileincludesthe following
text:

[04/05/04 11:25:02] (info) ...reconciling complete

e Theadmserv.log completes as usual, with the starting of the Fathom probe.

Fathom is now ready to monitor remote systems.

Setting up the second machine

Once you set up the machine that has both OpenEdge and Fathom installed, you can set up the
machine you want to monitor remotely.

To set up the second machine:

1. Instal OpenEdge 10.0B.

2.  Start the AdminServer.

3. Runthefollowing command in the Proenv window:

fmconfig -host <fathom-machine-hostname> -enable

in which <fathom-machine-hostname> isthe name of the host where Fathom
Management is running.
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4, PressENTER. Stepsin the setup process are listed (as they occur) in the Proenv window,
until setup is complete:

P Proeny - [O0]

DLC: C:“Progress~OpenEdge

Inserting C: \Progress\OpenEdge\b1n to beginning of path and
the current directory is
C =~ 0penEdge~URK

OpenEdge Release 1B8.BB1P as of Thu Apr 29 B82:57:55 EDT 268084
proenv*fmconf ig —host nbaspauldixp —enable
OpenEdge Release 1B8.BB1P as of Thu Apr 29 B82:57:55 EDT 268084

Unpacking files ... Done

Inuok1ng 2nd phase of setup.

Determining configuration type ... Fathom HOT detected.
Conf iguring for remote monitoring by Fathom.

Enabling support for remote monitoring.

Connecting to Fathom JHS broker: nhagpauldixp 6835
Connecting to Fathom directory services ... Done
Creating new container for hoat- nbaspauldiZk ... Done
Mew container created: nbaspauldiZki

fAdding components to container: nbaspauldiZki
Importing components from file: nbaspauldiZki.import

— nbhaspauldi2ki.import ...

Importing components complete.

reating boot file: container.xml ... Done

Copying file to work directory: MFConfigurationElements.xsd C:“\OpenEdge“-WRK\
Remote monitoring of the adminserver is now ENABLED.

Settings take effect the next time the adminserver iz started.

roeny >

Additionally, required files are created in the $DLC/java/ext directory.

5. Toverify that remote monitoring has been set up properly, run the following command in
the Proenv window:

fmconfig -query

The Fathom remote monitoring properties appear:

H Proenvy

proenv>fmconf ig —query
OpenEdge Release 18.8B1P as of Thu Apr 29 B2:57:55 EDT 2884

properties

Remote
Enabled
Fathoml
nbhaspaunldiZkl
nhaspauldixp
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6. Restart the AdminServer. The following events occur:

. The Fathoml.<container-name>.1og fileis created. The container nameis
generated by the Remote Monitoring Configuration Utility; the format of the name
iS hostname+number—for example, PCTEST1.

. Thelast line of the log file confirms that startup is complete:

[04/05/04 16:33:51] (info) Startup complete

. The admserv.1og completes as usual.

Verifying that Fathom sees the remote container

After you run the Remote Monitoring Configuration Utility on the Fathom machine and the
remote machine, you see the remote container in the Fathom machine's console list frame.
Toverify that Fathom can seethe remote container:

1. From the Fathom Management console, select Resour ces.

2. Inthelist frame, sort the resources by Container. The newly added remote container (in
this case, nbaspauldi2kl) islisted in the tree view in the list frame:

A2 Resources
Siort by IContainer vl

+-E] nbaspauldizk1
+- [ nbaspauldixp

Note that the container on which Fathom Management isinstalled (nbaspauldixp) is
identified by the Fathom icon.
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Additional remote monitoring configuration utility

command-line options

The command-line options described in Table 6-1 are available for use with the Remote
Monitoring Configuration Utility. Y ou run each command-line option in the Proenv window.

Table 6-1: Remote Monitoring Configuration Utility options
Command-line option Description

-enable Runs the configuration process and updates the following
lineinthe $DLC/properties/management.properties file:
isMonitored=true

-disable Updates the following line in the
$DLC/properties/management.properties file:
isMonitored=false

-query Reports the current settings for Fathom remote monitoring.

-update Reruns the configuration process and allows you to change
the host your client connects to.

-debug Provides detailed information.

The command-line options listed in Table 6-2 are also available for use; however, use caution
when running either option to ensure that remote monitoring continues to operate properly.

Table 6-2: Additional Remote Monitoring Configuration Utility options

Command-line option

Description

-port Allows you to change the default listening port, which is
6835.
-name Allows you to specify the container name. The default

container name is <hostname>+1.
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Disabling remote monitoring

If you want to stop remote monitoring, you can disable it by entering the following command
from the Proenv window:

fmconfig -disable

Uninstalling Fathom Management if remote monitoring is
configured

If you want to uninstall Fathom Management from a UNIX platform and you have configured
remote monitoring, see the “Uninstalling Fathom on UNIX” section on page 3-23 for details
about how to complete the uninstall correctly.

If you are uninstalling Fathom from a Windows platform and you have configured remote
monitoring, you need not take any extra steps other than those described in the “ Uninstalling
Fathom on Windows’ section on page 2—31. The uninstall process removes the remote
monitoring settings along with the Fathom installation.
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Administering Fathom

The Fathom installation program allowsyou to upgrade from apreviousversion of Fathom. Y ou
can easily continue to work with Fathom after you perform an upgrade. Y ou can al so fine-tune
theinitial configuration and licensing decisions you made.

This chapter describes the foll owing aspects of administering Fathom:

Working with Fathom after an upgrade

Reviewing the OpenEdge configuration

Updating Fathom licensing information

Updating configuration options

Adding Fathom users as administrators or operators
Changing configuration settings

Setting user preferences

Changing the SNMP Adapter settings
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. Using the command-line interface
. Using the fathomenv window

. Setting the log level for the AdminServer log file
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Working with Fathom after an upgrade

Once you finish upgrading Fathom from an earlier version, stop the AdminServer, and then
restart it, you can open Fathom in abrowser. The first time you start Fathom after the upgrade
process, a confirmation of the upgrade appears in the Fathom Management console.

The upgrade confirmation page identifies where the FathomTrendDatabase i s |ocated and what
port number it is using. If you chose autostart as a configuration option in the previously
installed Fathom version, that option is sel ected on the upgrade page by default. Otherwise, you
can select the option.

To continue with the upgrade, click Submit. The upgrade process automatically begins by
reconfiguring the FathomTrendDatabase. When the FathomTrendDatabase reconfiguration
completes, its statusin the In Process column changes from Pending to Complete. The
upgrade process then moves on to the subsequent tasks (one at atime) until all tasks are
complete.

When the upgrade process finishes, all processes are marked as Complete.
Y ou can now do the following:

. To begin working with Fathom, select Click to Resume Fathom. TheMy Fathom Home
page appears.

e Toresumeworking with an existing Fathom component, select the component in the
console list frame. As you do so, the Fathom menu bar refreshes and the various Fathom
icons reappear.

Post-upgrade tasks

Note the following information related to tasks you might need to perform after upgrading
Fathom:

e The Fathom upgrade process automatically establishes the Web server port number as
9090, which isthe default. If you changed the default Web server port number in an earlier
version of Fathom, you will need to make that change again after the upgrade. Choose
Options— Configuration - Web server, and change the Fathom Web server port
number. Then click Submit.

e Administrativeprivileges can and should berestricted to administrators. Nonadministrator
users should be defined as operators. See the “ Adding Fathom users as administrators or
operators’ section on page 7-8 for more information.
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Reviewing the OpenEdge configuration

Asyou install Fathom, the installation program prompts you to enter product information
contained in the License Addendum, which isincluded in your software package. The
installation program records the license information in the Fathom configuration file,
fathom.cfg.

Y ou can later review the product installation and configuration information for each Fathom
product installed on your system. Thisishelpful when you are considering whether to add other
licensed products to your Fathom installation.

Toreview the current Fathom product configuration:

1. Choose Start - Programs— Fathom —. Config. The OpenEdge Configuration
Infor mation dialog box appears and identifies the Fathom product configuration
information stored in fathom. cfg:

OpenEdge Configuration Information

Configuration File : c\progress\fathom\fathom.cfg

Configuration File: C:AProgress\Fathom\fathom.cfg More...

Company Name: Progress Software Corporation
Quit

Product Name: SNMP Adapter

Installation Date:  Wed Apr 14 15:44:27 2004

Expiration Date;  05{05/2005 Help

Serial Number: goooooooo

Control Numbers: 00000-00000-00000

¥ersion Number:  3.0A1B

Machine Class: EB

Port Number; n =
il LIJ

i e

2. Review theconfiguration details provided, and scroll down to see configuration detailsfor
additional productsthat areinstalled (if applicable).

The display contains the following Fathom configuration details:
. Configuration File— Thelocation of the fathom. cfg file.

. Company Name — The name you entered during the installation.
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The display aso provides the following information for each Fathom product installed on
the system:

L]

Product Name — Name of the installed product.

Installation Date — Date the product was installed.

Expiration Date — Date the license expires.

Serial Number — Number associated with the license agreement.
Control Numbers— Numbers used by the Fathom installation software.
Version Number — Software product version.

Machine Class — Tier code associated with the license agreement.

Port Number — Platform on which the software product isinstalled.

3.  Toview and load another . cfg file, click More. Locate the file, and then click Save.

4. Click Quit to close the dialog box.

Updating Fathom licensing information

Y ou can update the Fathom licensing information that you provided during the initial
installation.

To update the Fathom licensing information:

1. Choose Start - Programs— Fathom - License Update. A message appears to remind
you that the Fathom directory name cannot have spaces if you plan to do remote
monitoring.

2. Click Yes. TheInstallation Mode Option dialog box appears.
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3.  Select the Additional Product Install option, and click Next. The Fathom Installed
Versionsdialog box appears.

4.  Select one of the installed versions, and click Next. The Welcome dialog box appears.
5. Click Next. The Serial & Control Numbersdialog box appears.

6. Enter theserial and control numbersfor the product you want to install, and click Accept.
Repeat this step for each product you are installing.

7.  Whenyou finish, click Done.

Updating configuration options

7—6

Asyou use Fathom, you can update configuration options.Y ou can update the options you
established when you first configured Fathom, and you can continue to make subsequent
updates as you use Fathom and devel op a greater understanding of which settings work best for
your environment.

From the management console, select Options. The list frame opens as shown in Figure 7-1.

Options

# Authorized Users
# Configuration
* General
¥ Trend database
# Web server
# Emaill alerts
# Resource monitoring
# Graph cache
# User Preferences
* SNMP

Figure 7-1: Options in list frame
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Specifically, you can make modifications in the following areas:
e Authorized users— Add or remove users; customize the operator role.
. Configuration
—  General — Start Fathom automatically when the AdminServer starts.

—  Email alerts— Provide the e-mail address of the default recipient for e-mail
notification when an alert isgenerated; also providethe SMTP mail server host name
and port.

—  Resource monitoring — Determine whether to automatically poll resources,
generate alerts, collect trend data, and include status changes.

—  Graph cache — Choose the graph cache time period setting for resources and
containers.

. User preferences— Select therate (if any) at which Fathom Management automatically
refreshes; change the default polling attributes for resource monitors.

. SNMP — (If installed) Start or stop the SNMP Agent; change one or more of the
following values. SNMP agent port, default SNMP trap port, default SNMP read
community, default SNMP write community, and autostarting of SNMP.

Updating Fathom Management Web server and
FathomTrendDatabase settings

Y ou can further qualify current settings for the Fathom Management Web server and the
FathomTrendDatabase by choosing to use the HTTPS protocol for secure browser-to-instance
or instance-to-instance communications. See Chapter 8, “ Setting up Secure Communications
for Fathom Management,” for details about using the secure protocol.
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Adding Fathom users as administrators or operators

7-8

Fathom providestwo different user roles: administrator and operator. One predefined user with
an administrator role is provided and is named admin.

An administrator user can add other users and specify their role. The administrator user has
accessto al Fathom functionality and can, for example, read all Fathom information, modify
settingsand configurations, set operationsinto action (such as starting or stopping the database),
and delete resources and users from Fathom.

At aminimum, operator users can view configurations and configure their own views.
Operators can also change their own passwords and descriptions. The operator role can be
configured by administrators to give operator users access to more Fathom functionality.

If auser’ srole changes from administrator to operator and the user islogged on at the time, any
operator restrictions become effective for that user immediately. In other words, the links or
buttons, for example, that operators no longer have access to become disabled immediately for
the affected user.

User accounts are defined solely within Fathom Management. They define who canloginto
Fathom using a Web browser.

Changing user roles after an upgrade

Operators familiar with a previous version of Fathom might see that certain options or buttons
previously accessible are now disabled and no longer available. Thisisthe caseif auserisan
administrator (which wasthe only user rolein the first version of Fathom) and becomes an
operator with restricted access to some of the Fathom functionality.
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Managing the Authorized Users list

The authorized users list provides information about users authorized to access Fathom.

Toview thelist of authorized users:
1.  Fromthe menu bar, select Options.

2. Select Authorized Usersinthelist frame. The Authorized User s page appears:

&_’B Authorized Users

Add User I Customize Operator Rele

Name Description Role
Q2 admin  This ascount is supplied by Progress and GANMOT be removed.  Administrator

The Authorized User s page shows the one predefined admin user. Thelist of userson the
pageis dynamic; the name and description details are added and removed from thislist as
you add and delete users.

Note that you cannot del ete the predefined admin user, although you can modify its password.

Customizing the operator role

As an administrator, you can determine which functionality operators can access. If you make
no changes to the default permissions Fathom assigns to operators, the operators will be
restricted to read-only permissions.

Note that the permissions you define affect all operators equally.
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To set up operator role customization:
1. Fromthe Authorized Users page, click Customize Operator Role.

The Operator Role Customization page appears and consists of the following areas of
operator permission: Database, OpenEdge, Resour ce, and Task:

Database operations:
Alerts
Clear Alerts r
Database
Star/Stop Database r
Start/Stop Agent r
Scripted Database
Stop Agent r
OpenEdge operations:
Command and Gontrol
Start/Stop WebSpeed Broker |l
Add/Trim WebSpeed Agent Pool O
Kill WebSpead Agent Prosess [T
Start/Stop AppServer Broker [l
Add/Trim AppServer Server Pool [0
Kill appServer Server Process [0
Stant/Stop NameaServer [l
Rescurce operations:
Sreate Delete

Resource Monitors
Database Monitors
WebSpeed Monitors
AppSenier Monitors
MNameSerner Monitors
File Monitors
Network Menitors
System Monitors

Library
Aotions
Search Criteria
Rule Sets
Sehedules

[ I e e B R B B B R A
a0 aaaaanan

Task operations:

Reports
Report Templates
Reports

Jobs

Jobs

r -
r r
Job Templates r r
r -
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2. Choose one of the following methods to define operator functionality:
. Select each individual option that you want to make available to operators.
. Click Select All to choose al options.

. Click Select None to clear all options.

Note: If you select the Start/Stop Database check box under Database, the Start/Stop
Agent check box is automatically selected. Y ou can, however, select Start/Stop
Agent without selecting Start/Stop Database.

The only option under Scripted Database that is available to operatorsisto stop the
remote database agent.

3. Whenyou finish, click Submit.

Adding a new user

If you arelogged in as an administrator in Fathom, you can add new users.

To add anew user:

1. Fromthe Authorized Users page, click Add User. The New User window appears:

8 New User

Save | Cancel |

Properties
Name: I

Description: ’ ;l

Role: I Operatar - l

Password: |

Confirm Password: I

2. Enter aunique user nameinthe Namefield. The name can contain up to 32 alphanumeric
characters. (Spaces are not allowed.)
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3. Enter an optional description of the user.
4. Choosearolefor the user: Administrator or Operator.

5.  Enter apassword for thisuser in the Passwor d field. The password must be between 4 and
16 charactersin length.

6. Re-enter the same password in the Confirm password field.

7.  Click Save. The user nameand description you added appear on thelist of authorized users
on the Authorized Users page:

% Authorized Users

Add User | Customize Operator Role

Mame  Description Role
83 MSmith T echnical Support Operator
D admin  This account is supplied by Progress and CAMMOT be removed.  Administrator

Changing passwords and descriptions

Whether you are an administrator or an operator, you can change your own unique password

and/or your description from the Authorized User s page at any time. Administrators can edit
anyone’ s password or description; operators are restricted to editing only their own password
and description.

If an administrator changes a user’ s password, that user is presented with alogin screen when
next accessing Fathom. When the user provides the correct password, the user can resume
working in Fathom. If, however, the user does not enter the correct password, the user’slogin
fails and accessto Fathom is denied.
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To change the password and/or description:

1. Click the name of the user whose properties you want to change from the userslisted on
the Authorized Users page. The User page appears.

8 User: MSmith

Edit | Copy Delete
Properties

Marne: MSrnith

Desotiption:  Technical Support

Role: Operator

2. Click Edit or Copy to either edit the user details or copy them asthe basisfor another user.
If you copy the details, you must change the user name, since duplicate user names are not
allowed.

Note: If you change the password by entering the new password once in the Password
field, you must also enter it again in the Confirm Password field.

3. Click Save. The User page redisplays, showing any changes that you might have made to
the user name or description details.

Changing the Admin password

During the initial access of Fathom, you reset the Fathom-provided admin user’s password on
the Fathom Management Configuration page. Each subsequent update you make to the
admin password must be done by using the Authorized User s page. See the stepsin the
“Changing passwords and descriptions” section on page 7-12 for information on performing
this task.
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Deleting users

Todelete usersfrom the Authorized User slist, you must belogged on asan administrator. Y ou
cannot delete the Fathom-provided admin user.

Todeleteusers:

1.  Select the user whom you want to delete from the Authorized Userslist.

2. Click Delete at the top of the page. A confirmation window appears before the user’s
privileges are deleted.

3. Click OK. The deleted user’ s access to Fathom functionality is denied immediately.

Changing configuration settings

7-14

Y ou can change the following configuration settings by choosing Options from the Fathom
menu:

+ Generd

Emalil alerts

. Resour ce monitoring
From Options, you can also:
. Set the graph cache.

. Change Fathom Management Web server and FathomTrendDatabase protocol settings.
See Chapter 8, “ Setting up Secure Communications for Fathom Management,” for details.
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Changing general configuration settings

Y ou can change the following current Fathom general configuration settings:

The automatic starting of Fathom when the AdminServer starts.

The action Fathom should perform, if any, when aninternal Fathom alert istriggered. Set
up the On internal Fathom alerts perform action panel to set an action for internal
alerts, such as notification that the FathomTrendDatabase is down. Y ou can execute any
action when an internal alert istriggered. For example, you can set an aert to trigger the
Default_Action, which is a Fathom-defined process that occurs in response to the status,
availability, or performance of a monitored resource. In this situation, you can choose to
associate the Default_Action to FathomTrendDatabase operations, or select None to
indicate that no alert triggers.

To changethe general settings:

1

From the Fathom menu bar, select Options— Configuration — General. The Fathom
General Configuration page appears in the detail frame and displays the current values:

E B Fathom General Configuration

Submit | Cancel
Current general settings
¥ Start Fatherm automatically? Help |
INDHB j Action to perform on internal Fathomn alerts.

Change either or both of the settings for the following options, as needed:

. Select the Start Fathom automatically check box to start Fathom automatically
when the AdminServer starts.

. Click the Action to perform on internal Fathom alerts option to specify an action
that Fathom performs when an internal alert is triggered.

Click Submit. The Fathom General Configuration page refreshesto reflect the changes
you have made.
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Changing e-mail alerts settings

Y ou can change the current e-mail aert configuration settings.

To changethe e-mail alerts settings:

1.  From the Fathom menu, select Options— Configuration — Email alerts. The Fathom
Email Alerts Configuration page appears in the detail frame and displays the current
e-mail alert settings:

E! @ Fathom Email Alerts Configuration

Submit | Cancel |

Current email alert settings

Mail server (SMTP) host name: |namai| Help |

Mail server (SMTP) port: |25

Default recipient email address: |userx\,rz @ prograss. com

2. Change one or more of the following settings:
. Mail server (SMTP) host name.
. Mail server (SMTP) port.
. Default recipient email address.

3. Click Submit.
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Changing resource monitoring settings

Y ou can enable or disable the following current resource monitoring settings:

Polling for all resources.
Generating alerts.
Collecting of resource trend data.

Including resource status changes in the trending.

Each optionis set independently of the others, with the exception of Include status changes. If
you do not select the Collect trend data option, the Include status changes option is disabled.

These

resource monitor options allow you to disable specific Fathom functionality. For

example, if you know that your FathomTrendDatabase is going to be taken down for
maintenance, you could elect to turn off trending, but let the rest of the Fathom functionality

contin

ue to run.

To change the resour ce monitoring settings:

1. From the Fathom menu, select Options— Configuration — Resour ce monitoring. The
Fathom Resour ce M onitoring Configuration page appears in the detail frame:

E B Fathom Resource Monitoring Configuration

Subrnit I Cancel

Current resource menitering settings

¥ Poll resources? Help |
V¥ Generate alerts?
Trending

V¥ Collect trend data?

¥ Include status changes?

2. Select or clear each option.

3. Click Submit.
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Setting the graph cache

Fathom Management graphing has been enhanced to include a persistent data cache.

Y ou determine how long you want to keep graph data cache persisted on a per resource instance
basis. The default graph cache setting is 48 hours; however, you can change the setting to
whatever value you want. Keep in mind that if you change the setting to alonger period of time,
more disk space is used to store the growing cache. Additionally, the more data that has been
stored, the more data there isto be represented in a graph, and the higher the CPU use will be
at the time a graph using the datais created.

It is recommended that you start with the 48-hour default graph cache setting. Y ou can then
increasethe valueif you want, perhaps by small incrementsto see what theimpact isto the disk
space and CPU activity. Y ou might consider setting certain resource types to the 48-hour
default, and set othersto adifferent time period, such astwelve hours, to save memory and CPU.

Y ou select the graph cache settings for resources by choosing Optionsin the management
console.
To set the graph cache:

1.  From the Fathom menu bar, choose Options—- Configuration — Graph cache. The
Graph Cache Database Configure page appears:

=d Graph Cache Database Configure
HEEL Jun 2, 2004 2:45.03 PM

Time period setting to apply to selected resources

i
Sample time period to collect: |',48 o Eours Apph 1o selected |
ays

Resources to operate on
Available Filter Availabl Selected

List resource of type:
I [ @

for gontainer:

x

= o
Apply Filter |

Select All Select All
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In the Sample time period to collect field, type the graph cache time period you want to
apply to the resources you plan to select. Then choose hour s or days. The default time
period is 48 hours.

Select the resources to which you want the graph cache time period to apply to by
following these steps:

a. IntheList resourceof typefield, optionally select resourcetypeseither by choosing
from the available resources or by choosing the wildcard (* ).

b. Inthefor container field, optionally select the containers either by choosing from
those available or by choosing the wildcard.

Note: When you use the wildcard, Fathom includes all current resources of the type or
al container(s) you select. The wildcard does not apply, however, to any resources
or containers you subsequently create. If you create a new resource, resource type,
or container, you must set its graph cache time period.

Click Apply Filter. The resource types that match the filter specifications appear in the
Available lit, as shown in the following example:

g!' Graph Cache Database Configure
8=

HEE]  Jyun 2, 2004 2:50:04 PM

Time period setting to apply to selected resources

[ql
Sample time period to collect: |4B . Eours Apply to selected
ays

Resources to operate on
Available Filter Available Selected

*

nbaspauldixp.AppServerashroker <2 days»
nbaspauldixp.AppSersericirepos <2 days>
nbaspauldicp CPULCPU <2 days»

List resource of type: nbaspauldixp.Database Backorders <2 days?

lﬁ* nbaspauldixp. Database FathomTrendDatabase <2 days>

2 nbaspauldicp. Database Imventory <2 daws> &
) nbaspauldixp.Disk Disk-0_C: <2 days»

ffr container: nhaspauldixp FileSize test <2 days> e

X nbaspauldicp FileSwstem FileSys-C_ <2 days»
nbaspauldixp.Memory Memaory <2 days»

Apply Filter | nbaspauldixp \WebhSpeed.wshrokerl <2 days>

nbaspauldicp WebSpeedwsdynamics <2 days»

Select All Select All
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Apply to
selected
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5. Select theresources:
Toseectadl theresourcesinthe Availablelist, click Select All. Then click theright
arrow.
e Tochooseoneor moreindividual resources, highlight and click each resource you
want to include; then click the right arrow.
The resources appear in the Selected list. Theinformation in angle bracketsto the right of
each resource name is the current graph cache setting for that resource.
6. Review the Selected list. When you finish, click Apply to selected:
‘E'- Graph Cache Database Configure
& Jun 2, 2004 3:50:04 PR
Time period setting to apply to selected resources
Sarnple tirne petiod to collect: IdB (G_: ;::;S | Apply to selected
Resources to operate on
Available Filter Available Selected
* nbaspauldip. CPULCPU <2 days>
nhaspauldixp.AppSererashroker] <2 days> nhaspauldixp Disk Disk-0_C: <2 days>
nbaspauldixp.AppServer.icfrepos <2 days> nbaspauldixp.FileSystem FileSys-C:_ <2 days>
List rescuroe of nbaspauldixp.Database Backorders <2 days> nhaspauldixp Memary Memary <2 days>
typer nbaspauldixp. Database. Fathom TrendDatabase <2 days>
b Idixp Datab | tory <2 days?
- Zl [lonspouiip FieSize st 2 dayes o
nhaspauldixp WehSpeedwshrokerl <2 days>
ffr container nbaspauldixp WebSpeed.wsdynamics <2 days> @
Apply Filter
Seleot Al | Seleot Al |
A message appears similar to the following (depending on which resources you select)
confirming the resources you are about to affect:
Microsoft Internet Explorer x|
9 Confirm your desire to set the following resourceds) to retain graph samples For up to 24 hours. Increasing the
. retention time may substantially increase the disk space used by the graph sample database in the Fathaom work
area.
nbaspauldixp. CPU.CPU <1 day:=
nbaspauldixp. Disk.Disk-0_C: <1 day>
nbaspauldixp.FileSystem FileSys-C:_ <1 day=
nbaspauldizp.Memory . Memory <1 day=
Cancel |
7.  Click OK to confirm. The Graph Cached Database Configur e page appears.
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8. Toverify that thetime period was changed correctly for the resourcesyou selected, choose

the resources and containers, and click Apply Filter. The Availablelist showsthe

resources whose graph cache time period is still set to the 48-hour default aswell asthose
whose time period you have changed (perhaps to 24 hours), as shown in the following

example:

Available Filter

List resource of type:

E—

for container:

* -

Apply Filter

Resources to operate on

Available

W

nhaspauldixp AppServer.ashroker] <2 days>
nhaspauldixp.AppSensericfrepos <2 days>
nbaspauldixp. CPU.CPU <1 day>

nhaspauldixp Database. Backorders <2 days>
nhaspauldixp. Database FathomTrendDatahase <2 days>
nbaspauldixp. Database Inventory <2 days>
nhaspauldixp Disk.Disk-0_C: <1 day>
nhaspauldixp FileSize test <2 days>
nbaspauldixp FileSystem FileSys-C:_ <1 day>
nhaspauldixp Memory.Memany <1 day>
nhaspauldixp Web3peedwshroker! <2 days>
nbaspauldixp \WebSpeedwsdynamics <2 days>

Select All |

@
@

Selected

Select All |

Setting user preferences

Y ou can establish your own preferences for the following Fathom features:

e The Fathom Management console page refresh rate.

«  Thedefault polling and trending attributes for your Fathom resources: database, file,
network, OpenEdge server, and system.

Y ou make these selections on the User Preferences page.
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To set user preferencesfor page refresh and default polling and trending:

1.  Select Optionsfrom the Fathom console menu bar. A list of options appearsin the list
frame:

Options

# Authorized Users
# Configuration
# General
# Trend database
* Web server
# Email alerts
¥ Resource monitoring
# Graph cache
# User Preferences
“ SNMP

2. Select User Preferences. The User Preferences page appears.

3. Continue with the “ Setting the page refresh option” section on page 7-22.

Setting the page refresh option

From the User Preferences page, you can choose if and when you want the Fathom pagesto
refresh.

Consider your page refresh needs closely before establishing a setting. Frequent refreshing of
menu, list, and detail frames adds to the processing time used by Fathom.

The current setting appearsin the Currently field, as shown in Figure 7-2.

% User Preferences

Automatically refresh pages

Currenthy |D|sah|e - | Set |

%] Besource Monitor Defaults
|

Detauk poling annbuiss for ESCUTS monins

Figure 7-2: Refresh Pages page
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The following refresh options are available:
+ Disable

. Every 30 seconds

. Every 45 seconds

. Every minute

. Every 2 minutes

. Every 5 minutes

. Every 10 minutes

. Every 30 minutes

To changetherefresh setting:
1.  Fromthe Currently drop-down list, select a new option.
2. Click Set. The following activities occur:
e Themenu and detail frames are immediately refreshed.
. The objects in the menu frame refresh according to your new setting.

« Anytimethelist framedisplaysthe Alert List page or the Resour ces page, these
objects will be refreshed according to the new setting selected.

Remember that you can always click the Refresh icon, shown below, inthelist control bar
in the lower-left corner of the console:

el

Note: For moreinformation about using the console, see the Resource Monitoring Guide.

7-23



Installation and Configuration Guide

Changing the SNMP Adapter settings
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If you

have installed the SNMP Adapter, you can change the current SNMP Adapter settings.

To changethe SNM P Adapter settings:

1. Select Options— Configuration — SNMP. The SNM P Adapter page appearsin the
detail frame and displays the SNMP agent status and current settings:

B
SNMP Adapter

Edit |  Stop SHMP Agent
SNMP agent status
Snmp agent: Running
SNMP information
Snmp agent port: 2001
Default SNMP trap port: 8002
Default SNMP read community:  public
Default SNMP write community:  private
Autostart SNMP: false

Y ou can also start or stop the SNMP agent from the SNM P Adapter page.

Click Edit. Change one or more of the following settings:

Snmp agent port — The port number of the host machine on which the SNMP
management agent resides. The SNMP agent trand ates the requests from the SNMP
management console and interprets M1B variables. The default port number is 8001.

Default SNMP trap port — The default port number to which traps are sent. The
number is 8002,

Default SNM P read community — The community that specifies who has
permissions to read which variables.

Default write community — The community that specifies who has permissionsto
write which variables. (In the case of the Fathom MIB, the values are read-only.)

Autostart SNM P — The option to autostart the SNMP agent.

Click Submit.
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Setting resource monitor defaults

From the User Preferences page, you can set default polling and trending attributes for the
following resources:

. Network
. Database
. System

. File

. NameServer
. AppServer

«  WebSpeed

To choose the default options:

1. Click Resource Monitor Defaults. The Resour ce Monitor Defaults page appears:

Resource Monitor Defaults

Resource functions

Metwork Resource Defaults Systern Besource Defaults

Defsult peling stibutes for netwerk Eooumes Defzul poling aftrbutes for system mescumes
Database Hesource Defaults File Resource Defaults

Defzul poling atdbutes fordatzbass meoumes Defzul poling atdbutes forfile meoumes

MameServer Resource Defaults @ AppSenier Resource Defaults
Defzul poling attdbutes for NameSener metumes Defzult poling stebutss for 4 ppSener EaeWmes

WebSpesd Resource Defaults
Default polling attdbutes for WebSpeed mscumes

2. Click aresource category. The defaults page for that category appears.
3.  Select the defaults.

4.  Whenyou finish setting thedefaults, click Submit. A message appears confirming that the
defaults have been successfully updated.
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>

To return to the original Fathom defaults, click Restore Fathom Defaults.

For more information about selecting resource monitor defaults for system, network, and file
resources, see the relevant sections in the Resource Monitoring Guide. For more information
about sel ecting resource monitor defaultsfor databases, seetherelevant section in the Database
Management Guide. For more information about selecting resource monitor defaults for
OpenEdge server components, see the relevant section in the OpenEdge Server Management
Guide.

Using the command-line interface

7-26

Fathom provides a command-line interface that performs Fathom functions without the use of
the graphical user interface.

Note: To usethe command-line interface, HTTP must be enabled with localhost defined as a
trusted client. See Chapter 8, “ Setting up Secure Communications for Fathom
Management” for details.

Specifically, the command-line interface allows you to:
. Start, query, and stop Fathom.

*  Dumpthe contents of the Fathom configuration database to areadable form (an XML file)
and, in the event of a catastrophic failure, use the backup dump file to restore the database.

*  Access command-line help.

Y ou can also use the command-line interface to work with aertsin the following ways:
. Clear an dert.

. Enable and disable polling.

*  Work with alert commands.

For details about working with alertsin the command line, see the Alerts Guide and Reference.
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Using the fathomenv window

As a convenience, you can execute both Fathom and OpenEdge command-line utilities from a
Fathomenv window. Access this window by choosing Start — Programs— Fathom -
fathomenv. Fathomenv setsthe shell environment variables needed for executing both Fathom
andOpenEdge commands, as shown in Figure 7-3.

iz* fathomeny

fAppending ...
DLC: C:sProgress~OpenEdges~bin

FATHOM: C:“\Progress“Fathom“-hin
to the PATH.

OpenEdge Release 1B8.8B1P as of Thu Apr 8 BB:53:28 EDT 28084
Fathom)Uersion 3.8A1B as of led Apr 14 B3:33:86 EDT 28064
proenv >

Figure 7-3: fathomenv window

Starting, querying, and stopping Fathom

Use the following syntax to start, query, or stop Fathom from the command line:

fathom [-start I —queryl -stop] <option>

Table 7-1 describes the options you can use when starting or stopping Fathom.

Table 7-1: Options for starting and stopping Fathom (1of 2
Option syntax Description
-host Host where the AdminServer process resides.
-port Port where the AdminServer runs. Default is 20931.
-timeout <time> Time, in seconds, for Fathom to wait for a response.
Default is 240 seconds.
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Examples
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Table 7-1: Options for starting and stopping Fathom (20f 2)
Option syntax Description
-user <user-name> Username on machine where the AdminServer resides.

Default is current user.

-password <user-password> Password associated with the specified username. Not
needed for local connection.

Note: Useof the -password parameter might allow
othersto see your password in clear text.

Y ou want to connect to your AdminServer but you do not want to wait more than five minutes
for the connection to be made. Enter the following syntax to start Fathom from the command
line (and assume that the AdminServer port isthe default of 20931):

fathom -start -timeout 300

Enter the following syntax to stop Fathom from the command line and specify that the
command-line interface tool wait five minutes before reporting an error (and assume that the
AdminServer port is the default of 20931):

fathom -stop -timeout 300

To learn the execution status of Fathom with an AdminServer port number of 1905, enter the
following syntax:

fathom -query -port 1905
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Dumping, backing up, and restoring the Fathom
configuration database

Using the command-line interface, you can dump the Fathom configuration database, even
while Fathom is running, to areadable XML file. Y ou can use the dump file as a backup of the
configuration database; in the event of a catastrophic failure, you can use the backup dump file
to restore the Fathom configuration database. Because the dump file is readable, you can also
use the file when you are performing diagnostics.

Y ou can a'so perform adump and load to reduce the disk space that the Fathom configuration
database is using.

Dumping the Fathom configuration database

Y ou can dump the Fathom configuration database to a file whose name you specify by typing
the following command:

fathom -dump <filename>

The resulting file will be in XML format and will contain an XML representation of al
definitions in the Fathom configuration database. Y ou can use this resulting file either as a
potential single-file backup of the database or to assist with diagnostics regarding database
performance.

Note that you can run the dump command whether Fathom is online (running) or offline (not
running). If you run the command when Fathom is online, the dump command is sent to Fathom
for processing. Y ou can also usethe -httpport argument, asfollows, to identify the port of the
Fathom Web server:

fathom -httpport <port-number> -dump <filename>
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Restoring the Fathom configuration database from a backup file

Y ou can load adump file you created from the Fathom configuration database. To run the load
command, be sure that Fathom is offline; if Fathom is running, you must stop the AdminServer
before you run the command.

To load thefile, type the following command:

fathom -load <filename>

The -Toad command recreates the Fathom configuration database and populates it with
definitions in the file whose name you specify.

Reducing Fathom configuration database disk space usage

Y ou can perform both the -dump and -1oad commands to reduce the amount of disk space
consumed by the Fathom configuration database. Y ou might want to perform this reduction in
spaceif Fathom has been performing alot of resource modifications over an extended period of
time, in which case some database fragmentation might have occurred causing more disk space
to be consumed than is actually required.

Note that Fathom must be offline when you run the -1oad command.

If Fathom is online, be sure to stop the AdminServer.

To dump the data, do the following:

1. Back upthe fathom.o* filesthat are in the following location:

<fathom-install-dir>\config

2. Removethe fathom.o* files from thelocation identified in Step 1.
3. Copy the fathom.xm1 file to the \config directory.

4, Restart the AdminServer.
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Accessing command-line help

To access help about any command-line option, use the following:

fathom -help -command

To access help for the -clear aert command when you have changed the default Web server
port to 8080, enter the following command:

fathom -httpport 8080 -help -clear

To access help for the -stop command, enter the following:

fathom -help -stop

The help information shown in Figure 7—4 appears.

iz* fathomeny

Fathom Uersion 3.0A1B as of Ued Apr 14 B3:33 EDT 2804
llsage: fathom —stop [optionsl

options:
Print this message.
Port vhere AdminServer Process resides.

Default is 26931.
Time {in seconds) for fathom to wait for a response.

~host <hostname Host name where the fAdminserver process resides.

—user <username’ Username on machine where the AdminServer process
resides.

—password <password> #*The password associated with the username specified.

#* Note: use of this parameter may allow others to see your password in clear
text.

proenv

Figure 7-4: Command-line help for -stop
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Setting the log level for the AdminServer log file
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The AdminServer log (admserv. 1og) records AdminServer activity. Thelogislocated in the
OpenEdge Work directory.

Y ou can determine how much information iswritten to thelog file by setting thelog level. There
are several different waysto set thislevel, depending on the platform.

Using the fathom.init.params file (for Windows and UNIX
platforms)

Y ou can modify the fathom.init.params fileon either Windows or UNIX to set thelog level.

Toset thelog level:

1. Openthe fathom.init.params filein atext editor. (Thisfileislocated in the Fathom
install directory.)

2. Addthefollowing line:

FathomLoglLevel=n

in which n isanumber from 0 to 5. The lower the number, the lessinformation is written
to the log.

3. Savethefile.
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Adding a Fathom log level to $JVMARGS

On UNIX platforms only, you can set the log level by adding it to WMARGS.

To set thelog level:

1

2.

Open $JVMARGS.

Add the -DFathomL ogL evel=2 value, as follows:

JVMARGS="$JVMARGS -DFathomLoglLevel=2";export JVMARGS
proadsv -start

Adding a Fathom log level to the Windows registry

On Windows platforms only, you can set the log level in the registry.

To set thelog level on Windows 2000 or Windows XP platforms:

1

2.

Choose Start - Run.
Type regedit, and click OK.

Open the following key:

HKEY_LOCAL_MACHINE\SOFTWARE\PSC\PROGRESS\<version>\JAVA\JVMARGS

Add the following value:

"-DFathomLogLevel=2"

Restart the AdminServer

Restart Fathom.
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Setting up Secure Communications for
Fathom Management

As you monitor resources and trend data using Fathom Management, one of your primary
considerations will be the security of the data as it is transferred over the Internet.

This chapter describes how to use the HTTPS protocol with the Fathom Management Web
server and the FathomTrendDatabase, as outlined in the following sections:

e Transferring data securely with the HTTPS protocol

. Understanding common SSL terminology

. Getting started: using the Fathom Management demo certificate
. Changing Web server settings

. Changing FathomTrendDatabase settings

. Using SSL with Fathom Management

. Using your own certificate

. Using the keytool utility

. For additional information about using HTTPS
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Transferring data securely with the HTTPS protocol
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Asyou work with Fathom, you want to ensure that data being transferred between the Web
browser and the Fathom Management Web server is secure. Y ou may also require the same
level of security when you trend performance data if the trend database is located on aremote
machine. In cases in which you are sending or receiving sensitive data, the security of the
communicationsis essential .

With thisrel ease of Fathom, you can now usethe HTTPS protocol for communications between
the Web browser and the Fathom Management Web server as well as between a Fathom
instance and aremote trending database. The HT TPS protocol with Secure Sockets Layer (SSL)
encrypts data through the use of a public/private key pair and a signed certificate, thereby
making sure that both the client and the server (or, asin the case of Fathom, a\Web browser and
the Fathom Management Web server) can authenticate each other’ sidentity. If you aretrending
datato aremote database, you can ensure that communication between the two machinesis
secure.

Both Netscape and Microsoft Internet Explorer support SSL .

Using the Fathom Management demo or your own
certificate

To help you get started using the SSL protocol, Fathom Management includes a demo keystore
and certificate, valid for approximately oneyear, that you can set up on anonproduction system.

If you prefer (or if you want to set up SSL on aproduction system), you can generate your own
certificate or use one that you acquire from a certificate authority.

Instructions for setting up SSL by either method are provided here.
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Understanding common SSL terminology

Asyou prepare to establish secure communications of Fathom-related data, there are several
terms with which you should be familiar.

Data encryption

A method of translating data into a code that is indecipherable without a special key or
password. The sender of the data encrypts it, and the receiver of the data decryptsiit.

Encrypted datais also known as cipher text.
SSL handshake

A communication that allows the server to identify (authenticate) itself to the client by sending
acertificate. The client uses the certificate to verify that the sender iswho it claims to be.

Public and private key pair

The combination of a sender’s public key, which is common knowledge, and a private key,
which is known only by the recipient of an Internet communication. For example, if a server
wants to send a secure communication to aclient, the server uses the private key to encrypt the
contents of the message. The client then uses its public key to decrypt the encrypted message.

Keystore
A database that functions as a repository for the certificates and keys.
Keytool

A key and certificate management utility, developed by Sun Microsystems, that allows you to
administer your own private/public key pairs and associated certificates. Y ou then use these
keys and certificates for self-authentication (in which you authenticate yourself to other users
or services) using digital signatures.

X.509

A commonly used standard for defining digital certificates.
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Certificate

An attachment included in a network communication for the purposes of security. A certificate
allows the recipient of the communication to verify that the sender is as claimed and allowsthe
recipient to return to the sender an encrypted response.

A certificate isissued by a Certificate Authority (CA).

Each certificate is adated entity that has alimited lifespan. A typical certificateisissued for a
year; however, atria certificate will likely be valid for a shorter period of time, perhaps for
fourteen days.

Y ou can typically obtain a 14-day trial certificate from a certificate/security company such as
Verisign (http://www.verisign.com)

Certificate Authority

A provider of encrypted digital certificates. The CA signsthe certificate request and chainsit to
itsroot certificate.

Root certificate

A certificate that identifies the Certificate Authority. A root certificate is self-signed, meaning
it does not chain to another certificate to establish trust. If a certificate user, such as abrowser,
does not recognize aparticular certificate, it walks the chain for a parent that it does know, until
it reaches the root.

Digital signature
A signature on a certificate from atrusted Certificate Authority.
procertm utility

A utility you can use to add any Certificate Authority’s root certificate to the trend trust
keystore, if the root certificate is not already there. Y ou can also use the procertm utility to
convert digital certificates between certificate file types (.der and . pem).


http://www.verisign.com
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Getting started: using the Fathom Management demo
certificate
If you want to get up and running with SSL quickly, you can use the demo certificate that

Fathom Management provides and set up the HTTPS protocol for Fathom Management Web
server and remote FathomTrendDatabase communications.

Caution: Thisdemo certificate is not intended for use in a production environment.

Configuration update errors or warnings

In the event that you make an update to the Web server or FathomTrendDatabase configuration
and the update is not successful, an error message appears, describing theissue. Additionaly, a
red letter X appears next to the field that prompted the generation of the error. The presence of
one or more errors stops the update; click OK to close the error message.

If you make an update to the configuration and awarning is generated, an alert box appears and
describes the particular warning. Additionally, a blue question mark appears next to the field
that prompted the warning. Unlike what happens when an error is detected during a
configuration update, the warning does not stop the update from proceeding; it is simply an
informational reminder to you that you might want to reconsider how you are configuring
Fathom.

If you make a change in configuration and the change does not appear to have taken effect,
consult the AdminServer log (admserv.1og), which islocated in your OpenEdge Work
directory, for details.
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8—6

Identifying trusted clients

Asyou update the configuration of either the Web server or the FathomTrendDatabase, you can
optionally identify one or more trusted clients who are allowed to connect to the Fathom
instance using the designated protocol. If you want to list more than one trusted client, separate
each entry by a comma.

Y ou can use the trusted clients feature to allow afew well-known clients (or even an entire
subnet) to connect unsecured to Fathom Management for convenience and possible
performance reasons, whilerequiring al other clientsto use asecured connection. For example,
you might want to establish that you use the HTTP protocol for intranet connections and the
HTTPS protocol for any Internet connections (for example, coming through afirewall).

Y ou can identify atrusted client by using any of the following formats:

. DNS name (for example, pcjoe).

. A dot-formatted address string (for example, 123.123.123.123).

e A wildcard dot-formatted address string (for example, 123.123.123.*%).

Independent of how you configure trusted clients, you are always able to connect from the local
host. If you leave the trusted clients list empty, any client can connect.

Reconnecting to Fathom Management after updates

Note that changesyou make to the configuration might require that you reconnect (log in again)
to Fathom. If logging in again is necessary, you will be prompted to do so.
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Changing Web server settings

When you perform the initial Fathom configuration, you identify the Web server port you plan
to use. Although you cannot choose to use the HTTPS protocol when you are making your
initial configuration decisions regarding the Web server (asdescribed in Chapter 5, “ Setting Up
Fathom for the First Time”), you can make that choice afterwards by updating the configuration
options. Y ou can change the port number, and you can aso decide whether to use HTTP only,
HTTPS(SSL) only, or both HTTPand HTTPS (SSL). If you choose to use both the HTTP and
HTTPS protocols, you can define for both protocols alist of trusted clients.

For example, you might prefer to restrict the ones you want to talk to Fathom without SSL. For
HTTP, you might put thelocal host (or create asubnet of local usersto use HTTP) asthetrusted
client. For HTTPS, you can open datatransfer to anyone, keeping in mind that it might add some
overhead to communications.

Note: To usethe existing command-line interface, HT TP must be enabled with localhost
defined as a trusted client.

To changethe Web server settings:

1. Select Options— Configuration - Web server. The Fathom Web Server
Configuration page appears in the detail frame and displays the current Web server
settings.

2. Choose from the following protocol options:

. If you want to allow HTTP connections, select the Enable HT TP protocol option.
Type the port number inthe HTTP port field.

. If you want to allow HTTPS connections, select the Enable HT TPS protocol
option. Type the port number inthe HTTPS port field.

. If you want to allow both HTTP and HTTPS connections, select both the Enable
HTTP protocol option and the Enable HTTPS (SSL) protocol option. Then type
the port numbersinthe HTTP port field and the HTTPS port field.
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3.

Using advanced HTTP and HTTPS options with the
Fathom Management Web server

Y ou can use the following advanced options when configuring Fathom touseHTTP or HTTPS:

Choose one:

. If you want to work with the demo keystore, click Submit. Then seethe“Using SSL
with Fathom Management” section on page 8-17 for details about using an HTTPS

connection.

. If you are an advanced user and you want to change keystore information, continue
with the “Using advanced HTTP and HTTPS options with the Fathom Management

Web server” section on page 8-8.

Use a Trust Keystore other than the demo provided by Fathom.

|dentify trusted clientsfor HTTP and/or HTTPS.

To usethe advanced options:

1.

From the Fathom Web Server Configuration page, click Advanced Options. The

expanded Fathom Web Server Configuration page appears:

g2
518 Fathom Web Server Configuration

Subrnit Cangel

Current web server seftings

MNote, if pou change the HTTP / HTTPS par, youll need to recannect
to Fatham using the new port after submitting your changes.

W Enable HTTP protosel?

HTTP port: 9080

I~ Enable HTTPS (55L0) protocol?
HTTPS port: 443

Help
Hide Options

HTTP Configuration

Trusted clients: I
(comma-delimited list)

HTTPS Configuration
Identity Keystore

Nate, if pou change any of the identity keystore information, poull need to
reconnect to Fathom affer submitting pour changes.

Keystore pass phrasdrrrees

Alias:

Alias pass phrase:

Keystors path name; |C \ProgresstFathormconfigidemolVebServerldentityKeystore ks

Trusted clients:

(eomma-delimited list) I
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Under HTTP Configur ation, type the name of one or moretrusted clientsin the Trusted
clientsfield. If you type more than one trusted client, use acomma-delimited list.

Y ou can identify trusted clients by machine name, subnet, or |P address.

Under HTTPS Configuration, notice that the following fields are prefilled with data
taken from the demo keystore, which is demowebServerIdentityKeystore.jks:

Keystore path name
Keystore pass phrase
Alias

Alias pass phrase

The Keystore pass phrase, alias, and alias pass phrase are all case-sensitive.

Notice also the following details related to the demo certificate information provided by
Fathom:

Owner — The Common (CN) and Organization (O) name components of the
Distinguished Name (DN), whose public key the certificate identifies. For the demo,
the owner is Demo or localhost, Progress Software Corp.

Note that most popular browsers expect the common name portion of the owner
name to be the DNS host name of the machine that is using the certificate for SSL.
If a certificate has a different common name, as does the Fathom demo certificate,
the browser notifies you of the difference when you connect to a Web server using
this certificate.

I ssuer — The Common (CN) and Organization name components of the
Distinguished Name (DN), the organization that signed the certificate.

Type — Thetype of certificate. X.509 isthe most widely accepted format and is
currently the only format supported by the JDK keytool. Thisis aso the default
format used by SSL.

Public key — The algorithm used to generate the public/private key pair. This
should always be RSA, which isthe only algorithm that Netscape and Internet
Explorer browsers recognize.

Signature algorithm — The algorithm used by the CA to sign the certificate.
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. Version — The version of the X.509 standard that appliesto this certificate. There
are currently three certificate versions: V1, V2, and V3.

. Valid from — The dates for which the certificate is valid.

3. Typethe nameof one or moretrusted clientsin the Trusted clientsfield. If you type more
than one trusted client, use a comma-delimited list.

4.  Click Submit. A message appears confirming that the configuration has been successfully
updated.

5. Click OK.

Note that changes you make to the configuration might require you to reconnect (log in again)
to Fathom.

Changing FathomTrendDatabase settings

8-10

Y ou determine whether the FathomTrendDatabase storestrend datain alocal or remote Fathom
database. For trending to alocal database, you specify thelocal database path name and thelocal
database port when you initially configure Fathom; for trending to a remote Fathom instance,
you specify the remote Fathom host name and the Fathom Web server port. (These initial
configuration steps are described in Chapter 5, “ Setting Up Fathom for the First Time.”)

Although you cannot choose to use the HTTPS protocol when you are making your initial
configuration decisions regarding the location of the FathomTrendDatabase, you can make that
choice afterwards by updating the configuration options. If you have a client that needs to get
through afirewall, you can also configure trending to use a proxy server instead of connecting
directly to the Internet.

For HTTPS, you can open data transfer to anyone, keeping in mind that it might add some
overhead to communications.

If you choose to trend to a scripted database and use the HT TPS protocol, the machine on which
the database resides must have HTTPS enabled in the Web server configuration.
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Tostoretrend datain a managed Fathom database:

1

Select Trend database in the list frame. The Fathom Trend Database Configuration
page appears in the detail frame and displays the current trend database settings.

Select Storetrend data in alocal Fathom database.

Type the database path name (for example, C:\Fathom\db\Fathom.db). (Note that the
inclusion of the .db extension is optional when you provide the path name.)

Type the database port number (for example, 1234).

Click Submit.

To storetrend datain a remote Fathom instance:

1

Select Trend database in thelist frame. The Fathom Trend Database Configuration
page appears in the detail frame and displays the current trend database settings.

Select Storetrend datain aremote Fathom instance.
Type the host name in the Fathom host name field.

Type the remote Fathom Web server port number in the Fathom port field. Typically, the
number is 9090 for HTTP or 9443 for HTTPS.

Touse HTTPS, select the Use HTTPS (SSL) protocol option.
Choose one:

. If you want to work with the demo keystore and are not using a proxy server, click
Submit. Then seethe“Using SSL with Fathom Management” section on page 8-17
for details about using an HTTPS connection.

. If you are an advanced user and you want to change keystore information or use a
proxy server, continue with the “Using advanced HTTPS options when trending
remotely” section on page 8-12.
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Using advanced HTTPS options when trending remotely

If you want to use HTTPS for communications with a remote FathomTrendDatabase, you can
also use the following advanced options:

* A Trust Keystore other than the demo provided by Fathom.

. A proxy server.

To usethe advanced options:

1. Fromthe Fathom Trend Database Configuration page, click Advanced Options. The
expanded FathomTrendDatabase Configuration page appears:

Ba
513 Fathom Trend Database Configuration

Submit | Cancel |

Current trend database settings

@ Stere trend data in a local Fathom database Help |
Local database path name: |C-\Progress\Fathom\db\fathom
Local database port: 1234

€ Store trend data in a remete Fathom instance Hide Cptions |
Fathom hest name: l—
Fathorm port: IO—

[T Use HTTPS (S5L) pretocol?

HTTPS Configuration
Trust Keystore

Keystore path name ChProgressiFathomtconfigidemneT rend TrustReystore zip
Proxy Configuration
[T Use a Proxy server?

Proxy hast name: l—

Proxy server port: |3100—

Under HTTPS Configuration, the full path name to the demo keystore
(demoTrendTrustKeystore.zip) appearsin the Keystore path name field.

Note: Althoughthedemo keystoreisa .zipfile, the .zip fileformat isnot arequirement
for akeystore. You can also usea .cer fileor a.pem file asthe keystore.

2. Touseakeystoreother than the demo, type the keystore namein the K eystore path name
field.
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3. If youwant to use aproxy server, do the following:
a. Select the Usea Proxy server check box.
b. Typethe host name in the Proxy host namefield.
c.  Typethe server port number in the Proxy server port field.

4.  Click Submit. A message appears confirming that the configuration has been successfully
updated.

5. Click OK.

Note that changes you make to the configuration might require you to reconnect (log in again)
to Fathom.

Using the procertm utility

If you are using HTTPS for communications with aremote FathomTrendDatabase, you use the
demo keystore — demoTrendTrustKeystore.zip — to validate the SSL connection from the
Fathom installations that are trending to a remote management console (the location of the
FathomTrendDatabase). The Digital Certificate that identifies the Certificate Authority who
issued the remote management consol€’ s digital certificate must bein the
demoTrendTrustKeystore.zip for the validation to succeed.

ThedemoTrendTrustKeystore.zip file containsanumber of trusted root digital certificatesfor
aFathom demo and common, public Certificate Authorities. It isnot typically necessary for you
to modify thefile; however, the demoTrendTrustKeystore.zip filecontainsneither thedigital
certificate for every public Certificate Authority nor certificates for any privately run company
Certificate Authority.

Y ou can obtain the distributed list of certificates by running the procertm utility and listing the
contents of the demoTrendTrustKeystore.zip file certificate store. Y ou can also use the
procertm utility to add any Certificate Authority’s root certificate to the
demoTrendTrustKeystore.zip, if notaready there.
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If the remote management consol€’ s issuing Certificate Authority is not already present, you
must first follow these steps:

1.

Contact the CA who issued the management console's digital certificate and obtain the
CA'strusted Root Digital Certificate. Thismay be returned in either PEM (.0, .txt, or
.pem) or DER (.cer or .crt) format.

If the CA root digital certificateisin a PEM format (with afile extension of .0, . txt, or
.pem), use the procertm tool to convert it to DER format (identified with a. cer file
extension).

Use the procertm tool to import the DER-formatted CA digital certificate into the
demoTrendTrustKeystore.zip certificate store.

Managing the trust keystore with procertm

Y ou run the procertm utility from a command line using the following syntax:

Syntax

procertm [options] cert_store

in which:

cert

The path to the digital certificate you want to import, export, or remove. Thisis used with
the -1, -e, and -r options. When importing, the path is relative to the working directory.
When exporting or removing digital certificates from cert_store, the path is the full
digital certificate path specified in cert_store. Subdirectories should be specified with a
forward dlash (/). Y ou can use multicharacter (*) and single-character (?) wildcardsin the
cert filename and file extension.

cert_store

The path to the zip or jar certificate storefile. If the certificate store file does not exist,
and you are importing digital certificates, anew fileis created.
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When you run procertm, it performs the optionsin the following order:

1

4.

5.

Imports any certificates specified with the -i option from the working directory into
cert_store. If acertificate is not found, a warning message displays.

Exports any certificates specified with the -e option from cert_store to the working
directory. If acertificate is not found, a warning message displays.

Removes any certificates specified with the -r option from cert_store. If acertificateis
not found, awarning message displays.

Shows theresulting cert_store file contents, if the -1 option is specified.

Prints any digital certificate list information, if the -p optionis specified.

Y ou can provide the following options in any combination and in any order:

-V

Printsverboseinformation about the progress of thedigital certificate’ simport and export.
When used with -1, additional digital certificate field information is printed.

-1

Lists the contents of the cert_store file after all import, export, and remove operations
are completed.

-p

Printsthedigital certificatelist the cert_store contentsto thefile cert_store.dcl, after
al import, export and remove operations are completed.

-1 cert

Imports certificate file(s) matching cert to cert_store from the working directory. The
cert_store fileiscreated asrequired. Y ou can specify this option multipletimes. Seethe
definition of cert.

8-15



Installation and Configuration Guide

8-16

* -e cert

Exports the certificate file(s) matching cert from cert_store to the working directory.
Any subdirectories are created if required. Y ou can specify this option multipletimes. See
the definition of cert.

o -r cert

Removes the certificate file(s) matching cert from cert_store. You can specify this
option multiple times. See the definition of cert.

. -d

Sets the working directory path where certificates are imported from or exported to. The
default is the current working directory.

Converting digital certificates with procertm

Y ou can use the procertm utility to convert digital certificates between .DER and . PEM file
formats. To convert files from one file format to the other, use the following command line
syntax:

Syntax

procertm -c in_cert out_cert

in which:
. in_cert

The digital certificate whose file format you want to convert.
b out_cert

Thefileformat to which you want to convert the digital certificate. Procertm performsthe
conversion based on the file-extension type. For example, if in_cert hasafile extension
typeof .crt and out_cert hasafile extensiontypeof .pem, in_cert isconverted from
.der to .pem format and written to the file out_cert.
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Using SSL with Fathom Management

Once you configure the Web server to use SSL, enable the HTTPS protocol on a port, and
identify avalid identity keystore and certificate, you can connect to Fathom using the HTTPS
protocol.

In the browser’ s Address field, type the following command:

https://<host-name>:<port-number>

inwhich:
. host-name is either the DNS name or the dot-formatted address where Fathom is running.
. port-number isthe port on which HTTPS islistening for SSL connections.

The Fathom Management login window appears.
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Detecting a certificate from an unknown Certificate
Authority

If the browser determines that the certificate uses an unknown CA (asisthe case with the

Fathom demo certificate), a message appears informing you of this fact. Depending on the
version of the browser, the content of the message varies.

When browsing in Netscape

If you are using the Netscape browser and attempt to connect to a Web site whose certificate
uses an unknown CA, you see the message shown in Figure 8-1.

Paszsible reasons for this eror:

!_ Unable to wverify the identity of ntdbtest] as a trusted site.
Ty

- Y'our browser does not recognize the Certificate Autharity that issued the site's certificate.
- The zite's certificate iz incomplete due to a server misconfiguration.

- f'ou are connected to a site pretending to be ntdbtest], possibly to obtain pour
confidential information.

Flease naotify the site's webmaster about this problem.
Before accepting this certificate, you should examine this site's certificate carefully. Are

you wiling to to accept this certificate for the purpose of identifying the Web site
ntdbtest1?

Examine Certificate. .

(O Accept this certificate permanently
@ Accept thiz certificate temporarily for this zession

(O Do nat accept this certificate and do not connect to this Web site

[ ok ] [ Cancel ] [ Help ]

Figure 8-1: Unknown authority in Netscape

At this point, you can click either Cancel or Examine Certificate. If you click Cancel, you
close the message without accepting the certificate. Y ou will then be prompted each subsequent
time you attempt to connect to the machine with the unknown CA.
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If you click Examine Certificate, you see the details shown in Figure 8-2.

General I Dietails

Could not verify this certificate for unknown reasons.

lssued To

Common Mame [CH) ntdbtest]

Organization (O] F athomid anagement

Organizational Unit (OU] TPC

Senal Mumber BF:14:2B:BE:C8:EF-B0:D5:8B: B8 9C: 4544 B4:FF:41

Iszued By

Common Name [CH) <Mot Part OF Certificate:

Organization (0] WeriSign, Inc

Organizational Unit [OU]  weww. verisign. com/repositony/ T estCPS Incorp. By Ref. Liab, LTD.
Yalidity

lzsued On 8/25/20032

E xpire= On 9/9/2003

Fingerprints

SHA1 Fingerprint B3:DE:CF:94:F7:B3B5ET:28:34:61:4C:7F:01: 42:66:0E: 1 0: O&: FO
D5 Fingerprint 1B: 27 7C:.46:F9:42:40:66:B5:90:9E :F4:D1:60:CF:09

Figure 8-2: Certificate details

Click Closeto return to the previous window, where you are presented with the following three
choices:

e Accept the certificate temporarily for thissession

If you select this option (which isthe default), you will be prompted each and every time
you attempt to connect to the Web site from this browser. Y ou can then accept the
certificate on a session-by-session basis.

e Accept the certificate permanently

If you select this option, the certificate isimported into your browser. Y ou will not be
prompted when you next connect to the Web site from this browser.

. Do not accept the certificate and do not connect to thisWeb site

If you select this option, your browser session terminates.
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When browsing in Internet Explorer

If you are using the Internet Explorer browser and attempt to connect to a Web site whose
certificate uses an unknown CA, you see the message shown in Figure 8-3.

x|

r?"l Information vou exchange with this site cannot be viewed or
¥ changed by athers. Howewver, there is a problem with the site's
zecunty certificate.

@ The security certificate was issued by a company you have
ot chosen to trust, View the certificate to determing whether
you want to brust the certifying authority,

o The secuty certificate date iz valid.

o The securty certificate haz a valid name matching the name
of the page wou are ting to view.

Do you want ko pracesd?

‘Wiew Certificate |

Figure 8-3: Security Alert dialog in Internet Explorer
Y ou have the following three choices:

. Click Y esto accept the certificate for the current session only.
»  Click No to terminate the session.

. Click View Certificate.
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The certificate appears, as shown in Figure 8-4.

2%

eneral | Details | Certification Path

@x’ Certificate Information

This cettificate cannot be verified up to a trusted
certification authority.

Issued to: ntdbtestl

Issued by: For YeriSign authorized testing only, Mo
assurances (C)W31997

valid from 25/2003 to 9/9/2003

Issuer Stakermnent |

Install Certific.

Figure 8-4: Certificate details

The certificate contains three tabs of information: General, Details, and Certification
Path.
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Toinstall the certificate:

1. Click Install Certificate. The Certification Import Wizard launches:

x|

Welcome to the Certificate Import
Wizard

This wizard helps you copy certificates, certificate brust
lists, and certificate revocation lists From your disk to a
certificate store.

A certificate, which is issued by a certification autharity, is
a confirmation of your identity and contains inFormation
used to protect data or to establish secure network
connections. & certificate store is the system area where
certificates are kept,

To continue, click Mesxt,

et = Cancel

2. Click Next. The Wizard continues:

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location For

' futomatically select the certificate store based on the bype of certificate:

" Place all certificates in the following skore

[

< Back | Mext = | Cancel
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3. Accept the defaults, and click Next. The Wizard compl etes:

x|

Completing the Certificate Import
Wizard

‘ou have successfully completed the Certificate Import
wizard,
‘fou have specified the Following settings:

Certificate Store Selected  Automatically determined by b
Content Certificate

< | [T

= Back Cancel |

4.  Click Finish. A message appears informing you that the import was successful.

Note: If you are using the certificate for testing purposes only, you can remove the
certificate from the browser at any time.

Using your own certificate

If you want to use a certificate other than the demo included with Fathom Management, you can
do either of the following:

. Generate your own certificate (to be placed in a JSSEE-compatible keystore) by using the
keytool utility. See the “Using the keytool utility” section on page 8-24 for details.

. Use an existing certificate that you have already acquired from athird-party CA. To use
the existing certificate, follow the “ Step 3: Importing the CA Certificate” section on
page 8-29 and the “ Step 4: Importing the signed certificate to the store” section on
page 8-29.
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Using the keytool utility

8-24

You can use avalid certificate that you have already acquired from a CA, or you can use the
keytool utility to take you through the following four steps towards obtaining and importing
your own certificate:

1. Creating akeystore repository and generating a key.
2. Generating a certificate request.
3. Importing the CA’sroot certificate.

4. Importing the signed identity certificate to the store.

Step 1: Creating a keystore repository

Beforeyou obtain adigital certificate, you must create akeystore repository to hold the identity
and CA certificates.

Running the following command will also put a self-signed certificate and key pair into the
store.

Note: For improved readability of the command-line samplesin this document, each
command-line option appearsin its own line. However, you must actually type the
command as one continuous string, without including any return characters.
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To create the repository, type the following command al on oneline;

Keytool
-genkey

-keyalg

-dname “CN=<mypc>, OU=<dept.> O=<company>, L=<city>, S=<state>, C=<country>"
-alias <alias>

-keypass <alias-passphrase>

-keystore <fathom-install>/config/myIdentityKeystore.jks

-storepass <keystore passphrase>

-validity <days>

-keysize 1024

rsa

in which:

-genkey — Creates the public/private key pair and wraps the public key into a
self-signed certificate.

-dname — Defines the distinguished name string that identifies your site, as
described in Table 8-1.

Table 8-1: Distinguished name string components
Component Description
CN The common name, which istypically the host name

for the system. (If you do not type the host name, you
will get an alert from the browser).

ou The name of your organization or department.
@) The name of your company.

L The name of your city.

S The name of your state.

C The name of your country.

-alias — A valuethat identifies a specific certificate/key pair. Y ou must provide a
unique alias for each certificate/key pair in akeystore. In the example shown here,
the dliasis Acme.

-keypass — A password that you will useto access a specific certificate/key pair. In
the example shown here, the keypassis coyote.
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-keystore — Thefull path (relative to the Fathominstall directory) and the name of
the keystore file you want to create.

In the example shown here, myIdentityKeystore.jks istherepository name, and it
isstored in the <fathom-instal1>\config directory, the default location.

-storepass — A password for the keystore file. In the example shown here, the
storepass isroadrunner.

-validity — Thelength of time, in days, that the certificate can be used. The default
is90 days.

-keyalg — The algorithm being used to create the certificate signature.

Use this option to override the default value of dsa by specifying rsa, which isthe
default used by the Jetty Web server and required by Internet Explorer and Netscape.

-keysize — The default key size of 1024; other values include 512 and 2048.

A sample appears as shown in Figure 8-5.

'J-" fathomeny

Appending ...
DLG: G:n0OpenEdgesbin
FATHOM: C:sFathom“bin

to the PATH.

OpenEdge Release 18.8BB1P as of Wed May 12 8@A:53:45 EDT 2884

Fathom Version 3.0A1B as of Fri May 14 @A3:18:58 EDT 26884
proenv>C:inOpenEdgesjdksbinskeytool —genkey —dbname “CM=mypc. OU=Dev. O=Acmeco. I
=Tucson, 8=AZ. C=U8" -alias Acme —keypass coyote —keystore C:“Fathom-config myld
entityKeystore.jks —storepass roadrunner —validity 98 —-kevaly rsa —keysize 1824

Figure 8-5: Creating a keystore

The command shown in Figure 8-5 accomplishes the following:

. Generates a public/private key pair for the entity whose distinguished name (DN) hasa
common name (CN) of mypc, the organizational unit (OU) Dev, the company (O)

Acmeco, the city (L) Tucson, the state (S) AZ, and the country (C) US.

. Establishesthat the certificateisvalid for 90 daysand is associated with the private key in

akeystore entry referred to by the alias Acme.

»  Assignsto the private key the keypass (password) coyote.
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. Createsthe keystore named myIdentityKeystore inthe<fathom-install-dir>\config
directory.

. Assigns to the keystore the storepass (password) roadrunner.
. Uses the r sa key-generation algorithm to create the keys.
. Establishes the size for each key as 1024.

. Creates a self-signed certificate that includes the public key and the distinguished name
details.

Note that if you choose not to type the entire command, you can begin by typing only the
-genkey command. The utility then prompts you for each of the subsequent pieces of
information.

Step 2: Generating a certificate request

Now that you have created aself-signed certificate, you want to request asigned certificate from
a Certificate Authority, so that the certificate is more apt to be trusted by others.
Torequest the certificate:

1. Executethefollowing command, typing it as one continuous string without including any
return characters:

Keytool -certreq

-alias acme

-file d:\work\acme.csr
-keypass coyote

-keystore d:\work\fathomstore
-storepass roadrunner

in which:
. -certreq

Generates a Certificate Signing Request (CSR).

8-27



Installation and Configuration Guide

8-28

. -file d:\work\acme.csr

Specifies the path to and name of the file that is generated to hold the certificate
request information. Generally, the naming convention used to identify aCSR isto
add. csr to the end of the file name. In the example shown here, thefileis
d:\work\acme.csr.

Submit the certificate request to a Certificate Authority (or to your own company’s
certificate authority, such as Microsoft’s Certificate Authority). The submittal of the
request is usually done by copying the contents of the file into the appropriate field into a
Web page generated by your chosen certificate authority’ sWeb site; however, the process
for submitting the CSR is dependent upon the certificate authority.

The CA will typically authenticate you as the requestor and return a certificate, signed by
the CA, authenticating your public key.

When you receive the reply (usually sent by e-mail), copy the contents starting with
---Begin Certificate and ending with --- End Certificateinto afilewith a . cer extension.

In this case, the CA will actually return achain of certificates; each certificate
authenticates the public key of the signer of the previous certificate in the chain.

Download the CA’sroot certificate for use in the Web server identity keystore.

If necessary, obtain the CA’ sroot certificate from your certificate authority to usein your
browser and for remote trending. This certificate is used on the client side (browser) to
authenticate the root signer and al so needs to be added to the certificate keystore file. If
the CA certificate is from awell-known authority such as Verisign, then it may not be
necessary toinstall the CA certificateinto the client-side browser as most browsersalready
include support for well-known certificate authorities.

If the CA isnot onethat isincluded in the trendtrustkeystore.zip, you must get the
CA’s certificate and add it.

Y ou must now update the keystore file (created in the “ Step 1. Creating akeystore
repository” section on page 8-24) by importing the CA certificate and your new site
certificate.
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Step 3: Importing the CA Certificate
Once you receive the signed certificate from the CA, you must import it.

To import the certificate, execute the following command, typing it as one continuous string
without including any return characters:

keytool -import

-alias ca

-file d:\work\ca.cer

-keypass ca

-keystore d:\work\fathomstore
-storepass roadrunner

in which:
. -import causes the certificate to be imported into the keystorefile.
. -alias refersto the new CA certificate.

. -file refersto the path to and name of the file that contains the CA certificate.

Step 4: Importing the signed certificate to the store

To add the signed certificate to the store, execute the following command, typing it as one
continuous string without including any return characters:

Keytool -import

-alias acme

-file d:\work\acme.cer
-keypass coyote

-keystore d:\work\fathomstore
-storepass roadrunner

The CA needs to be distributed to the clients. Y ou can do this either by loading the CA
certificatefilemanually into the browser, or, upon connecting to the Fathom Web server thefirst
time, choosing to download and install the CA certificate.
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The topic of secure datatransfer isalarge and complex one. The information provided hereis
intended to provide you with the details necessary to set up HTTPS connections for Fathom.
However, there are numerous additional resources to which you can refer for more general
information about HTTPS and SSL.

Current additional resources are listed in Table 8-2. Note, however, that links are subject to

change.
Table 8-2: Additional SSL resources
For further
information
about ... See ...
Tria http://www.verisign.com
certificates http://www.rsa.com
SSL http://java.sun.com/j2ee/1.4/docs/tutorial/doc/Security6.html
http://www.rsasecurity.com/standards/ss1/basics.html
http://wp.netscape.com/security/techbriefs/ss1.html
I(eytool http://java.sun.com/products/jdk/1.2/docs/tooldocs/solaris/
keytool.html
Server http://java.sun.com/j2ee/sdk_1.2.1/techdocs/guides/ejb/html/
certificates Security7.html

http://java.sun.com/j2ee/tutorial/1_3-fcs/doc/Securityl0.html



http://java.sun.com/j2ee/1.4/docs/tutorial/doc/Security6.html
http://java.sun.com/j2ee/1.4/docs/tutorial/doc/Security6.html
http://java.sun.com/products/jdk/1.2/docs/tooldocs/solaris/keytool.html
http://java.sun.com/j2ee/sdk_1.2.1/techdocs/guides/ejb/html/Security7.html
http://java.sun.com/j2ee/tutorial/1_3-fcs/doc/Security10.html
http://www.verisign.com
http://www.rsa.com
http://www.rsasecurity.com/standards/ssl/basics.html
http://wp.netscape.com/security/techbriefs/ssl.html
http://www.rsasecurity.com/standards/ssl/basics.html
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A

Access Control List (ACL)

A table of authorized user account information that Fathom creates based on the Fathom
authorized users that you define. Note that these Fathom user accounts are not operating
system accounts.

Action

A user-defined process set up to automatically occur in response to the status, availability,
or performance information of a monitored resource.

Administrator
A user who has accessto al Fathom functionality without restrictions.
Alert
Anindication that a noteworthy event has occurred in a monitored resource.
See also Asynchronous alert, Internal alert, and Polled alert.
Aliasing
An event in which the server sends the client to a different Web page without informing
the client.
Asynchronous alert

An onscreen notification generated by a Fathom resource the moment a specific condition
is detected, regardless of the resource’ s polling interval. An asynchronous alert can
identify violations related to mission-critical and time-sensitive activities.
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Authorized users

Any individuals (administrators or operators) identified to Fathom on the Authorized
Users page.

Autobaselining
See Configuration Advisor.
Auto-start Option

An indication that Fathom Management will be automatically started when the
AdminServer is started.

B

Bar chart
A time-based chart that shows how a resource changes over time.
Baselinevalue

A number that serves as the base for calculating a set of possible threshold settings based
on your system’s past activity for a specific rule. Baseline values are used by the
Configuration Advisor.

Bookmark

A user-defined identifier that isinserted into your log file to indicate the exact point from
which the log file monitor is reading data.

Bulk Clear

Simultaneous clearing of al aerts that meet specified criteria.

C

Certificate

An attachment included in a network communication for the purposes of security. A
certificate allowsthe recipient of the communication to verify that the sender isas claimed
and allows the recipient to return to the sender an encrypted response.

A certificate isissued by a Certificate Authority (CA).

See dso Root certificate.
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Certificate Authority

A provider of encrypted digital certificates. The CA signsthe certificate request and chains
it to itsroot certificate.

Cipher text
Encrypted data.
Collection

A group of resources (known aso as members) that you define. Y ou group resourcesinto
a collection based on criteria that you find valuable when grouped and viewed together.

Collection view

A view of individual viewlets. Each viewlet summarizes particular content, such aswhich
resources have a erts or which active monitoring plans exist.

Configuration Advisor

A Fathom Management feature that can determine optimum threshold settings for specific
polled rules.

Configuration process

The process of making and recording decisions about Fathom’ s setup and operation.
Console

See Fathom M anagement console.
Container

A named instance of an AdminServer that iseither running Fathom or has been configured
to be monitored by Fathom.

Content rule

An HTTP monitor rule that indicates content details such as whether a hash value
comparison should be performed or a search should be performed on a given page for the
search string you specify.

Cron expression

An expression you can use to establish more complex scheduling of jobs or reports.
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Custom job
A user-defined task that is executed according to a user-defined schedule.
See also Database maintenance job and Job.

Custom view

A Fathom view that you create to define exactly what type of information you want to see.
Theinformation appearsin atabular and/or graphical format and provides you with a
quick visual assessment of the status of each of your various resources.

D

Database Compaction

The process of compacting datain the FathomTrendDatabase by using a Fathom database
maintenance job template.

Database maintenance job

A Fathom-supplied, specialized job template from which job instances can be created. The
predefined database jobs address fundamental OpenEdge database maintenance activities.

See also Custom job and Job.
Database migration utility

A Fathom utility that allows a database to be recognized and managed by the Progress
Explorer, the AdminServer, and Fathom Management.

Database resour ce discovery

The process by which Fathom automatically recognizes a database managed by the
AdminServer and Progress Explorer.

Databaserule sets
See Rule sets.
Data encryption

A method of trandating data into a code that is indecipherable without a special key or
password.

Default rules

Fathom-provided default settings. Y ou can use these default values when defining rules
for resource monitors. Default rules are set up at the resource type level, and you can
override them at the individual resource level.
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Detail frame

The right frame of the Fathom Management console. The detail frame displays
information and tools related to the selection madein the list frame.

Detail menu

A DHTML menu available in select spots in the Fathom Management console. The
content of the menu varies depending on where it appears, and its commands enable you
to perform anumber of common Fathom tasks.

Digital signature

A signature on a certificate from atrusted Certificate Authority.
Disabled database

A database deleted through Progress Explorer that continues to display in Fathom.
Discovery

See Network discovery process and OpenEdge server discovery process.

E

Encryption
See Data encryption.

Exit code

A numeric value that indicates whether or not ajob-related process has succeeded.
Typically, an exit code of zero indicates success, while a nonzero code indicates an error.

When an action is associated with ajob’ s exit code, Fathom can ensure that the specified
action occurs.

See also Job chaining.

Export

To place a copy of a Fathom component’s definition into afile that you can then import
and use on another machine.
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F

Fathom database
See FathomTrendDatabase.
fathomenv

A utility that setsthe shell environment variables needed for executing both Fathom and
OpenEdge commands.

Fathom Management console
A Web-based interface used to access al of Fathom'’s functionality.
Fathom system ar chitecture

Fathom Management is comprised of four components:

A Web-bhased management console, which provides a central location for viewing
and configuring resources that are monitored by Fathom.

*  Componentsto monitor database, system, network, file, and OpenEdge server
resources.

* A database, called the FathomTrendDatabase, which stores all data collected by
agents for use in reporting.

e TheFathom process running as a thread in the AdminServer.

FathomTrendDatabase
A database that stores all data collected by Fathom agents.
Fathom Web server

A component of the Fathom Management architecture that allows you to connect to
Fathom through the Web-based management console. By default, Fathom uses port 9090
for this Web server when configured to use HTTP and port 9443 when configured to use
HTTPS.

fmconfig utility
The utility you run to enable remote resource monitoring.
Fully qualified resource key

The most complete reference to aresource. The default format for afully qualified
resource key identifies each resource by its contai ner name, the resource category to which
the resource belongs, and the specific resource type and associated resource name.
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G

Gluing

The requirement of associating one Fathom installation with one OpenEdge 10.0B or
Progress Version 9.1D09 product installation.

Group

A collection of userswho share the same user privileges. Specific to Fathom Management
usage, a group identifies personnel who can create or maintain ajob on supported UNIX
platforms.

H
Handshake

A communication that allows the server to identify (authenticate) itself to the client by
sending acertificate. The client usesthe certificateto verify that the sender iswho it claims
to be.

HTML compliance

The requirement for certain values entered in fields on Fathom Management pages to
adhere to formatting rules and conventions that the HyperText Markup Language honors.
For example, you cannot enter spaces between words or use special characters such asan
asterisk (*), ampersand (&), or period.

HTTP monitor

A Fathom-supported resource monitoring feature that allows you to monitor various
aspects of a Universal Resource Locator (URL).
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Import
To add a component definition from an import file to your project.
Internal alert

An onscreen notification Fathom automatically generates to inform you of events that
occur internal to Fathom and for which you cannot set up specific alert definitions.

Initialization file

A text file that provides al the information necessary to run a batch mode Fathom
installation on UNIX.

J
Job

General term used to identify atask executed at regularly scheduled intervals. Fathom
Management supports two types of jobs. custom and database maintenance.

See also Custom job and Database maintenance job.
Job chaining

Linking individual job instancestogether in asequence based on the presence of aspecific
exit code. Using the value of an exit code that occursin responseto ajob having been run,
you can determine the processes, or control the flow of processes, that occur once one job
ends and the next one begins.

See also Exit code.
Job instance

Anindividua job derived from ajob template. A job instance has schedules that define
when Fathom runs these jobs.

See also Job template.
Job template

A template that provides predefined, common values from which individual jobs, called
job instances, can be created and separately maintained.

See dso Job instance.
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K

Keystore
A database that functions as arepository for the certificates and keys.
Keytool

A key and certificate management utility, developed by Sun Microsystems, that allows
you to administer your own private/public key pairs and associated certificates. Y ou then
use these keys and certificates for self-authentication (in which you authenticate yourself
to other users or services) using digital signatures.

L

L egend
Information in a graphical view that describes the data being presented.
List frame

The vertical frame that displays on the left side of the Fathom Management console and
displaysitemsrelated to the selection made in the menu bar.

Log filemonitor rule sets

A set of rulesthat you can define and then associate with one or more log file monitor
resources.

M

Managed database

A database that the Progress Explorer client and the AdminServer recognize and manage.
M anagement Console

See Fathom M anagement console.
Menu bar

A horizontal bar at the top of the Fathom Management console that lists the following
options: My Fathom, Alerts, Resources, Library, Reports, Jobs, Options, and Help. The
menu bar al so displays the name of the machine and the username entered in the L ogon
window.
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Meter chart
A chart giving a metered view of information. Used when showing a snapshot in time.
Migration logs

Log files created during a Fathom Management upgrade. Y ou can review the log files to
confirm that the Fathom upgrade has completed successfully or determine why the
upgrade did not complete, should that be the case.

Monitor
The combination of aresource, schedule, and rules.
Monitoring plan

A block of time that aresourceisto be monitored and the processing rules that are to be
checked during the defined time frame. The basic elements used by all resource
monitoring plans are schedules, rules, alerts, and actions.

My Fathom Home page

A default page that Fathom creates for each Fathom user. From this page, you can create
private or shared collections and views.

N

Network discovery process

The process of searching for portsthat are already known to your system when creating or
maintaining Fathom network resources.

Network resour ces

Applications and other databases that might not be part of your OpenEdge application
environment but that Fathom supports. The supported network resources are TCP port,
UDP port, HTTP, and Ping (ICMP).
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O

OpenEdge server discovery process

The process Fathom uses to detect new OpenEdge server-related resources and
automatically create default monitoring plans for them.

OpenEdge servers

Any of three OpenEdge server products that Fathom Management can monitor and
manage: AppServer, NameServer, and WebSpeed Transaction Server.

Operator

A user role whose access to overall Fathom functionality is restricted. By default, a user
in the operator roleisallowed only to view most Fathom functionality. (An administrator
can customize the operator role to allow greater access.)

P

Pie chart

A chart used to represent more than one kind of information.
Pin up chart

A pin up representation of either a Fathom database view or a Fathom custom view.
Ping status

One of three statuses returned when the presence of aresource has been checked: failure,
passed, and unreachable.

Polled alert

An onscreen notification generated when the polling schedule defined for a monitored
resource detects an error or other condition.

Private/public key pair

The combination of asender’ spublic key, whichiscommon knowledge, and aprivate key,
which is known only by the recipient of an Internet communication.

Procertm utility

A utility you can use to add any Certificate Authority’ s root certificate to the trend trust
keystore, if the root certificate is not already there. Y ou can also use the procertm utility
to convert digital certificates between certificate file types (.der and . pem).
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R

Redirection

An event in which the server informs the client that it is being redirected, and sends the
client to the new page.

Reglue

A command that allows you to change the association between a Fathom installation and
an OpenEdge 10.0B or Progress Version 9.1D09 installation without necessarily having
to uninstall and then reinstall Fathom. This command is available only on the UNIX
platform.

Remote monitoring

Monitoring of the following resources on aremote machine: database, file, CPU, memory,
disk, file system, or OpenEdge server components.

Report instance

The entity you schedule to run in order to produce report results. The report instance
identifies the details to be reported on.

Report template
The interface through which you define the characteristics of areport.
Resour ce

A specific component of your system that is monitored by Fathom, such as database, files,
database and log files, CPU, memory, disk, file system, OpenEdge server (AppServer,
NameServer, or WebSpeed Transaction Server), TCP, UDP, and HTTP ports, and Ping
(ICMP).

Resour ce viewlet

A viewlet (in a Fathom custom view) that provides details specific to a single instance of
aresource.

Responsefile

A text filethat providesall theinformation necessary to run asilent or batch mode Fathom
installation on Windows.

Root certificate

A certificate that identifies the Certificate Authority. A root certificate is self-signed,
meaning it does not chain to another certificate to establish trust. If a certificate user, such
asabrowser, does not recognize a particular certificate, it walksthe chain for aparent that
it does know, until it reaches the root.
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Rule definitions
The specific attributes of aresource to be monitored.
Rule Summary
A list of the rules and rule sets that are applied to a particular monitoring plan.
Rules
Criteria by which aresource’ s performance is measured.
Rule set

A set of rules that you can define, store in the Fathom Component Library, and then
associate with one or more database resources, log file monitor resources, or OpenEdge
server resources (AppServer, NameServer, or WebSpeed Transaction Server). Y ou can
share rule sets among resources that belong to the same resource type.

Fathom provides default rule sets and also supports user-defined rule sets.

S
Schedule

A specific time frame defined for a resource monitor or job.

For aresource, the time frame defines when a set of monitoring rulesis active. The
schedule defines the block of time in which polling occurs (for example, 9:00AM—
5:00 PM).

For ajob, the time frame defines when the job will be executed. The schedule defines how
frequently an individual job occurs (for example, every fifteen minutes).

Scripted database

A databasethat isnot currently listed among the database resources that the AdminServer
manages.

Secure Sockets Layer (SSL)
A protocol used for secure transmission of data across the Internet.
Search criteria

User-defined literals or Perl 5 regular expressions you submit to run searcheswithin alog
file or database log file.
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SNM P Adapter

A product that allows you to run the Fathom SNMP agent and configure it to throw traps
to an SNMP Adapter console.

SNMP trap action

A specific type of action that all ows Fathom resource-rel ated event notificationsto be sent
to your SNM P management console.

Stacked column chart

A chart representing both the breakdown of different datatypes and the total of those data
types together.

Standard viewlet

A viewlet (inacustom view) that is predefined by Fathom and used to display information
about either multiple resources or no resources at all.

Statusrule

An HTTP monitor rule that can indicate whether the URL you are monitoring was
redirected and if the GET method was successful and accomplished within the time range
you specified.

T

Traps

See SNMP trap action.
Trend, Trending

The process of identifying and storing datain the FathomTrendDatabase.
Truncate Action

An option you specify when defining alog file monitor resource monitor. This option
identifies where the marker will be set within the file when the log file has been truncated.
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U

Unglue command

The command you run to uninstall Fathom on UNIX.

Vv

Valid data sample

Asdetermined by the Configuration Advisor, a data sample that is determined to be other
than anull value (any whole number that isless than zero).

View
Detailed information about a resource that appears in the detail frame. Views present a
resource’ s datain both tabular and graphical formats.
See also Collection view.
Viewlet
Anindividua pane of information in a Fathom custom view.

See also Resour ce viewlet and Standard viewlet.

X

X.509
A commonly used standard for defining digital certificates.
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